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Abstract of the contribution: This pCR proposes conclusions updates for KI#4 related to UE onboarding
1 Discussion
Observation: 
As per the current conclusions in clause 8.4.5, if the UE has Default credentials and the UE determines that new credentials for accessing hosting network are needed, the UE uses the Default credentials for the onboarding mechanism with the ON-SNPN acting as hosting network.
It was also agreed that if the UE is preconfigured with PVS address information, the the UE may determine, based on local configuration, whether to apply or ignore the PVS address information provided by the SMF. The reason for this conclusion was that:
-	as per current specification the PVS IP address(es) and/or PVS FQDN(s) provided by the DCS take precedence over the locally configured PVS IP address(es) and/or PVS FQDN(s) in the ON-SNPN. But the DCS may not be aware of the localised services at all. Hence it was agreed to enhance the UE behaviour so that it may then be able to use locally configured PVS address.
However, the above conclusion does not completely solve the issue. How does the UE know if the locally configured PVS address can be used for remote provisioning via this hosting network (acting as ON-SNPN)? How does the UE get provisioned with the correct PVS address at the first place? If the locally configured PVS address is not correct, then the UE cannot obtain credentials to access the hosting network and hence further cannot receive any localised services provided by the hosting network.
Now, it is to be noted here that, for this specific scenario the fundamental assumption is that the hosting network SNPN supports onboarding also and acts as an ON-SNPN when the UE registers with default credentials for onboarding. The UE first registers to the SNPN using default credentials (the hosting network SNPN at this point acts as ON-SNPN). Once the UE is provisioned with necessary credentials to access the hosting network SNPN, it deregisters (from the hosting network acting as ON-SNPN) and then re-registers to the hosting network using the obtained new credentials.
Since the ON-SNPN in this use case is the hosting network itself, it is safe to assume that the ON-SNPN can be configured with the correct PVS address for obtaining the credentials to access the hosting network. So, if the hosting network (acting as ON-SNPN) can provide a locally configured PVS address (i.e. overriding any PVS address coming from DCS), this would solve the issue with onboarding.
Proposal: 
It is therefore proposed to update the current conclusions as below:
-	Remove the conclusions related to UE behaviour change to ignore PVS address provided by the SMF
-	put a requirement on SMF that the SMF may determine, based on local configuration, to ignore the PVS address provided by the DCS (via AMF) and may provide a locally configured PVS address information during the PDU Session Establishment Accept message.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update 23.700-08 as follows:

FIRST CHANGE
[bookmark: _Toc120197202]8.4.5	Conclusion for what credentials are used to access hosting network and how to obtain them
The following principles based on the evaluation in clause 7.4.5 are recommended for the normative work in the case of SNPN as hosting network:
1.	The UE checks whether it is possible to re-use the home network credentials to access the hosting network by performing the following:
a.	If the UE uses CH/User controlled priority lists part of the Home network subscription profile or if the UE uses hosting network related information from the Home network (part of the localized service information) which indicates support of CH credentials, the UE determines that home network credential can be used to register with the selected Hosting network.
2.	If the UE has Default credentials and the UE determines that new credentials for accessing hosting network are needed, the UE uses the Default credentials for the onboarding mechanism with the ON-SNPN acting as hosting network as per Rel-17. with the The following enhancements are agreed for the Rel-17 onboarding mechanism:
a.	The SMF may determine, based on local configuration, to ignore the PVS address provided by the DCS and may provide a locally configured PVS address information during the PDU Session Establishment Accept message.In case that the UE is preconfigured with PVS address information and the UE receives PVS address information from the SMF during the PDU Session Establishment Accept message, the UE may determine based on local configuration whether to apply or ignore the PVS address information provided by the SMF.
NOTE:	Backwards compatibility with Rel-17 UE behaviour needs to be considered during normative phase.
The following principles based on the evaluation in clause 7.4.5 are recommended for the normative work in the case of PNI-NPN as hosting network:
3.	Only UEs equipped with a USIM configured with PLMN credentials can access a hosting network which is a PNI-NPN. When the UE requests to access the hosting network, the home PLMN credential(s) are used during authentication procedure.
END OF CHANGES
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