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[bookmark: _Hlk514274591]1		Discussion
In SA2#153e in the conclusions for KI#2 the following have been agreed:
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In the UEPO study, Solution 30 is the only solution that address using NWDAF analytics for the network to determine if a UE routes traffic according to a URSP rule. This solution mainly proposes the following:
-	Consumer (i.e. PCF) request new analytic (from NWDAF) denoting a request for URSP enforcement analytics. The request includes:
-	S-NSSAI/DNN of the PDU session
-	The expected traffic over the PDU session according to a provisioned URSP rule
-	Area of interest
-	Target UEs
-	NWDAF collects as input data to derive analytics:
-	UPF: Traffic that do not match to the expected traffic
-	The analytic output from the NWDAF include information that assist the consumer to identify any traffic that is not matching to the expected traffic.

As part of eNA_ph3 study two key issues are related to the UEPO study; KI#2 regarding NWDAF-assisted application detection and KI#6 on assisting URSP. For KI#6 the conclusions mainly focus on how the PCF can optimise the Route Selection Descriptors within a URSP rule whereas the conclusions for KI#2 for NWDAF-assisted application detection are the following:
[image: Text

Description automatically generated]

The conclusions for KI#2 specify that Solution#9 within TR 23.700-81 will be used as a basis. The main elements of this solution are:
-	Consumer (i.e. PFDF) requests analytics to provide updated PFDs for known applications for which PFD information is already available
-	The NWDAF collects as input data information on SDF that does not match an installed PDR at the SMF/UPF.
-	Output analytics from the NWDAF include updated flow descriptor information.

Solutions 30 in UEPO and 9 in eNA are similar in the manner that for both solutions the NWDAF provides analytics with updated flow description information of application traffic over a specific S-NSSAI and/or DNN. In both solutions the NWDAF collect as input data SDF information that do not match expected traffic for an application.
The main difference is that in Sol 9 (eNA) the solution focuses on identifying updated PFDs for an existing application whereas in Solution 30 (UEPO) the NWDAF provides statistics of flow description information of traffic not expected to be routed via a specific S-NSSAI/DNN.

As a way forwards it is proposed to define a new analytic ID (separate to the one defined in eNA study) to support the conclusions of UEPO with the following enhancements:
-	The PCF responsible for provisioning URSP rule requests the NWDAF to provide analytics for application detection including in the request the expected application traffic. The PCF includes:
-	A list of SDFs that correspond to expected application traffic over an S-NSSAI and/or DNN according to provisioned URSP rules (i.e. a list of traffic information corresponding to multiple known applications)
-	Additional information provided by the UE based on KI#2 agreements.
-	NWDAF as input data collects:
-	From PFDF, PDF(s) corresponding the application traffic information in the analytics request
-	From SMF/UPF: Collect input data on SDF that does not match an installed PDR at the SMF/UPF. The procedure defined for KI#2 in eNA is re-used
-	NWDAF identifies and reports any SDF that does not match an installed PDR.

2		Proposal
A CR for 23.288 has been prepared (S2-2300938).
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=8.2 - Conclusion-on-KI#27

- New-Apalytics ID-will be discussed-to be-supported by the NWDAE to'monitor the traffic-in-one-or multiple-
PDU:Session for statistics-of URSP-enforcement, The-analytics request-includes the expected traffic-according to*
provisioned URSP rules via the:S-NSSAVDNN, ‘Consumer-of new-analytic ID-can be'aPCF. A PCF that
provisions URSP rule for'a UE may-use the NWDAE -output to-determine updated UR S rules-for UE(s).{

. NOTE: - Furtherdetails on the new-analytic 1D will-be-determined-during the normative-phase.§

. Editor's Note:-Coordination with UPEAS is Tequired-to-define-how NWRAE -interacts with-UPE]
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=8.2 - Key-lssue#2::NWDAF-assisted-application-detectionq

It-is-concluded to-focus-on theuse-case-of PFD-updates for known-applications-in-Solution#9, which-isselected-as-
baseline forthe normative work.§

The known application means an-application-for which the-application D is already known by the 5GC-and-can be
referenced within PCC rules-and-for-which PFD information (maynot-be-the latest) is-already available.|

Itis concluded, that the NEF(PFDF)-as-a-consumer-can request NWDAF -to-get-a-new-Analytics ID for application
detection, following the-detail-described-in-solution#9.9

= NOTE°l:>Extensive reporting related-to-all traffic-flows-at the UPF should-be-avoided-due to-the-high UPF load. An"
NWDAF preferably subscribes-only-for reporting for'some UEsto-limit the load..]

= NOTE®2:»Coordinationwith-the:FS_UPEAS conclusions is required-for-procedures-for UPF -event-exposure-and-the:
related-subscription.§

NOTE®3:»Coordination-with"SA°WG3-for possible-user-consent-checking is needed.§
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