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Abstract of the contribution: This contribution proposes to resolve the remaining editor notes in clause 9.3.
1.
Discussion
Based on current conclusions for KI#3 the use of Third Party specific user identities in IMS shall be aligned with the definitions in draft-ietf-sipcore-callinfo-rcd-04. According to this draft: 
“This document describes a SIP Call-Info header field usage defined to include rich data associated with the identity of the calling party that can be rendered to a called party for providing more useful information about the caller or the specific reason for the call. This includes extended comprehensive information about the caller such as what a jCard object can represent for describing the calling party or other call specific information such as describing the reason or intent of the call.” 
And further on:

“The Call-Info header field is defined to include a URI, where here the resource pointed to by the URI is a jCard JSON object [RFC7095]. The MIME media type set for the JSON text MUST be set as application/json with a default encoding of UTF-8 [RFC4627]. A jCard also MAY be carried in the body of the SIP request bearing this Call-Info via the "cid" URI scheme [RFC2392].”

An example of a Call-Info header is provided in the draft as follows: Call-Info: <https://example.com/qbranch.json>;purpose=jcard. As a consequence, the Call-Info header contains just a http URL that is signed by the A-side and verified by the B-side. The B-side can use this http URL to fetch RCD like information from a Web server. This solution is rather flexible as it provides just a “pointer” to the data (i.e., the http URL). Where and how these data are stored should not be specified by 3GPP as this would limit the applicability of the overall solution due to the fact that different Enterprises have diverse requirements. In one possible scenario the data can be stored in the Third Party (aka Enterprise) network, while in another scenario they are stored in the operator’s network. In addition, it looks not reasonable to store these data in the HSS as this would mean to standardize the data format and content and does not work in the case where the Enterprise users are connected via an IP-PBX and no user specific data are stored in the HSS:
Considering that SA2 has not discussed in detail which type of Third Party specific user information should be specified in Rel-18 (name, nickname, job title, logo, picture, company, organization, geography, communication properties, etc.) and taking into account that the study phase is nearly completed, we propose not to specify details of Third Party specific user information in this release but refer to the IETF draft-ietf-sipcore-callinfo-rcd which information and how this information is provided in SIP. Storage of this information is not in scope of this release and mechanisms to provide this information from the Third Party to the IMS via NEF is also not standardized in this release.
2.
Text proposal
It is proposed to agree the following changes to TR 23.700-87:
>>>>BEGINNING OF CHANGES<<<< 
9.3
Conclusions of Key Issue #3

Five solutions were proposed for KI#3 (sol #10, #11, #12, #13, #19). Out of these, three solutions refer explicitly to STIR/SHAKEN (sol #10, #12, #19) while one solution refers to signing and verification of SIP headers but does not mention STIR/SHAKEN explicitly (sol #11).
Following conclusions are made for KI#3:
1)
The solution shall allow Third Party users to connect to the IMS via NNI and UNI based on different trust models and SLAs.

2)
Use of Third Party specific user identities in IMS shall be aligned with the definitions in draft-ietf-sipcore-callinfo-rcd-04 [28], its signing and integrity protection mechanism shall be aligned with draft-ietf-stir-passport-rcd-18 [16].

NOTE 1:
The SIP header extensions required to transfer Third Party specific user identity information are defined by stage 3 considering the definitions and concepts of before mentioned IETF drafts.

3)
The solution shall not change existing IMS authentication and authorisation procedures and mechanisms.

4)
The solution shall follow the STIR/SHAKEN framework and accompanied IETF RFCs/drafts as much as possible. The signing AS (STI-AS) can be an entity in the IMS domain or in the Third Party network domain.

5)
As for other user identities signing and verification of Third Party specific user identities in the IMS domain is invoked by IBCF, S-CSCF or AS re-using existing procedures.

6)
Storage of Third Party specific user identity information, e.g., in the Third Party network or HSS, is not specified in 3GPPe. Mechanisms to provide Third Party specific user identity information to IMS via the NEF are not specified in 3GPP.




NOTE 2:
In one deployment scenario Third Party specific user identity information is stored in a Web server and the corresponding HTTP URL pointing to these data is provided from the A-side to the B-side in a SIP header (see draft-ietf-sipcore-callinfo-rcd-04 [28] and draft-ietf-stir-passport-rcd-18 [16]). The B-side can use the HTTP URL to fetch the data from the Web server. The data can be stored in the Third Party network or in the operator’s network which is out of scope of 3GPP.
NOTE 3:
Security aspects need to be considered by SA WG3.
>>>>END OF CHANGES<<<<
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