

	
[bookmark: _Hlk91753531]SA WG2 Meeting #154-AH-e	S2-2300910
[bookmark: _Hlk91755148]Elbonia; Janurary 16th – 20th, 2023              	  		 		  		             (revision of S2-22xxxxx)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.548
	CR
	[bookmark: _GoBack] 0100
	rev
	-
	Current version:
	18.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Support of edge relocation for accessing EHE when roaming 

	
	

	Source to WG:
	CATT

	Source to TSG:
	S2

	
	

	Work item code:
	EDGE_Ph2
	
	Date:
	[bookmark: _Hlk98854634]2023-01-09

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	This CR aims at specifying support of edge relocation for accessing EHE when roaming as concluded in TR 23.700-48 clause 8.1.2.

	
	

	Summary of change:
	· Add general description for edge relocation of inter-PLMN.
· Add procedure for edge relocation of inter-PLMN

	
	

	Consequences if not approved:
	Support of edge relocation for accessing EHE when roaming as concluded in TR 23.700-48 clause 8.1.2 would not be defined

	
	

	Clauses affected:
	6.3.1, 6.3.X(new)

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications	
	TS 23.501 CR, TS 23.503 CR  

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


FIRST CHANGE
[bookmark: _Toc66367651][bookmark: _Toc66367714][bookmark: _Toc69743775][bookmark: _Toc73524689][bookmark: _Toc73527593][bookmark: _Toc73950269][bookmark: _Toc81492201][bookmark: _Toc81492765][bookmark: _Toc81816526][bookmark: _Toc114672317]6.3.1	General
Edge Relocation refers to the procedures supporting EAS changes and/or PSA UPF relocation.
Edge Relocation may be triggered by an AF request (e.g. due to the load balance between EAS instances in the EHE) or by the network (e.g. due to the UE mobility).
With Edge Relocation, the user plane path may be re-configured to keep it optimized. This may be done by PDU Session re-establishment using SSC mode 2/3 mechanisms or Local PSA UPF relocation using UL CL and BP mechanisms. The corresponding procedures are defined in TS 23.501 [2] and TS 23.502 [3].
Due to Edge Relocation, the UE may need to re-discover a new EAS and establish the connectivity to the new EAS to continue the service. The re-discovery of EAS is specified in clause 6.2.
Edge Relocation may result in AF relocation, for example, as part of initial PDU Session Establishment, a central AF may be involved. However, due to Edge relocation another AF serving the Edge Applications is selected.
The trigger of Edge relocation by the network is specified in clause 4.3.6.3 of TS 23.502 [3]. Some EAS (re-)Discovery procedures in clause 6.2 may also trigger Edge Relocation.
For the edge relocation in roaming scenarios, the EAS is relocated between VPLMN and HPLMN, which may be triggered by AF.
This clause further describes the following procedures:
-	Edge Relocation involving AF change.
-	Edge Relocation using EAS IP replacement.
-	AF request for simultaneous connectivity for source and target PSA.
-	Packet buffering for low Packet Loss.
-	Edge relocation considering User Plane Latency Requirements.
-	Edge Relocation triggered by AF
-	Edge Relocation of inter-PLMN
Annex F describes example procedure for EAS relocation on Release 16 capabilities.

SECOND CHANGE
6.3.X	Edge relocation of inter-PLMN
[bookmark: _Toc117152721]When roaming, the edge relocation may be triggered between VPLMN and HPLMN as following scenarios:
-	When UE accesses EHE in VPLMN when roaming, the AF triggers EAS relocation from VPLMN to HPLMN (e.g. due to the load balance or maintenance).
-	When UE accesses EHE in HPLMN, and then moves to VPLMN, the AF triggers EAS relocation from HPLMN to VPLMN.
The AF provides PLMN ID in AF request as specified in clause 5.6.7 of TS 23.501[2], which indicates the EAS should be relocated to the target PLMN (identified by PLMN ID). The PCF includes the PLMN ID in PCC rule and send it to SMF to determine target DNAI for V-SMF/H-SMF selection. Then an inter-PLMN relocation indicator is transferred between V-SMF and H-SMF to indicate that the EAS relocation is between HPLMN and VPLMN.
6.3.X.1	EAS relocation from VPLMN to HPLMN


Figure 6.3.X.1-1: EAS relocation from VPLMN to HPLMN
0.	When UE is roaming to VPLMN, it establishes a LBO PDU Session to access the source EAS deployed in VPLMN.
1.	When the EAS relocation is triggered, AF determines the source EAS should be relocated to the target EAS deployed in HPLMN. The AF invokes Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update service operation to send the request message to NEF, or invokes Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Update to send the request message to the PCF directly. The request message includes the PLMN ID, which indicates the EAS should be relocated to the target PLMN (identified by PLMN ID).
	If 5GC supports EAS IP replacement mechanism, the EAS IP replacement information (i.e. source EAS IP address and port number, target EAS IP address and port number) is sent to the V-SMF as specified in clause 6.3.3. Alternatively, the AF sends the EAS information (e.g. EAS IP address) to network and to UE via application layer as specified in annex B.
2.	The PCF creates and sends the PCC rule to the V-SMF by invoking Npcf_SMPolicyControl_UpdateNotify service operation. The PCC rule includes the PLMN ID.
3.	If the V-SMF has knowledge of EAS deployment information in HPLMN, the V-SMF determines the target DNAI based on the EAS deployment information (and IP address of target EAS). V-SMF sends the target DNAI to the AMF by invoking Nsmf_PDUSession_SMContextStatusNotify service operation. Then, AMF selects H-SMF based on the target DNAI. Then, H-SMF sends Nsmf_PDUSession_Context Request to V-SMF. Alternatively, H-SMF is discovered as specified in clause 4.17.5 of TS 23.502 [3]
4.	The V-SMF inserts or changes the UL-CL/BP V-UPF. The V-SMF sends an inter-PLMN relocation indication to H-SMF by Nsmf_PDUSession_Update Request. The inter-PLMN relocation indication is to indicate the EAS is relocated from VPLMN to HPLMN (target PLMN).
5.	The H-SMF selects the H-PSA UPF based on the target DNAI. To enable the traffic routing between VPLMN and HPLMN, H-SMF configures the H-PSA UPF for traffic routing towards target EAS for uplink traffic and traffic routing towards V-UPF (i.e. V-PSA UPF or UL CL/BP V-UPF) for downlink traffic. If the EAS IP replacement information is received, the H-SMF configures H-PSA UPF with EAS IP replacement information.
6.	The H-SMF sends the acknowledgement message to the V-SMF, which includes the tunnel information towards H-PSA UPF.
7.	When V-SMF receives the acknowledgement, V-SMF configures the UL-CL/BP V-UPF for traffic routing towards H-PSA UPF if the destination address is the IP address of source EAS or target EAS.

[bookmark: _Toc117152722]6.3.X.2	EAS relocation from HPLMN to VPLMN


Figure 6.3.X.2-1: EAS relocation from HPLMN to VPLMN
0.	The UE establishes PDU Session to access the source EAS.
1.	When the EAS relocation is triggered, AF determines the source EAS should be relocated to the target EAS in VPLMN. The AF invokes Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update service operation to send the request message to NEF, or invokes Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Update to send the request message to the PCF directly. The request message includes the PLMN ID, which indicates the EAS should be relocated to the target PLMN (identified by PLMN ID).
	If 5GC supports EAS IP replacement mechanism, the EAS IP replacement information (i.e. source EAS IP address and port number, target EAS IP address and port number) is sent to the V-SMF as specified in clause 6.3.3. Alternatively, the AF sends the EAS information (e.g. EAS IP address) to network and to UE via application layer as specified in annex B.
2.	If the PCF authorizes the traffic routing in the VPLMN is allowed, the PCF creates and sends the PCC rule to the V-SMF by invoking Npcf_SMPolicyControl_UpdateNotify service operation. The PCC rule includes the PLMN ID.
3.	If the H-SMF has knowledge of EAS deployment information in VPLMN, the H-SMF determines the target DNAI based on the EAS deployment information (and IP address of target EAS). H-SMF sends the target DNAI to the H-AMF by invoking Nsmf_PDUSession_SMContextStatusNotify service operation. Then, H-AMF selects V-SMF based on the target DNAI. Then, V-SMF sends Nsmf_PDUSession_Context Request to H-SMF. Alternatively, V-SMF is discovered as specified in clause 4.17.5 of TS 23.502 [3]
4.	The H-SMF inserts or changes the UL-CL/BP H-UPF. The H-SMF sends an inter-PLMN relocation indicator to V-SMF by Nsmf_PDUSession_Update Request. The inter-PLMN relocation indicator is to indicate the EAS is relocated from HPLMN to VPLMN (target PLMN). Optionally, the H-SMF may check with H-UDM whether UE is authorized to access VPLMN.
5.	The V-SMF selects the V-PSA UPF based on target DNAI. To enable the traffic routing between VPLMN and HPLMN, V-SMF configures the V-PSA UPF for traffic routing towards target EAS for uplink traffic and traffic routing towards H-UPF (i.e. H-PSA UPF or UL CL/BP H-UPF) for downlink traffic. If the EAS IP replacement information is received, the V-SMF configures V-PSA UPF with EAS IP replacement information.
6.	The V-SMF sends the acknowledgement message to the H-SMF, which includes the tunnel information towards V-PSA UPF.
7.	When H-SMF receives the acknowledgement, H-SMF configures the UL-CL/BP H-UPF for traffic routing towards V-PSA UPF if the destination address is the IP address of source EAS or target EAS.

END OF CHANGES
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