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1. Exposure of uplink routing information
A UPF can have multiple interfaces on N6. There can be various routes to reach the same host on N6. DetNet controller acting as SDN controller needs to know the UL routes for selecting the required forwarding path to reach the same host. As UPF is not a typical SDN-compliant router, it is not possible for DetNet Controller acting as SDN controller to collect the route information via the OpenFlow interface.
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Figure 1-1: Multiple Routes on N6
Even in the case of static route configuration at N6, it is not practical to manually sync the route configuration between the DetNet controller and each N6 interface of every UPF in the network.
Hence it requires 3GPP standards change to expose the static or dynamic routes on the N6 interface toward the DetNet controller via TSCTSF. DetNet controller will use the route information from 5GS to influence the route selection for DetNet flows.
As stated in IETF’s “draft-ietf-detnet-controller-plane-framework-03”; in clause 3.2, “A Centralized Controller collects topology information and DetNet capabilities of the network nodes via NETCONF/YANG”.
The controller can collect the DetNet capability of the network nodes or, in our case, available UPF’s N6 forwarding paths per interface. The N6 route information can be exposed to the controller via SMF/PCF/TSCTSF using NETCONF/YANG model as per IETF RFC 8349.
The controller may use this information to choose appropriate routes/forwarding path in UL. The IETF’s “draft-ietf-detnet-controller-plane-framework-03” in clause 4.1 states, “The computed path for the DetNet service has to be sent/configured/signaled to the network device, so the corresponding DetNet flow could pass through the network domain following the specified path”.

3. Text Proposal
It is proposed to capture the following changes to TR 23.700-46.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc113336417]7.2	Key Issue #1: 5GS DetNet node reporting
The 5GS is exposed by the TSCTSF to the DetNet controller as a router on a per UPF granularity. The node may be identified by a Node ID. The interfaces correspond to the PDU Sessions (and to the network side interfaces (i.e. including the interfaces of UPF and NW-TT). Each interface is identified by an interface identifier.
The following information may be reported from TSCTSF to DetNet controller for each interface.
-	Type of interface.
-	IP address.
-	subnet (prefix length).
-	Neighbour address (in case of network side interfaces).
-	MAC address (in case of network side interfaces).
-	N6 IP forwarding table entries on a per N6 interface
NOTE: How the UPF/NW-TT determines the route/forwarding information is out of the scope of 3GPP

Editor's note:	the following is FFS/ whether 5GS DetNet node may report the following: N6 IP forwarding table entries on a per N6 interface (in case of network side interfaces,)(UPF/NW TT forwarding tables for UL traffic). How the UPF/NW-TT determines this information is out of scope.
-	MTU size.
The TSCTSF collects the information from the UPF/NW-TT and the SMF re-using the existing procedures in Rel-17 TSC, with the addition of new parameters as needed.
Editor's note:	The details of the reporting may consider feedback of IETF if any.

* * * * End of changes * * * *
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