SA WG2 Temporary Document

Page 1

SA WG2 Meeting #154AH-e
S2-2300887
16 - 20 January, 2023, Electronic Meeting
(revision of S2-220xxxx)
Source:
vivo
Title:
Update of conclusion of KI#2 about UE reporting connection capabilities
Document for:
Approval

Agenda Item:
9.25.2
Work Item / Release:
FS_eUEPO / Rel-18

Abstract: This contribution proposes evaluation and conclusion update for KI#2.
1.
Discussion
For the potential way forward of KI#2, that reporting connection capabilities in NAS messages can be a compromise to move forward. 
But for the UE side, still some of the issues should be determined in normative phase. 
Firstly, that UE reporting URSP rules enforcement should be settled as the optional features that UE support, not the mandatory features. And the UE should indicate the capability to monitor or report the URSP rule enforcement to network. 

Secondly, the MNO should indicate to UE that which URSP rule enforcement should be monitored. The UE cannot report the uninterested URSP rule enforcement or report all of the URSP rule enforcement to network side. 
At last, if the network side wants the UE to report several more URSP rule in the UE, and there are many applications deployed on UE, and frequently start of application will cause a lot of NAS signalling to network side. So, how to reduce the NAS signalling that caused by URSP rule enforcement should be studied. 
2.
Proposal
It is proposed to capture the following changes into TS 23.700-85.
* * * * First change * * * *

8.2
Conclusion on KI#2

-
New Analytics ID will be discussed to be supported by the NWDAF to monitor the traffic in one or multiple PDU Session for statistics of URSP enforcement, The analytics request includes the expected traffic according to provisioned URSP rules via the S-NSSAI/DNN. Consumer of new analytic ID can be a PCF. A PCF that provisions URSP rule for a UE may use the NWDAF output to determine updated URSP rules for UE(s).

NOTE:
Further details on the new analytic ID will be determined during the normative phase.

Editor's Note: Coordination with UPEAS is required to define how NWDAF interacts with UPF

The process the KI#2, UE reporting URSP rule enforcement of connection capabilities can be normative in TS phase.
If the UE URSP rule includes the Connection Capabilities contained in the TD (see TS 23.503, clause 6.6.2.1), the UE reports this information, which will be included in the PDU Session Establishment or Modification (i.e. when the URSP rule is matched), then to the PCF for the PDU Session and to PCF for the UE. The UE does not report information to the 5GC when a "match-all" URSP rule is enforced. No service degradation for legacy UEs shall result from this functionality in Rel-18.

But, some of the following issues that should be covered during the TS phase to reduce the complexity design in UE and reduce the UE power consumption: 

-
That the UE reporting URSP rules enforcement to network should be settled as the optional features that UE support, not the mandatory features. And the UE should indicate the capability to monitor or report the URSP rule enforcement to network.
-
The network side should indicate to UE that which URSP rule enforcement should be monitored. The UE cannot report the uninterested URSP rule enforcement or report all of the URSP rule enforcement to network side. This should be taken care that causing multiple UL NAS messages and power consumption.
-
If the network side wants the UE to report several more URSP rule enforcement in the UE, and there are many applications deployed on UE, and frequently start of application will cause a lot of NAS signalling to network side. So, how to reduce the NAS signalling that caused by URSP rule enforcement should be studied, to reduce the potential NAS storm to network.

* * * * End of changes * * * *
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