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	Reason for change:
	TR 23.700-08 has the below conlsuon for KI#4 : Conclusion for how localized service is accessed in hosting network per agreed conditions 

1.	Validity conditions provided to the UE as part of the localized service information can be used to restrict the UE's access of the hosting network.
2.	Existing methods, such as network slicing, forbidden area restriction, service area restriction, CAG, LADN, URSP rules can also be utilized to restrict UE's access, i.e. no need for additional normative work for access control in hosting network.

For KI#5 :Enabling access to localized services via a specific hosting network

The following conclusions are agreed for normative work:
-	When the hosting network is an SNPN which provides localized services and the home network is an HPLMN, the architecture specified in clause 5.30.2.7 of TS 23.501 [3] is reused for the UE to access both home network services (using the SNPN as underlay network) and localized services (via the SNPN).
-	If the hosting network is a PNI-NPN, existing mechanisms (e.g. roaming architecture, network slicing, etc.) are reused for the UE to access home network services.
-	The existing URSP rules or LADN feature can be re-used for a UE to access the Localized services after the UE has registered to a Hosting network. URSP rules are pre-configured in the UE, provisioned by the PCF of the home network or provisioned by the PCF of the hosting network according to existing principles.
This CR propose the required changes to enable the UE getting localized service information needed to access the localized service from hosting network and how the hosting network restrict the access using existing LADN principle.

	
	

	Summary of change:
	1 ) UE gets the localized service information (either from HPLMN) or from hosting network using URSP and LADN
2) The UE behaviour and AMF/SMF action to restrict the UE as per existing LADN feature.
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	Incomplete specification.
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FIRST CHANGE
[bookmark: _Toc20149998][bookmark: _Toc27846797][bookmark: _Toc36187928][bookmark: _Toc45183832][bookmark: _Toc47342674][bookmark: _Toc51769375][bookmark: _Toc106188106]x.z	Accessing localized services
The access to localized service via a PDU Session is only available in a specific localized service area of hosting network. A localized service area is a set of Tracking Areas. Localized service is a service provided by the hosting network.
NOTE:	Hosting network can be SNPN or PNI-NPN.
The UE is configured to know whether a DNN/S-NSSAI is meant for particular localized service, and an association between application and localized DNN/S-NSSAI. The configured association is considered to be pre-configured (e.g UE may receive the localized service information including DNN/S-NSSAI for localized service from HPLMN) or lolalized service information (i.e. localized service area information, localized service DNN/S-NSSAI and time period) is provided by AMF to the UE during the Registration procedure or UE Configuration Update procedure by the hosting network. 
The UE action to the received localized service information and enforcement by AMF and SMF is as per the clause 5.6.5 with below difference:
a)   After the expiry of the timing information, the UE:
-	shall delete the stored localized service information;
-    may send deregistration from the hosting network.
-    may send a PDU Session Release for the established localized service.
END OF CHANGE
