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Abstract: This paper proposes conclusion on KI#1.
1. Introduction/Discussion
Evaluation for KI #1: Providing differentiated service for UE and Non-3GPP devices connected behind a 5G-RG
In this KI#1, there are two different requirements, one is to provide differentiated service for the UE, and the other is to provide differentiated service for the Non-3GPP device. For the Non-3GPP device, it includes the Non-3GPP device which cannot be authenticated by the 5GC (i.e. Non-Authenticable non-3GPP devices), and the Non-3GPP device with 5GC credential, e.g. N5CW as defined in solution 3, AUN3 as defined in solution 22 and 25. In this subclause, it only focus on the Non-Authenticable Non-3GPP devices and UE.
Totally twelve solutions are proposed for Non-Authenticable non-3GPP devices and UE on KI#1, eight solutions (solution 1, 4, 6, 7, 8, 21, 23, 24) for the Non-3GPP device, three solutions (solution 2, 5, 9) for the UE, and one solution 20 for UE and non-3GPP device. These solutions are evaluated separately as below.
· Evaluation on solutions for the UE
Based on the KI#1 requirement, the solution should support differentiated service (e.g. QoS and charging) for the UEs connected behind a 5G-RG. 
	
	Impacts on the system
	Pros
	Cons

	Solution 2
	Impacts on the PCF, UDR, and NEF, as described in subclause 6.2.3.
	1) less impact on the existing system
2) Support the N3IWF and TNGF architecture. The differentiated QoS and charging for home or guest UE can be supported by the TNGF architecture based on the user location information.
	1) For the N3IWF case, when the differentiated QoS and charging is performed by the underlay network based on the N3IWF IP address and DSCP marking, the QoS and charging is only distinguished between whether the UE is accessing via RG or not via RG, but not between the home user or guest user. However, it is improper or unfair that the home user and guest user share the same QoS and charging policy, especially when the resource is limited and the charging is not free.
2) For the trusted non-3GPP architecture, in order to enable differentiated QoS and charging for the home or guest UE, the TNAP ID should be configured in the UE’s policy subscription data, and 5G-RG PDU session IP range should also be known by the UE’s PLMN based on the SLA. However, firstly the TNAP ID information will impact every home UE’s policy subscription data. When the TNAP ID is changed, e.g. the 5G-RG is upgraded to the new device, every UE’s subscription data will be updated together. Secondly, regarding the 5G-RG PDU session IP rang information, as the huge number of 5G-RG, similar as mobile phone amount, it is difficult to configure such information in SLA level. 

	Solution 5
	Impacts on the UE, 5G-RG, AMF, SMF, UDM, PCF as defined in subclause 6.5.3
	1) The differentiated QoS and charging rate can be applied by the Host UE and the Guest UE. 
	1) Some impacts on the existing system. Especially some new signalling interaction are defined to support the UE role identification.
2) Only support the TNGF architecture

	Solution 9
	Impacts on the UE, 5G-RG, AMF, SMF, UDM, PCF as defined in subclause 6.9.3
	1) The same as Solution 5 bullet 1)
2) Support the N3IWF and TNGF architecture.
	1) The same as Solution 5 bullet 1).

	Solution 20
	Impacts on the 5G-RG, SMF, PCF, TNGF as defined in subclause 6.20.3
	1) Perform the differentiated QoS and charging rate in the underlay network based on the UE’s Info.
	1) It is unclear on how to establish binding between the UE info (e.g. MAC address, SUCI) and the 5G-RG PDU session IP address and TNGF IP address, especially the different UEs may share the same 5G-RG PDU session and the same TNGF IP address.
2) If the UE info only includes the UE MAC, it means the 5G-RG’s PCF should configure the UE policy based on the UE MAC. The policy should be updated at any time if the UE equipment is changed.



Based on the above analysis, it is useful to differentiate the QoS and charging for the Host UE and Guest UE, which is supported by most of the solutions, so it is proposed to conclude on the support to distinguish the UE role, i.e. the host UE and guest UE, with the different QoS and charging policy. Additionally, in the 5G-RG’s PLMN, the different DSCP marking can be applied for the different QoS control as the existing mechanism as defined in clause D.7 of TS 23.501. 
· Evaluation on solutions for the Non-3GPP device
Based on the KI#1 requirement, the solution should support differentiated service (e.g. QoS and charging) for the Non-3GPP device connected behind a 5G-RG. Nine solutions documented in the TR can be divided into two categories: one is to perform the QoS control on group granularity, including solution 1, 4 and 2; the other one is to perform QoS control on traffic granularity, including solution 6, 7, 8, 20, 21, 23. For each category, as all the solutions achieve the same effect, then the less impact on the system, the better the solution is. Based on this principle, the impact on the system for each solution is listed as below, and other aspects are also highlighted as necessary.
	Category
	Solutions
	Impact on the nodes and functionality
	Other aspects

	Group granularity
	Solution 1
	5G-RG
	N/A

	
	Solution 4
	5G-RG, SMF, PCF
	1) The non-3GPP device category needs to be defined, and it is unclear whether this category can reuse the slice or DNN info.

	
	Solution 24
	5G-RG
	N/A

	Traffic granularity
	Solution 6
	5G-RG, UDM
	N/A

	
	Solution 7
	5G-RG, SMF
	1) Since the QoS control between the device and 5G-RG via non-3GPP access is not controlled by 3GPP, so this part in this solution is proposed not to go for normative work.

	
	Solution 8
	5G-RG, AMF, SMF, UPF, UDM, PCF
	1) The solution is applied for the L2 Bridge 5G-RG, which is the old fashion of the RG. It can be foreseen the L2 bridge RG will be replaced by the L3 Router 5G-RG sooner or later, there is no need to work on this direction
2) Major part of the solution is not related to KI#1, which has much complexity and big impact on the terminal and the network.

	
	Solution 20
	5G-RG, SMF, PCF
	N/A

	
	Solution 21
	5G-RG, UDR, PCF, NEF
	N/A

	
	Solution 23
	5G-RG, PCF, SMF, UDR
	1) Only related with the delay budget



From the above analysis, it is proposed not to consider QoS control between the device and 5G-RG via non-3GPP access for normative work, and not to conclude to support solution #8. 
2. Text Proposal
It is proposed to capture the following changes into the TR 23.700-17.

[bookmark: _Toc519004414]* * * * First change * * * *
[bookmark: _Toc113263309][bookmark: _Toc113283550][bookmark: _Toc117268567]8.1	Key Issue #1: Providing differentiated service for UE and Non-3GPP devices connected behind a 5G RG
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
The following principles are concluded:
1) The differentiated QoS and charging policy should be applied to the remote UEs based on the UE role, i.e. the host UE or the guest UE.
2) In the underlay PLMN, the different DSCP marking can be applied for the different QoS control of the devices as the existing mechanism as defined in clause D.7 of TS 23.501.
NOTE: QoS control between the device and 5G-RG via non-3GPP access and Solution 8 for L2 Bridge 5G-RG are not pursued in 3GPP.
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