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1. Overall Description:
[bookmark: _Hlk46758011]SA2 thanks SA6 for their LS. SA2 have discussed it and answers as follows
-	Q.1 Can SA2 provide support for the core network APIs (e.g., Nnef_UEId_Get) to resolve NATed IP address and Port number to UE ID as part of Rel-18 normative work?
	SA2 answer: SA2 has agreed to the attached CR allowing Nnef_UEId_Get to resolve an input NATed IP address and Port number to a UE ID 


-	Q.2 SA2 mentioned “The above DNN/S-NSSAI or ipDomain attribute is not expected to be exposed outside the 5GC network”. SA6 understands that DNN, S-NSSAI or ipDomain information can be exposed to AF in the PLMN trusted domain, and DNN/S-NSSAI can be exposed to UE (e.g., in URSP). SA6 would request SA2 to confirm this understanding. 
	SA2 answer: this is correct

-	Q.3 Can UE be provided with the ipDomain information together with UE IP address by the core network when UE IP address is allocated by the core network? 
	SA2 answer: why would the UE need to receive this information? It is currently not foreseen to provide the UE with this information that relates to the internal organization of the network and may raise backward compatibility issues related with UE(s) that don’t support this feature.

	

. 


2. Actions:
To SA6:
ACTION: 	SA2 kindly asks SA6 to take the above information into account.

3. Date of Next TSG-SA WG2 Meetings:
	
	DATES 
	LOCATION
	CTRY

	[bookmark: _Hlk34647957]SA2#155
	February 20-24th, 2023
	Athens 
	Greece

	SA2#156
	April 17-21th, 2023
	E-meeting
	Any
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