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Abstract: How to handle MBSR in case MBSR authorization fails is discussed. 
1. Discussion
In the previous SA2 meetings, there are different views about how to notify the MBSR when the MBSR is not authorized to act as an IAB node, and there is a view that the MBSR can still be registered to the network as a normal UE. 
In order to address the following Editor’s note, this contribution elaborates that the MBSR is not a normal UE and demonstrates that it is more appropriate to let the UE to disconnect from the network in case MBSR authorization fails. 
	The AMF of the MBSR can indicate to the MBSR that it is not allowed to act as an IAB node as part of registration procedure, and in this case does not include MBSR authorization indication to donor-gNB. 
Editor’s note: Which NAS message(s) (registration accept, registration reject or/and deregistration request) is used by the AMF of the MBSR for indicating the MBSR is not allowed to act as MBSR is FFS.


1.1 Legacy IAB node handling
According to TS 23.501, for the IAB-UE operation, the existing UE authentication methods as defined in TS 33.501 applies: 
	[bookmark: _Toc122440728][bookmark: _Toc51769565][bookmark: _Toc47342863][bookmark: _Toc45184021][bookmark: _Toc36188114][bookmark: _Toc27846983][bookmark: _Toc20150177]TS 23.501
5.35.2	5G System enhancements to support IAB
…
For the IAB-UE operation, the existing UE authentication methods as defined in TS 33.501 [29] applies. Both USIM based methods and EAP based methods are allowed, and NAI based SUPIs can be used.
…


Therefore, the handling of authentication failure for IAB-UE should follow the same logic as the existing UE, i.e., the AMF shall reject IAB-UE’s registration if the IAB operation is not authorized. 
Moreover, it is noted that in Rel-17 the IAB-node is not a normal UE based on the following aspects:
1) IAB-node needs to indicate its IAB role in the RRC message. A normal UE doesn’t provide such indication. 
2) IAB-node acts as UE only for IAB-related operation when it connects to the network as mentioned in TS 23.501.
	TS 23.501
[bookmark: _Toc122440726][bookmark: _Toc51769563][bookmark: _Toc47342861][bookmark: _Toc45184019]5.35	Support for Integrated access and backhaul (IAB)
[bookmark: _Toc122440727][bookmark: _Toc51769564][bookmark: _Toc47342862][bookmark: _Toc45184020][bookmark: _Toc36188113][bookmark: _Toc27846982][bookmark: _Toc20150176]5.35.1	IAB architecture and functional entities
 The IAB-UE function behaves as a UE, and reuses UE procedures to connect to:
-	the gNB-DU on a parent IAB-node or IAB-donor for access and backhauling;
-	the gNB-CU on the IAB-donor via RRC for control of the access and backhaul link;
-	5GC, e.g. AMF, via NAS;
-	OAM system via a PDU session or PDN connection (based on implementation).


3) The data exchange over IAB node’s PDU session has different intention compared with the normal UEs. The PDU session between IAB-UE and the OAM is used to receive commands, configuration data and software downloads (e.g. for equipment software upgrades) from OAM system as defined in the TS 38.401. 
	TS 38.401
8.9.11	IAB-node OAM
NOTE:	The general principles and procedures described in this clause does not apply to ng-eNB.
The IAB-node receives commands, configuration data and software downloads (e.g. for equipment software upgrades) from its OAM system. The IAB-node can also send alarms and traffic counter information to its OAM system. The transport connection between the IAB-node and its OAM, using IP, is provided by the IAB-MT’s PDU session via 5G network, or the IAB-MT’s PDN connection via LTE network when IAB-MT uses EN-DC.
NOTE:	The transport connection between the IAB-node and its OAM may also be provided using the Backhaul IP layer by implementation. 


The MBSR uses the IAB architecture and operates as an IAB node (with an IAB-UE and gNB-DU) with mobility when integrated with the serving PLMN. Therefore, if the MBSR is not allowed to act as an IAB node, it should disconnect from the network. 
1.2 Issues when MBSR still registers with network as a normal UE in case MBSR authorization fails
[image: ]
Figure 1
There are some issues when MBSR still registers with network as a normal UE in case MBSR authorization fails.
For example, see the Figure 1 for the details. During Registration procedure, the MBSR provides the IAB indication in the RRC message. If the AMF decides MBSR is not allowed to act as an IAB node based on MBSR location, the AMF sends Registration Accept message to the MBSR so that MBSR is registered as a normal UE. In this case the N2 message to the donor-gNB does not include the MBSR authorization indication. But the MBSR assumes it is allowed to act as an IAB node when receiving Registration Accept and then it initiates F1 Setup procedure but donor-gNB rejects it. 
Observation 1: The MBSR cannot know it is not authorized as an IAB node when it receives the Registration Accept message from the AMF. In this case, the signaling caused by F1 Setup procedure is wasteful. 
[image: ]
Figure 2
In addition (see Figure 2), when MBSR registered as a normal UE moves from the non-allowed area as an IAB node to the allowed area as an IAB node, how to trigger the provisioning of the “updated IAB authorization” information (e.g., N2 message update to donor-gNB, NAS message to MBSR)? Since the Registration Accept message has been already sent by AMF when MBSR is located in the non-allowed area, how the MBSR knows it moves to the allowed area as an IAB node to trigger the F1 setup procedure initiation? 
Observation 2: When the MBSR registered as a normal UE moves from the non-allowed area as an IAB node to the allowed area as an IAB node, how to trigger the MBSR changes from a normal UE to an IAB node is not clear and not discussed in SA2. 
Therefore, based on the above analysis, during Registration procedure when MBSR authorization fails, the AMF should send Registration Reject message. Even after the MBSR is authorized as an IAB node in the initial registration, the AMF of MBSR can decide MBSR is not allowed to act as an IAB node based on MBSR location and send Deregistration Request message to the MBSR.
2. Conclusion and proposal(s)
[Conclusion]: In case of MBSR authorization failure, the MBSR is not allowed to be registered in the network. 
[Proposal]: It is proposed to update clause 5.35A.4 in TS 23.501 to clarify the AMF of the MBSR indicates to the MBSR that it is not allowed to act as an IAB node in the RA as part of registration procedure via registration reject. After the MBSR is authorized as an IAB node in the initial registration, the AMF of MBSR supports location-based restriction of MBSR operation and shall de-register the MBSR from the network if MBSR is located in an area that does not allow MBSR to act as an IAB node. Even after the MBSR is authorized as an IAB node in the initial registration, the AMF of MBSR can decide MBSR is not allowed to act as an IAB node based on MBSR location and send Deregistration Request message to the MBSR. The related CR is S2-2300583.
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