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5.37 Support for high data rate low latency services
5.37.X Network exposure support
Network information exposure between 5GS and AF/AS is extended to support XRM services, which includes congestion information, data rate, delay difference and round-trip delay of QoS flow etc. Regarding congestion information exposure, ECN/L4S based congestion exposure and API based congestion exposure are supported. 
-	Option 1 (ECN/L4S based congestion exposure): 5G System may use ECN marking for the purpose of Low Latency, Low Loss and Scalable Throughput services L4S according to [xx1] and [xx2] for uplink and/or downlink QoS Flows via one of the following two methods. 
-	Method1: To support L4S, NG-RAN performs ECN marking according to [xx1] and [xx2] for uplink and downlink in IP layer of the received packets. 
-	Method2: PSA UPF performs ECN marking according to [xx1] and [xx2] for uplink and downlink IP layer of the received packets based on latest reported congestion information from NG-RAN via GTP-U header. 
-	In order to map a packet flow that can be subject to ECN marking for L4S to a QoS flow with ECN marking for L4S support, the traffic detection is used at the UPF. For traffic detection, the packet filters can either reuse existing IP-5 tuples, or ECT(1). If AF provision information includes the indication of identifying ECT(1) associated with flow description, packet detection is performed by filtering packets with ECT(1) codepoint. 
NOTE 1:	If the network operator want to apply the ECN marking for L4S, it shall guarantee that any sender (UE or Server) requesting classic ECN congestion control will not tag its packets with the ECT(1) in order to avoid conflicted usage of ECT(1) in L4S. Otherwise, L4S is not supported in network.
-	Option 2 (API based congestion exposure): 5G System also may support API based exposure of congestion level information towards AF as following:
-	RAN provides the congestion information of uplink and downlink to PSA UPF enabling PSA UPF to perform API exposure towards the AF;
-	AF uses Nnef_AFSessionWithQoS to subscribe the above exposure to NEF/PCF. 
-    	Exposure path of Network Exposure defined in clause 6.4 of TS 23.548 [130] is reused with extensions of GTP-U header and UPF/L-NEF services to exposure the above information.
-	Exposure path of RAN/UPF reporting congestion level information via SMF/PCF/NEF is also supported.
-    For both options, AF may subscribe congestion information exposure for specific direction, e.g., AF may subscribe DL congestion information exposure only.
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