

	
SA WG2 Meeting #S2-154AH	S2-2300452
Jan 16 – 20, 2023, Electronic 
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	23.501
	CR
	3906
	rev
	-
	Current version:
	18.0.0
	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	X
	Core Network
	X



	

	Title:	
	[bookmark: OLE_LINK2][bookmark: OLE_LINK3]Description about the 5GS information exposure for XR/media service

	
	

	Source to WG:
	China Mobile

	Source to TSG:
	SA WG2

	
	

	Work item code:
	XRM
	
	Date:
	2023-01-04

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	In TR 23.700-60, Key Issue #3 5GS information exposure for XR/media enhancements has been concluded. Therefore this aspect should be included in TS 23.501.
The impact clause to support 5GS information exposure should be proposed.


	
	

	Summary of change:
	A general description about 5GS information exposure.
Pacekt filter set udate.

	
	

	Consequences if not approved:
	The 5GS information exposure for XR/media enhancements cannot be supported

	
	

	Clauses affected:
	5.37.X(new),5.7.6.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	



Page 1



<<< Start of changes, all the texts are new >>>
[bookmark: _Toc51769125][bookmark: _Toc11137165][bookmark: _Toc27846628][bookmark: _Toc36187756][bookmark: _Toc59095475][bookmark: _Toc27846554][bookmark: _Toc20149834][bookmark: _Toc47342502][bookmark: _Toc59095553][bookmark: _Toc51769202][bookmark: _Toc45183583][bookmark: _Toc47342425][bookmark: _Toc45183660][bookmark: _Toc5026447][bookmark: _Toc36187679][bookmark: _Toc20149762]5.37.X	5GS information exposure for XR/media service
5.37.X.1	 General
The cooperation between 5GS and XR/media service is required to support better user experience. 5GS information exposures can be supported with using ECN marking for L4S, or API based method through NEF/local NEF to AF. AF should indicate which exposure method should be used explicitly.
5.37.X.2	ECN marking for L4S
5G System support exposure of congestion information to application including use ECN marking for the purpose of Low Latency, Low Loss and Scalable Throughput services L4S according to [37] and [62] for uplink and/or downlink QoS Flows. The main aspects include:
-	Method1: To support L4S, NG-RAN performs ECN marking for L4S for uplink and downlink in IP layer of the received packets. During PDU session establishment/modification, an indication is sent from SMF to NG-RAN showing the Method1 should be applied for the QoS flows with specific 5QI, or QFI as described in TS 23.502 Clause x.x.x.
-	Method 2: PSA UPF performs ECN marking for L4S for uplink and downlink IP layer of the received packets based on latest reported congestion information from NG-RAN via GTP-U header. When no congestion/congestion ends, the PSA UPF stops ECN marking. If there is no UL packet when report is needed (e.g. for DL congestion), NG-RAN may generate an UL Dummy GTP-U Packet for such a reporting.
	During the PDU session establishment/modification, a QoS Flow level explicit indication may be provided to PSA UPF to enable the ECN marking for the purpose of L4S. And an indication to NG-RAN with supporting congestion information reporting to PSA UPF should be sent from SMF as described in TS 23.502 Clause x.x.x .
	The PSA UPF supporting ECN marking for L4S should report the capability to SMF within the N4 association procedure as described in clause 4.4.3 in TS 23.502.
-	In order to support UPF based ECN marking for L4S in Edge Computing scenario, the local PSA UPF described in clause 5.6.4 should support the Method 2. SMF selects the local PSA UPF based on DNAI(s) and UPF capability.
Editor’s Note: During UE mobility, e.g., NG-RAN handover or local PSA UPF relocation, whether there are other impacts for Method1 and Method 2 is FFS.
-	In order to map a packet flow that can be subject to ECN marking for L4S to a QoS flow with ECN marking for L4S support, the traffic detection is used at the UPF and UE. For traffic detection, the packet filters can either reuse existing IP-5 tuples, or ECT(1) as described in clause 5.7.6.2.
5.37.X.3	API based information exposure through NEF/local NEF
5G System support API based exposure towards AF based on AF requirement, and the aspects includes:
-	Method 3: NG-RAN or UPF support to report required information to AF through PCF/NEF. 
-	Method 4: NG-RAN or UPF support to report required information to AF through local UPF and local NEF.
-	NG-RAN support to provide the congestion information with using Method 3 or Method4.
-	NG-RAN support to provide Data rate information with using Method 3
-	PSA UPF can measure the data rate for specific flow and support to provide Data rate information with using Method 3 or Method4.
-	Round trip delay for multiple QoS flows of the XR service (e.g. the UL and DL are separated into two flows) can be obtained and exposed by the PSA UPF via the exposure path defined in clause 6.4 of TS 23.548 [61] or via SMF/PCF/NEF.
-	AF may request to be notified when the delay difference between two QoS Flows exceeds a threshold. The delay measurement for individual QoS Flows is based on QoS monitoring in clause 5.33.3 of TS 23.501 [2].
[bookmark: MCCTEMPBM_00000036]-	AF may request estimated bandwidth for 5QI with using NWDAF method (according to information described in clause 6.9.2 in TS 23.288 [59])
-	AF may provide the Alternative QoS parameter set requirements and Averaging Window to the NEF/PCF for the GBR QoS Flow.
<<< Start of second change >>>
[bookmark: _Toc20149827][bookmark: _Toc27846621][bookmark: _Toc36187749][bookmark: _Toc45183653][bookmark: _Toc47342495][bookmark: _Toc51769195][bookmark: _Toc122440298]5.7.6.2	IP Packet Filter Set
For IP PDU Session Type, the Packet Filter Set shall support Packet Filters based on at least any combination of:
-	Source/destination IP address or IPv6 prefix.
-	Source / destination port number.
-	Protocol ID of the protocol above IP/Next header type.
-	Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.
-	Flow Label (IPv6).
-	Security parameter index.
-	Packet Filter direction.
-	ECT(1) marking in IP header.
NOTE 1:	A value left unspecified in a Packet Filter matches any value of the corresponding information in a packet.
NOTE 2:	An IP address or Prefix may be combined with a prefix mask.
NOTE 3:	Port numbers may be specified as port ranges.
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