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[bookmark: _Toc20150020][bookmark: _Toc27846819][bookmark: _Toc36187950][bookmark: _Toc45183854][bookmark: _Toc47342696][bookmark: _Toc51769397][bookmark: _Toc122440519][bookmark: _Toc122440058][bookmark: _Toc114664950][bookmark: _Toc51768986][bookmark: _Toc47342288][bookmark: _Toc45183446][bookmark: _Toc36187542][bookmark: _Toc27846418][bookmark: _Toc114665619][bookmark: _Toc114671133][bookmark: _Toc51836844][bookmark: _Toc47594213][bookmark: _Toc45194801][bookmark: _Toc37076355][bookmark: _Toc36192624][bookmark: _Toc27896456][bookmark: _Toc19197303]5.20	External Exposure of Network Capability
The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, Policy/Charging capability and Analytics reporting capability. The Monitoring capability is for monitoring of specific event for UE in 5G System and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5G System. The Policy/Charging capability is for handling access and mobility management, QoS and charging policies for the UE based on the request from external party. The Analytics reporting capability is for allowing an external party to fetch or subscribe/unsubscribe to analytics information generated by 5G System (this is further defined in TS 23.288 [86]).
Monitoring capability is comprised of means that allow the identification of the 5G network function suitable for configuring the specific monitoring events, detect the monitoring event, and report the monitoring event to the authorised external party. Monitoring capability can be used for exposing UE's mobility management context such as UE location, reachability, roaming status, and loss of connectivity. Monitoring capability can also be used for exposing QoS monitoring result such as UL and/or DL packet delay, round trip packet delay, UL and/or DL delay difference, UL and/or DL congestion information, UL and/or DL data rate, or the event “GFBR can no longer be guaranteed” for a GBR QoS Flow. AMF stores URRP-AMF information in the MM context to determine the NFs that are authorised to receive direct notifications from the AMF. UDM stores URRP-AMF information locally to determine authorised monitoring requests when forwarding indirect notifications. The Monitoring capability also allows AF to subscribe to the group status changes for a group, either a 5G VN group as described in clause 5.29.2, as well as a group configured by OA&M. In this case the AF is notified if the group member list is updated or a group member is no longer subscribed to the group.
Provisioning capability allows an external party to provision the Expected UE Behaviour or the 5G-VN group information or ECS Address Configuration Information or service specific information to 5G NF via the NEF. The provisioning comprises of the authorisation of the provisioning external third party, receiving the provisioned external information via the NEF, storing the information, and distributing that information among those NFs that use it. The externally provisioned data can be consumed by different NFs, depending on the data. In the case of provisioning the Expected UE Behaviour, the externally provisioned information which is defined as the Expected UE Behaviour parameters in clause 4.15.6.3 of TS 23.502 [3] or Network Control parameter in clause 4.15.6.3a of TS 23.502 [3] consists of information on expected UE movement, Expected UE Behaviour parameters or expected Network Configuration parameter. The provisioned Expected UE Behaviour parameters may be used for the setting of mobility management or session management parameters of the UE. In the case of provisioning the 5G-VN group information the externally provisioned information is defined as the 5G-VN group parameters in clause 4.15.6.7 of TS 23.502 [3] and it consists of some information on the 5G-VN group. In the case of provisioning ECS address, the externally provisioned information is defined as the ECS Address Configuration Information in clause 4.15.6.3d of TS 23.502 [3]. The affected NFs are informed via the subscriber data update as specified in clause 4.15.6.2 of TS 23.502 [3]. The externally provisioned information which is defined as the Service Parameters in clause 4.15.6.7 of TS 23.502 [3] consists of service specific information used for supporting the specific service in 5G system. The provisioned Service Parameters may be delivered to the UEs. The affected NFs are informed of the data update.
Policy/Charging capability is comprised of means that allow the request for session and charging policy, enforce QoS policy, apply accounting functionality and requests to influence access and mobility management policies. It can be used for specific QoS/priority handling for the session of the UE, and for setting applicable charging party or charging rate.
Analytics reporting capability is comprised of means that allow discovery of type of analytics that can be consumed by external party, the request for consumption of analytics information generated by NWDAF.
An NEF may support CAPIF functions for external exposure as specified in clause 6.2.5.1.
An NEF may support exposure of NWDAF analytics as specified in TS 23.288 [86].
The NEF may support exposure of 5GS and/or UE availability and capabilities for time synchronization service as specified in clause 5.27.1.8.
An NEF may support exposure of event based notifications and reports for NSACF as specified in clause 5.15.11.
An AF may only be able to identify the target UE of an AF request for external exposure of 5GC capabilities (e.g. Data Provisioning or for Event Exposure for a specific UE) by providing the UE's address information. In this case the NEF first needs to retrieve the Permanent identifier of the UE before trying to fulfil the AF request. The NEF may determine the Permanent identifier of the UE, as described in clause 4.15.3.2.13 of TS 23.502 [3], based on:
-	the address of the UE as provided by the AF; this may be an IP address or a MAC address;
-	the corresponding DNN and/or S-NSSAI information: this may have been provided by the AF or determined by the NEF based on the requesting AF; this is needed if the UE address is an IP address.
The NEF may provide an AF specific UE Identifier to the AF:
-	that has explicitly requested a translation from the address of the UE to a unique UE identifier (via Nnef_UEId service); or
-	that has implicitly requested a translation from the address of the UE to a AF specific UE Identifier by requesting external exposure about an individual UE identified by its address.
The AF may have its own means to maintain the AF specific UE Identifier through, e.g. an AF session. After the retrieval of an AF specific UE Identifier the AF shall not keep maintaining a mapping between this identifier and the UE IP address as this mapping may change.
The AF specific UE Identifier shall not correspond to a MSISDN; it is represented as a GPSI in the form of an External Identifier. When used as an AF specific UE identifier, the External Identifier provided by the 5GCN shall be different for different AF.
NOTE 1:	This is to protect user privacy.
* * * Next Changes * * * 
[bookmark: _Toc66367662][bookmark: _Toc66367725][bookmark: _Toc69743786][bookmark: _Toc73524700][bookmark: _Toc73527604][bookmark: _Toc73950280][bookmark: _Toc81492213][bookmark: _Toc81492777][bookmark: _Toc81816538][bookmark: _Toc122504437]5.20x Efficient 5GS Information Exposure
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Some real time network information (e.g. UL and/or DL packet delay, round trip packet delay, UL and/or DL congestion information, UL and/or DL data rate, or the event “GFBR can no longer be guaranteed” for a GBR QoS Flow) are useful for application layer. In order to expose network information timely and efficiently to AF or AS, the following applies:
-	The UPF may be required to expose i.e. QoS monitoring results as defined in clause 5.33.3, to AF. The UPF obtains QoS monitoring result as defined in clause 5.33.3. The UPF may be instructed to report network information directly to an AF or an AS, i.e. bypassing the SMF and the PCF. as described in clause 6.4.2.1 of 23.548[130]. Alternatively, the UPF may be instructed to report the information to the AF via SMF/PCF/NEF.
-	When the exposed network information is provided by the NG-RAN, the NG-RAN may be instructed to report the information via the tunnel between the NG RAN and PSA UPF, as defined in clause 5.33.3. Alternatively, the NG-RAN may be instructed to report the information via control plane to the AF, e.g. via AMF/SMF/PCF/NEF.
NOTE 1:	In the scenario of Edge Computing, the AS can be an Edge Application Server (EAS), the AF can be local AF, the UPF can be local UPF
[bookmark: _Toc20150158][bookmark: _Toc27846960][bookmark: _Toc36188091][bookmark: _Toc45183996][bookmark: _Toc47342838][bookmark: _Toc51769540][bookmark: _Toc122440703]* * * Next Changes * * * 
5.33.3	QoS Monitoring to Assist URLLC Service
[bookmark: _Toc20150159][bookmark: _Toc27846961][bookmark: _Toc36188092][bookmark: _Toc45183997][bookmark: _Toc47342839][bookmark: _Toc51769541][bookmark: _Toc122440704]5.33.3.1	General
In this release, the QoS Monitoring is applied for packet delay measurement, congestion information measurement, data rate measurement, or the event “GFBR can no longer be guaranteed” report for a GBR QoS Flow. 
-	The packet delay between UE and PSA UPF is a combination of the RAN part of UL/DL packet delay as defined in TS 38.314 [120] and UL/DL packet delay between NG-RAN and PSA UPF. The NG-RAN is required to provide the QoS Monitoring on the RAN part of UL/DL packet delay measurement. The QoS Monitoring on UL/DL packet delay between NG-RAN and PSA UPF can be performed on different levels of granularities, i.e. per QoS Flow per UE level, or per GTP-U path level, subject to the operators' configuration, and/or 3rd party application request, and/or PCF policy control for the URLLC services.
-	The congestion information is the UL and/or DL congestion information at the NG RAN in QoS flow level. The NG-RAN may be required to provide the QoS Monitoring on the UL and/or DL congestion information measurement. The UPF may be required to monitor the UL and/or DL congestion information reported from the NG-RAN. The QoS Monitoring on the UL and/or DL congestion information measurement is per QoS flow level.
-	The data rate is the UL and/or DL data rate for a QoS flow. Either the NG-RAN or the UPF may be required to provide the QoS Monitoring on the UL and/or DL data rate measurement. When the NG-RAN perform the data rate measurement, the PSA UPF is required to monitor data rate report from the NG-RAN. The QoS Monitoring on the UL and/or DL data rate measurement is per QoS flow level.
-	The event “GFBR can no longer be guaranteed” report for a GBR QoS flow is as defined in clause 5.7.2.4. When the NG-RAN is instructed to perform QNC and report the event “GFBR can no longer be guaranteed” via the tunnel between the NG RAN and UPF as defined in clause 5.7.2.4, the PSA UPF is required to monitor the event report from the NG-RAN.
[bookmark: _Toc20150160][bookmark: _Toc27846962]The PCF generates the authorized QoS Monitoring policy for a service data flow based on the QoS Monitoring request or the information subscription request if received from the AF. The PCF includes the authorized QoS Monitoring policy in the PCC rule and provides it to the SMF. 
In case the AF subscribes delay difference for a service data flow, the PCF generates QoS Monitoring policy requesting packet delay measurement for the service data flow. Based on received the packet delay report, the PCF derives the delay difference and report to the AF.
[bookmark: _Toc36188093][bookmark: _Toc45183998][bookmark: _Toc47342840][bookmark: _Toc51769542][bookmark: _Toc122440705]5.33.3.2	Per QoS Flow per UE QoS Monitoring
SMF may activate the end to end UL/DL packet delay measurement between UE and PSA UPF for a QoS Flow, UL and/or DL congestion information measurement and for a QoS Flow, UL and/or DL data rate measurement for a QoS Flow, the event “GFBR can no longer be guaranteed” report monitoring for a GBR QoS Flow during the PDU Session Establishment or Modification procedure.
The SMF sends a QoS Monitoring request to the PSA UPF via N4 and NG-RAN via N2 signalling to request the QoS monitoring between PSA UPF and NG-RAN. The QoS Monitoring request may contain monitoring parameters determined by SMF based on the authorized QoS Monitoring policy received from the PCF and/or local configuration.
The NG-RAN initiates the RAN part of UL/DL packet delay measurement based on the QoS Monitoring request from SMF. NG-RAN reports the RAN part of UL/DL packet delay result to the PSA UPF in the UL data packet or dummy UL packet.
If the NG-RAN and PSA UPF are time synchronised, the one way packet delay monitoring between NG-RAN and PSA UPF is supported.
If the NG-RAN and PSA UPF are not time synchronised, it is assumed that the UL packet delay and the DL packet delay between NG-RAN and PSA UPF are the same.
For both time synchronised and not time synchronised between NG-RAN and PSA UPF, the PSA UPF creates and sends the monitoring packets to the RAN in a measurement frequency, decided by the PSA UPF, taking the Reporting frequency for QoS Monitoring received from the SMF into account:
-	The PSA UPF encapsulates in the GTP-U header with QFI, QoS Monitoring Packet (QMP) indicator (which indicates the packet is used for UL/DL packet delay measurement) and the local time T1 when the PSA UPF sends out the DL monitoring packets.
-	The NG-RAN records the local time T1 received in the GTP-U header and the local time T2 at the reception of the DL monitoring packets.
-	When receiving an UL packet from UE for that QFI or when the NG-RAN sends a dummy UL packet as monitoring response (in case there is no UL service packet for UL packet delay monitoring), the NG-RAN encapsulates QMP indicator, the RAN part of UL/DL packet delay result, the time T1 received in the GTP-U header, the local time T2 at the reception of the DL monitoring packet and the local time T3 when NG-RAN sends out this monitoring response packet to the UPF via N3 interface, in the GTP-U header of the monitoring response packet.
NOTE 1:	When the NG-RAN sends the dummy UL packet as monitoring response to PSA UPF depends on NG-RAN's implementation.
-	The PSA UPF records the local time T4 when receiving the monitoring response packets and calculates the round trip (if not time synchronized) or UL/DL packet delay (if time synchronized) between NG-RAN and anchor PSA UPF based on the time information contained in the GTP-U header of the received monitoring response packet. If the NG-RAN and PSA UPF are not time synchronised, the PSA UPF calculates the UL/DL packet delay between the NG-RAN and the PSA UPF based on the (T2-T1+T4-T3)/2. If the NG-RAN and PSA UPF are time synchronised, the PSA UPF calculates the UL packet delay and DL packet delay between the NG-RAN and the PSA UPF based on (T4-T3) and (T2-T1), respectively. The PSA UPF calculates the UL/DL packet delay between UE and PSA UPF based on the received RAN part of UL/DL packet delay result and the calculated UL/DL packet delay between RAN and PSA UPF. The PSA UPF reports the result to the SMF based on some specific condition, e.g. when threshold for reporting to SMF is reached.
[bookmark: _Toc20150161]NOTE 2:	If the NG-RAN and PSA UPF are not time synchronised, it can cause inaccurate result of UL/DL packet delay.
If the redundant transmission on N3/N9 interfaces is activated, the UPF and NG-RAN performs QoS monitoring for both UP paths. The UPF reports the packet delay of the two UP paths respectively to the SMF.
Based on the QoS Monitoring request for UL and/or DL congestion information from SMF, the NG-RAN initiates UL/DL congestion information measurement for a QoS Flow based on the QoS Monitoring request from SMF. The NG-RAN reports the measured UL and/or DL congestion information to the PSA UPF in the GTP-U header of the UL data packet or dummy UL packet when the report condition in the QoS monitoring request is satisfied. Based on the QoS Monitoring request for UL and/or DL congestion information from SMF, the PSA UPF monitors the congestion information report from the GTP-U header of the UL packets and response to the NG RAN upon reception of reported information. The PSA UPF reports the received UL and/or DL congestion information to the target NF as the QoS Monitoring request.
NOTE 3:	The criteria for RAN to determine its congestion level is up to RAN implementation.
Based on the QoS Monitoring request for UL and/or DL data rate from SMF, either the UPF or the NG-RAN is required to initiate data rate measurement for a QoS Flow based on the QoS Monitoring request from SMF. When the NG RAN is required to initiate the measurement, NG-RAN reports the measured data rate to the PSA UPF in the GTP-U header of the UL data packet or dummy UL packet when the report condition in the QoS monitoring request is satisfied; The PSA UPF is required to monitor the data rate report from the GTP-U header of the UL packets and response to the NG RAN upon reception of reported information. For the data rate result either measured by the PSA UPF or reported by the NG-RAN, the PSA UPF is responsible to report the data rate result to the target NF as the QoS Monitoring request.
Based on the QoS Monitoring request for the event “GFBR can no longer be guaranteed” from SMF, the PSA UPF is required to monitor the event report from the GTP-U header of the UL packets and response to the NG RAN upon reception of reported event. The PSA UPF reports the received event to the target NF as the QoS Monitoring request.
NOTE 3:	the NG-RAN performs the QoS Notification Control for the GBR QoS Flow and reports the event “GFBR can no longer be guaranteed” to the PSA UPF in the UL data packet or dummy UL packet when the event happens, based on the QoS Notification Control request from the SMF as defined in clause 5.7.2.4. 

[bookmark: _Toc122440779]* * Next Changes * * * 
[bookmark: _Toc20149806][bookmark: _Toc27846598][bookmark: _Toc36187724][bookmark: _Toc45183628][bookmark: _Toc47342470][bookmark: _Toc51769170][bookmark: _Toc122440272]5.7.2.4	Notification control
[bookmark: _Toc27846599][bookmark: _Toc36187725][bookmark: _Toc45183629][bookmark: _Toc47342471][bookmark: _Toc51769171][bookmark: _Toc122440273]5.7.2.4.1	General
The QoS Parameter Notification control indicates whether notifications are requested from the NG-RAN when the "GFBR can no longer (or can again) be guaranteed" for a QoS Flow during the lifetime of the QoS Flow. Notification control may be used for a GBR QoS Flow if the application traffic is able to adapt to the change in the QoS (e.g. if the AF is capable to trigger rate adaptation).
The SMF shall only enable Notification control when the QoS Notification Control parameter is set in the PCC rule (received from the PCF) that is bound to the QoS Flow. The Notification control parameter is signalled to the NG-RAN as part of the QoS profile and may indicate the NG-RAN to report the notification via the tunnel between the NG-RAN and PSA UPF as defined in clause 5.33.3.
* * * Next Changes * * * 
6.2.3	UPF
The User plane function (UPF) includes the following functionality. Some or all of the UPF functionalities may be supported in a single instance of a UPF:
-	Anchor point for Intra-/Inter-RAT mobility (when applicable).
-	Allocation of UE IP address/prefix (if supported) in response to SMF request.
-	External PDU Session point of interconnect to Data Network.
-	Packet routing & forwarding (e.g. support of Uplink classifier to route traffic flows to an instance of a data network, support of Branching point to support multi-homed PDU Session, support of traffic forwarding within a 5G VN group (UPF local switching, via N6, via N19)).
-	Packet inspection (e.g. Application detection based on service data flow template and the optional PFDs received from the SMF in addition).
-	User Plane part of policy rule enforcement, e.g. Gating, Redirection, Traffic steering).
-	Lawful intercept (UP collection).
-	Traffic usage reporting.
-	QoS handling for user plane, e.g. UL/DL rate enforcement, Reflective QoS marking in DL.
-	Uplink Traffic verification (SDF to QoS Flow mapping).
-	Transport level packet marking in the uplink and downlink.
-	Downlink packet buffering and downlink data notification triggering.
-	Sending and forwarding of one or more "end marker" to the source NG-RAN node.
-	Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The UPF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-	Packet duplication in downlink direction and elimination in uplink direction in GTP-U layer.
-	NW-TT functionality.
-	High latency communication, see clause 5.31.8.
-	ATSSS Steering functionality to steer the MA PDU Session traffic, refer to clause 5.32.6.
NOTE:	Not all of the UPF functionalities are required to be supported in an instance of user plane function of a Network Slice.
-	Inter PLMN UP Security (IPUPS) functionality, specified in clause 5.8.2.14.
-	event exposure, including exposure of network information, i.e. the QoS monitoring information, as specified in clause 6.4 of TS 23.548 [130] and events as specified in clause 5.2.26.2 of TS 23.502 [3], and exposure of data collected for analytics, as specified in clause 5.2.26.2 of TS 23.502 [3], and the exposure information as defined in clause 5.20.X and clause 5.33.3.
[bookmark: _Toc122440912]* * Next Changes * * * 
7.3	Exposure
Network exposure is described in clause 5.20, 5.20x and in clause 4.15 of TS 23.502 [3].
[bookmark: _Toc20149866][bookmark: _Toc27846663][bookmark: _Toc36187791][bookmark: _Toc45183695][bookmark: _Toc47342537][bookmark: _Toc51769237][bookmark: _Toc122440340]* * Next Changes * * * 
5.8.2.11.6	Forwarding Action Rule
The following table describes the Forwarding Action Rule (FAR) that defines how a packet shall be buffered, dropped or forwarded, including packet encapsulation/decapsulation and forwarding destination.
Table 5.8.2.11.6-1: Attributes within Forwarding Action Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this FAR.
	NOTE 9.

	Rule ID
	Unique identifier to identify this information.
	

	Action
	Identifies the action to apply to the packet
	Indicates whether the packet is to be forwarded, duplicated, dropped or buffered.
When action indicates forwarding or duplicating, a number of additional attributes are included in the FAR.
For buffering action, a Buffer Action Rule is also included and the action can also indicate that a notification of the first buffered and/or a notification of first discarded packet is requested (see clause 5.8.3.2).
For drop action, a notification of the discarded packet may be requested (see clause 5.8.3.2).

	Network instance
(NOTE 2)
	Identifies the Network instance associated with the outgoing packet (NOTE 1).
	NOTE 8.

	Destination interface
(NOTE 3)
(NOTE 7)
	Contains the values "access side", "core side", "SMF", "N6-LAN", "5G VN internal".
	Identifies the interface for outgoing packets towards the access side (i.e. down-link), the core side (i.e. up-link), the SMF, the N6-LAN (i.e. the DN), or to 5G VN internal (i.e. local switch).

	Outer header creation
(NOTE 3)
	Instructs the UP function to add an outer header (e.g. IP+UDP+GTP, VLAN tag), IP + possibly UDP to the outgoing packet.
	Contains the CN tunnel info, N6 tunnel info or AN tunnel info of peer entity (e.g. NG-RAN, another UPF, SMF, local access to a DN represented by a DNAI) (NOTE 8).
Any extension header stored for this packet shall be added.
The time stamps should be added in the GTP-U header if QoS Monitoring is enabled for the traffic corresponding to the PDR(s).

	Send end marker packet(s)
(NOTE 2)
	Instructs the UPF to construct end marker packet(s) and send them out as described in clause 5.8.1.
	This parameter should be sent together with the "outer header creation" parameter of the new CN tunnel info.

	Transport level marking
(NOTE 3)
	Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point.
	NOTE 8.

	Forwarding policy
(NOTE 3)
	Reference to a preconfigured traffic steering policy or http redirection (NOTE 4).
	Contains one of the following policies identified by a TSP ID:
[bookmark: _PERM_MCCTEMPBM_CRPT99180004___2]-	an N6-LAN steering policy to steer the subscriber's traffic to the appropriate N6 service functions deployed by the operator, or
-	a local N6 steering policy to enable traffic steering in the local access to the DN according to the routing information provided by an AF as described in clause 5.6.7.
or a Redirect Destination and values for the forwarding behaviour (always, after measurement report (for termination action "redirect")).

	Request for Proxying in UPF
	Indicates that the UPF shall perform ARP proxying and / or IPv6 Neighbour Solicitation Proxying as specified in clause 5.6.10.2.
	Applies to the Ethernet PDU Session type.

	Container for header enrichment
(NOTE 2)
	Contains information to be used by the UPF for header enrichment.
	Only relevant for the uplink direction.

	Buffering Action Rule
(NOTE 5)
	Reference to a Buffering Action Rule ID defining the buffering instructions to be applied by the UPF
(NOTE 6)
	

	ECN Marking for L4S in uplink
	Indicates to execute ECN marking for L4S for the packet of QoS flow in uplink.
	

	ECN Marking for L4S in downlink
	Indicates to execute ECN marking for L4S for the packet of QoS flow in downlink.
	

	NOTE 1:	Needed e.g. if:
	-	UPF supports multiple DNN with overlapping IP addresses;
	-	UPF is connected to other UPF or NG-RAN node in different IP domains;
	-	UPF "local switch" and N19 forwarding is used for different 5G LAN groups.
NOTE 2:	These attributes are required for FAR action set to forwarding.
NOTE 3:	These attributes are required for FAR action set to forwarding or duplicating.
NOTE 4:	The TSP ID is preconfigured in the SMF, and included in the FAR according to the description in clauses 5.6.7 and 6.1.3.14 of 23.503 [45] for local N6 steering and 6.1.3.14 of 23.503 [45] for N6-LAN steering. The TSP ID action is enforced before the Outer header creation actions.
NOTE 5:	This attribute is present for FAR action set to buffering.
NOTE 6:	The buffering action rule is created by the SMF and associated with the FAR in order to apply a specific buffering behaviour for UL/DL packets requested to be buffered, as described in clause 5.8.3 and clause 5.2.4 of TS 29.244 [65].
NOTE 7:	The use of "5G VN internal" instructs the UPF to send the packet back for another round of ingress processing using the active PDRs pertaining to another N4 session of the same 5G VN group.
NOTE 8:	When in architectures defined in clause 5.34, a FAR is sent over N16a from SMF to I-SMF, the FAR sent by the SMF may indicate that the I-SMF is to locally determine the value of this attribute in order to build the N4 FAR rule sent to the actual UPF controlled by the I-SMF. This is further defined in clause 5.34.6.
NOTE 9:	In the architecture defined in clause 5.34, the rules exchanged between I-SMF and SMF are not associated with a N4 Session ID but are associated with a N16a association.




* * * End of Changes * * * 

