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****************** START CHANGE ***************
[bookmark: _Toc114665619][bookmark: _Toc20149953][bookmark: _Toc27846752][bookmark: _Toc36187883][bookmark: _Toc45183787][bookmark: _Toc47342629][bookmark: _Toc51769330][bookmark: _Toc114665340][bookmark: _Toc27846555][bookmark: _Toc36187680][bookmark: _Toc45183584][bookmark: _Toc47342426][bookmark: _Toc51769126][bookmark: _Toc106187836]5.X	Support of Personal IoT network service
5.X.1	General
Personal IoT Network (PIN) provides local connectivity between PIN elements i.e. UEs and/or non-3GPP devices. PIN elements communicate using direct connection (the connection between two PIN elements) or network-based connection (the connection between two PIN elements is relayed via one specific PIN element and/or 5GS). The management of the direct connection is out of the scope of 3GPP. For the network-based connection, the specific PIN element is a UE with Gateway Capability (PEGC). With the support of UE with PEGC, the PIN Elements have access to the 5G network services and can communicate with PIN Elements that are not within range to use direct connection. 
PIN and PIN elements are managed by specific PIN element, a UE with Management Capability (PEMC), with the support from an AF for PIN. A PIN includes at least one UE with PEGC and at least one UE with PEMC. The management of the PIN network and PIN Element is out of the scope of this specification. The UE with PEGC and the UE with PEMC are UEs with subscription deployed in the 5GS and can register to 5GS. See information in Annex N.
An AF for PIN can be deployed to support the PIN service. The AF for PIN can communicate with PEMC and PEGC via application layer for management of the PIN. The 5GC is enhanced to support the delivery of PIN related policy to PEGC and PEMC and the policy control for PIN service based on request from AF for PIN, if PEGC/PEMC are registered in 5GS as UEs.
PIN traffic via 5GC is supported only via PDU session user plane.
[bookmark: _Hlk123649365]5.X.2	PEGC and PEMC registration in 5GS
For a UE with PEGC, the network authorizes the UE based on subscription information when UE performs registration in 5GS. The 5GS also supports the PIN related UE policy delivery towards UE as described in clause 5.X.3, policy control for PIN traffic in 5GC as described in clause 5.X.4.
For a UE with PEMC, the network authorizes the UE based on subscription information when UE performs registration in 5GS.
Editor's note:	Further details for the authorization of the UE with PEMC/PEGC (e.g. validity time of the PIN) is FFS.
[bookmark: _Hlk123649410]5.X.3	UE policy delivery for PIN
For UE with PEGC/PEMC registered in 5GS, the 5GC supports the policy delivery to UE based on the policy information provided from the AF for PIN to PCF as specified in TS 23.502 [3] and TS 23.503 [45] for policy delivery.
5.X.4	Session management related policy control for PIN
For PIN traffic via PEGC/5GC, the 5GC supports the policy control. For PIN traffic of one PIN via 5GC, one PDU session with user plane is established by the UE with PEGC. The policy control is based on session management procedures as specified in TS 23.502 [3] and TS 23.503 [45]. One PDU session may serve multiple PINs if there is no policy differentiation among the traffic from these PINs.
****************** NEXT CHANGE ***************
[bookmark: _Toc20150299][bookmark: _Toc27847107][bookmark: _Toc36188240][bookmark: _Toc45184154][bookmark: _Toc47342996][bookmark: _Toc51769698][bookmark: _Toc122440941]Annex N (informative):
5GS support for Personal IoT network service
[bookmark: _Toc20150300][bookmark: _Toc27847108][bookmark: _Toc36188241][bookmark: _Toc45184155][bookmark: _Toc47342997][bookmark: _Toc51769699][bookmark: _Toc122440942]N.1	Introduction
This annex provides descriptive information of the PEGC/PEMC in a PIN connecting to 5GS as UE. The 5G network supports the policy information delivery to UE and PIN traffic steering via 5GS. 


Figure N.1-1: PEGC/PEMC connecting with 5GS as UE.

****************** END CHANGES ***************
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