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Abstract of the contribution: This paper proposes a conclusion update for Key Issue #4, to resolve the Editor's note regarding additional information for manual selection.
Discussion
There is an Editor's note in Key Issue#4 as below:
Editor's note:	It is FFS whether any additional information is to be provided to the UE for manual selection.
There are a few observations below on this subject.
Observation 1:
In LS reply S1-223540, WG SA1 has highlighted the following requirement that needs WG SA2's attention 
The 5G system may support means for a UE which may or may not have prior subscription to the hosting network to display human readable information on how to gain access to the hosting network and available 3rd party services.
With the above requirement, a 3GPP mechanism is needed for UE to retrieve such information and then display it to the end user. If the information is retrieved using mechanisms outside 3GPP, the way of displaying the information is also outside of 3GPP scope. Similar like the broadcasted SIB information defined by 3GPP, once the UE retrieves the SIB information per 3GPP mechanisms, then the UE displays the information to the end user according to 3GPP spec (e.g. filtering the information based on the priority list configured on UE and the SIB broadcast).
It is worth noting that, the human readable information mentioned in the requirement is not only about hosting network selection but including a wider scope on how to gain access to the hosting network and available localized services. Existing SIB information (i.e. HRNN associated with NID/CAG, GIN, indication of CH support, indication of onboarding, indication of allowing UE attempt) is used for UE to understand how to access the hosting network. But information on how to gain access to available localized service is missing.
There is also a NOTE in TS 22.261 clause 6.41.2.5 clarifying that additional information can be provided and used to facilitate the manual network selection.
NOTE: 	Additional information can be presented to the user to facilitate the manual network selection.
Conclusion:
5GS to provide additional information to the UE for facilitating the manual selection is needed as to fulfil the SA1 requirement.

Observation 2:
In previous SA2 WG meeting SA2#154, it was concluded that existing SIB information (e.g. HRNN) can be used for manual hosting network selection. But there is a prerequisite that the end user has already obtained certain information on how to gain access to the hosting network, e.g. the location of the hosting network, the time period that the hosting network is live. Without such knowledge, the end user does not know if a manual selection is needed or not. Such knowledge cannot rely on hosting network SIB, as the UE can be anywhere within or outside of the hosting network coverage, registered in home network or a different network than home network, also the hosting network may not be live yet. So, it is necessary to provide the UE with such information earlier, e.g. NAS connection with the serving network.
HRNN according to TS 23.003 has a limited size with maximum 48 bytes to encode character in UTF-8 format (i.e. maximum 48 characters). It is intended to represent the network name, but not the services that is available in the network neither how to access the service. If there are multiple services available in the network, there might be no room for localized service related information in HRNN. So, it is beneficial to use NAS layer to deliver additional information of localized service and how to gain the access to the localized services to the UE.
Conclusion:
The additional information for motivating/assisting the end user to trigger manual selection needs to be provided to the UE via different channel than hosting network SIB, i.e. NAS layer, that is independent of the UE location and time.

Observation 3:
For manual selection, as the information is displayed to the end user, it would be beneficial to include the localized service information (i.e. the mapping between localized services and hosting networks). With this information, the end user will have a clear view on what are the available localized services provided by each of the hosting networks displayed. This is also aligned with the previous mentioned SA1 requirement that the human readable information to display the available 3rd party services.
The location of the hosting networks can also be included as part of the additional information.
-	Location of the hosting network represented in the human readable format (e.g. civic address) can be displayed to the end user, so that the end user knows where to gain for access to the hosting network.
-	Location of the hosting network represented in the format of the UE's current serving network location ID (e.g. TAIs, cell IDs) can be also useful for both manual selection and automatic selection. Since, if the UE is in the range of the specific serving network area where hosting network is available, the UE can use such serving network location information as a trigger to start the scan of hosting network if time validity condition is also met. Then if hosting network is found, the hosting network can be either presented to the end user for manual selection, or the hosting network can be selected automatically. Otherwise, when the time validity condition of hosting network is met, the UE may need to scan for the hosting network continuously when the UE is not in the coverage of the hosting network. 
After registered in the hosting network, the UE is provisioned with information (e.g. Allowed NSSAI, URSP rule) by the hosting network. From the UE point of view, it knows which Route Selection Descriptor (e.g. S-NSSAI/DNN) is associated with which Traffic Descriptor from the URSP rules. From the end user point of view, the desired localized service is represented in human readable format. So, there is a need of mapping information between the human readable format of the localized service and the Traffic Descriptor in the URSP rule associated with the localized service. Then, the end user manually selects the localized service, and based on the mapping information on the UE, the human readable format of localized service will be converted to the Traffic Descriptor. So, the UE will know how to establish the PDU session to gain access of the localized service. The mapping could be for example a localized service name with application id or domain name for the localized service. Then, the AF (on behalf of the localized service provider) can provide guidance on how the URSP rule should be determined to the hosting network. At the same time, AF can convey the human readable format of localized service name to the UE via new UE policy using service parameter provisioning procedure.

Conclusion:
Additional information as below can be provided to the UE for facilitating the manual selection:
-	human readable name of localized services
-	location of the hosting network (in human readable format, and/or represented in the format of the UE's current serving network location ID) 
-	mapping between localized service name and the traffic descriptor of a URSP rule
Human readable name of the localized service can be sent to UE and displayed to the end user. The end user is able to understand what are the available localized services and make manual selection among them. The location information in human readable format assists the end user to understand where to seek for the localized service and trigger the manual hosting network selection. The location information in serving network location ID format can assist both manual and automatic hosting network selection to avoid continuous scan of hosting network when time validity is met. For manual selection, if the UE is not in the range (e.g. determined by whether current TAI is in the range of a serving network TAI list), UE can simply display there is no available hosting network to the end user without performing the actual scanning. Similarly, for automatic selection, if the UE is not in the range (e.g. determined by whether current TAI is in the range of a serving network TAI list), there is no need to activate the scanning of hosting network. The mapping from localized service name to traffic descriptor can be used by the UE to understand relation between the end user selection of localized service and the corresponding URSP rule that will match the localized service, then the UE is able to derive from the URSP rule how to establish PDU session for access to the localized service.
Different options can be used to provide the above information to the UE:
1.	Based on solution#24, all the information can be stored as application data in serving network UDR and then provide to the UE together via new UE policy, including when serving network is a hosting network.
2.	The above information is separated in different components and provided to UE via different procedures:
i)	The information to facilitate network selection can be integrated with the priority list for network selection that is sent to UE via SoR procedure. Each entry of the priority list can be extended with a) location of the hosting network, in both human readable format and serving network location ID format (TAI list, cell ID list, etc), and with b) the human readable name of the localized service/hosting network.
ii)	The information to enable connection between localized service and URSP rule can be added as extension to existing URSP rule. The traffic descriptor of a URSP rule can be extended with human readable name of the associated localized service. The information can also be provided to UE via new UE policy, which consists of human readable name of the localized service and the associated traffic descriptor (e.g. identifier of a UE application that needs to be invoked for localized service, domain name, IP3 tuple of the localized service. etc). 
	An example of how to use the extended traffic descriptor is described below:
	The UE displays the available localized service name(s) to the end user. The end user chooses the interested localized service. As a result, a UE application may be invoked and uses the traffic descriptor for localized service traffic. The UE then evaluates the URSP rule and establishes PDU session based on the RSD of the matched URSP rule.
3.	The information can be provided via application layer, if UE application for the localized service is up and running. An informative clarification is beneficial to describe what information are needed to be provided to the UE.
Proposal
Update the conclusion to TR 23.700-08.

*** BEGIN CHANGES ***
[bookmark: _Toc120197197]8.4	Key Issue #4: Enabling UE to discover, select and access NPN as hosting network and receive localized services
[bookmark: _Toc113020901][bookmark: _Toc120197198]8.4.1	General
The conclusion for KI #4 is made for each component that is evaluated in clause 7.4.
When UE accesses the Hosting network using the subscription/credentials of its Home network, only two cases are considered:
-	If Home network is PLMN, the Hosting network can be PNI-NPN or SNPN.
-	If Home network is SNPN, the Hosting network can be only SNPN
If the UE accesses the Hosting network using the other credentials rather than the subscription/credentials from the UE Home network, the determination of the subscription used to access the Hosting network is by implementation specific prior to automatic network selection as described in NOTE 1 of clause 5.30.2.4.2 of TS 23.501 [3].
[bookmark: _Toc113020902][bookmark: _Toc120197199]8.4.2	Conclusion for the content of the information for accessing localized services
The following interim conclusions are reached.
For manual selection existing SIB information e.g. HRNN and/or application layer information can be used without any normative impact.
Additional information as below can be provided to the UE:
a.	Human readable name of the localized service.
b.	Hosting network location information in the format of serving network location ID (e.g. a range of TAIs), as well as human readable format (e.g. civic address).
c.	Traffic descriptor (see example in TS 23.503 [5] clause 6.6.2) for the localized service.
The information in bullet a and b, can be used by the UE to more efficiently enable the manual selection of hosting network by allowing a search for localized services when they are available in the area. 
The information in bullet a and c, can be used by the UE to associate an end user’s attempt to access a service with the URSP rules provided by the hosting network. The human readable name is displayed to end user. The traffic descriptor can invoke UE application and enable localized service connection via the UE application using the information in the traffic descriptor, e.g. destination IP address of the localized service. After which, the normal URSP rule evaluation can be made for the UE application running traffic for localized service, and trigger the UE to establish PDU session via the DNN/S-NSSAI used for localized service in hosting network.
Editor's note:	It is FFS whether any additional information is to be provided to the UE for manual selection.
For automatic selection the following is concluded:
a.	In the case of SNPN as hosting network, for automatic SNPN selection, the existing Credentials Holder controlled prioritized list of preferred SNPNs (and GINs) is extended with, for each entry in the list, time validity information, location validity in the format of serving network ID (TAI list, cell ID list) and human readable format, human readable name of localized service/hosting network.
b.	for automated cell re-selection:
-	In the case of PNI-NPN with CAG, the allowed CAG list can include time validity information as already agreed in TR 23.700-05 (23.501 CR3813 for VMR).
-	In the case of PNI-NPN using S-NSSAI, the SOR can include S-NSSAI information as already concluded by TR 23.700-41 (KI#2), or S-NSSAI validity information including time and location as concluded by KI#3 can be used.
[bookmark: _Toc120197200]8.4.3	Conclusion for from where and how UE obtains the information for accessing localized service
The information for localized service can be obtained by UE at the application layer from the home network or the localized service provider via means that are outside of 3GPP scope.
The additional information for manual selection described in clause 8.4.2 can be provided by serving network.
-	The AMF retrieves the localized service information from PCF and provides the localized service information to the UE via a new UE policy using UCU procedure. The PCF retrieves the data from UDR. The AF uses service parameter provisioning procedure to store the data in UDR as new application data. The PCF initiates UE Policy delivery as specified in TS 23.502 [4] clause 4.2.4.3 and provides the localized service information to the UE if it receives a Nudr_DM_Notify notification of data change from the UDR as specified in TS 23.502 [4] clause 4.15.6.7.
The additional information for manual selection (bullet a/c) described in clause 8.4.2 can be provided to UE together with URSP rule by extending the traffic descriptor with human readable name of the localized service, or can be provided to UE via new UE policy which consists of human readable name of the localized service and the associated traffic descriptor.
The additional information for manual selection (bullet a/c) described in clause 8.4.2 can also be provided via application layer.
The hosting network selection information is provisioned as below:
1.	The information for hosting network, selection and access can be preconfigured in the UE or dynamically provisioned by home network (via the VPLMN when roaming) using existing mechanisms.
2.	In the case of SNPN as hosting network, the dynamic provisioning of prioritized list of hosting network information can be done via SoR:
NOTE:	How SOR-AF and/or UDM acquires hosting network information is outside the scope for 3GPP.
i.	The home network UDM may determine to update UE with prioritized list of hosting network information using SoR procedure. Following triggers may apply:
-	UE location as part of Registration procedure.
-	UE subscription data change, e.g. via external parameter provisioning.
3.	In the case of PNI-NPN as hosting network, the dynamic provisioning of allowed CAG ID list reuses existing procedure in clause 5.30.3.3 of TS 23.501 [3].
[bookmark: _Toc120197201]8.4.4	Conclusion for how the localized service information is used by UE
The following principles based on the evaluation in clause 7.4.4 are recommended for the normative work:
1.	If UE uses home network credential to access a hosting network:
a.	When the end user intends to access localized service and the validity conditions of localized service are met, the UE initiates hosting network selection using the hosting network selection information.
i.	For SNPN as hosting network, the UE can switch between PLMN selection and hosting network selection following Rel-17 specification for SNPN selection. How the UE switches among the network selections is up to UE implementation.
ii.	For PNI-NPN as hosting network associated with CAG ID, the UE only considers an entry in the Allowed CAG list valid if and while all conditions (if there is any) for that entry are met. This may potentially initiate a new registration procedure to a PLMN.
NOTE 1:	Whether a new network selection mode is required for UE to initiate hosting network selection is to be determined by CT WG1.
NOTE 2:	Details regarding priority list for hosting network selection, including if a new selection mode is required, is up to CT WG1 to decide.
b.	Hosting network selection needs to be authorized by the home network, via UE initiated SoR procedure with SoR information including certain authorized criteria e.g. time. After the home network authorization, the UE is allowed to initiate hosting network selection, applicable for both automatic and manual hosting network selection.
i.	For manual hosting network selection, the UE presents available localized service information it has received to the end user.
NOTE 3:	If SA WG1 requires that the home network authorization is needed before the UE performs manual selection of a hosting network, such authorization can be added during normative work.
c.	When authorized criteria of the hosting network selection are no longer met, the UE stops hosting network selection.
2.	If the UE needs to obtain a new set of credentials/subscription to access the hosting network:
a.	It is up to UE implementation to decide how to switch to the new subscription profile for accessing hosting network.
3.	The UE determines SNPN access mode is activated/de-activated using implementation specific means as specified in existing Release 17, or using received localized service/hosting network assistance information as input.
[bookmark: _Toc120197202]8.4.5	Conclusion for what credentials are used to access hosting network and how to obtain them
The following principles based on the evaluation in clause 7.4.5 are recommended for the normative work in the case of SNPN as hosting network:
1.	The UE checks whether it is possible to re-use the home network credentials to access the hosting network by performing the following:
a.	If the UE uses CH/User controlled priority lists part of the Home network subscription profile or if the UE uses hosting network related information from the Home network (part of the localized service information) which indicates support of CH credentials, the UE determines that home network credential can be used to register with the selected Hosting network.
2.	If the UE has Default credentials and the UE determines that new credentials for accessing hosting network are needed, the UE uses the Default credentials for the onboarding mechanism with the ON-SNPN acting as hosting network as per Rel-17 with the following enhancements:
a.	In case that the UE is preconfigured with PVS address information and the UE receives PVS address information from the SMF during the PDU Session Establishment Accept message, the UE may determine based on local configuration whether to apply or ignore the PVS address information provided by the SMF.
NOTE:	Backwards compatibility with Rel-17 UE behaviour needs to be considered during normative phase.
The following principles based on the evaluation in clause 7.4.5 are recommended for the normative work in the case of PNI-NPN as hosting network:
3.	Only UEs equipped with a USIM configured with PLMN credentials can access a hosting network which is a PNI-NPN. When the UE requests to access the hosting network, the home PLMN credential(s) are used during authentication procedure.
[bookmark: _Toc120197203]8.4.6	Conclusion for how localized service is accessed in hosting network per agreed conditions
The following principles based on the evaluation in clause 7.4.6 are recommended for the normative work:
1.	Validity conditions provided to the UE as part of the localized service information can be used to restrict the UE's access of the hosting network.
2.	Existing methods, such as network slicing, forbidden area restriction, service area restriction, CAG, LADN, URSP rules can also be utilized to restrict UE's access, i.e. no need for additional normative work for access control in hosting network.
3.	In order to restrict access to a hosting network to a specific area, a hosting network operator may deploy and broadcast multiple hosting network IDs, i.e. SNPN IDs for SNPN case and CAG IDs in the case of PNI-NPN, in different areas depending on localized service area validity. Each localized service is mapped to a specific hosting network ID. Multiple localized service areas can be mapped to the same hosting network ID if their allowed service areas are the same. Validity conditions are also used by hosting network to restrict access.
[bookmark: _Toc120197204]8.5	Key Issue #5: Enabling access to localized services via a specific hosting network
The following conclusions are agreed for normative work:
-	The existing SoR procedure is enhanced as follows:
-	The SoR contains a prioritized list of hosting networks, for the scenario where the UE reuses home network credentials/subscription to access hosting network. The list is determined by the home network and may be associated with validity conditions, including time and location conditions.
-	When the hosting network is an SNPN which provides localized services and the home network is an HPLMN, the architecture specified in clause 5.30.2.7 of TS 23.501 [3] is reused for the UE to access both home network services (using the SNPN as underlay network) and localized services (via the SNPN).
-	If the hosting network is a PNI-NPN, existing mechanisms (e.g. roaming architecture, network slicing, etc.) are reused for the UE to access home network services.
-	The existing URSP rules or LADN feature can be re-used for a UE to access the Localized services after the UE has registered to a Hosting network. URSP rules are pre-configured in the UE, provisioned by the PCF of the home network or provisioned by the PCF of the hosting network according to existing principles.
[bookmark: _Toc120197205]8.6	Key Issue #6: Support for returning to home network
The following principles from the evaluation are recommended to be considered during the normative work:
-	The home/serving network can re-use existing mechanisms for Control Plane Load Control, Congestion and Overload Control described in clause 5.19 of TS 23.501 [3] when load level reaches a certain threshold and overload control mechanism are triggered.
-	Additional mechanisms can be implemented to ensure spreading of return of the UEs to home network without any normative impacts to 3GPP specifications.
NOTE:	Means to describe how to spread returning UEs can be captured as informative description, during normative specification work.
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