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1. Dicussion
[bookmark: _Toc519004414]In this paper, we discuss the technical issues on the clause 6.7 of TS 23.548 PDU Session Establishement procedure for HR-SBO identified during the last meeting. This paper includes Samsung’s technical opinions. Note that since this paper is written before offline discussion, the technical proposals in this paper may not be fully compliant to the multi-source companies proposals.

Technical Issue 1. User plan topology for HR-SBO in VPLMN
Editor's note:	The user plane topology in VPLMN supporting HR-SBO is FFS.
In the home routing roamding architecture, UPF in VPLMN is responsible for downlink data buffering and VPLMN charging. Also, even when VPLMN supports HR-SBO, Local UPF and ULCL/BP UPF may not be activated always. V-UPF is needed in the arhictecture supporting HR-SBO roaming scenario.
For EAS discovery option A/B, the V-EASDF address is configured to the UE during the establishment of PDU Session supporting HR-SBO. In such a case, the DNS traffic from the UE to the V-EASDF should be routed. The UPF in the central position within the VPLMN shall be able to route the DNS traffic between the UE and V-EASDF by inserting ULCL/BP as well as Local PSA UPF during the PDU Session Establishment. In a certain deployment, V-UPF in the central position within the VPLMN can support ULCL/BP UPF as well as Local PSA to route DNS traffic between the UE and the V-EASDF.
Proposal 1. It is proposed to add V-UPF in the reference architecture diagram for HR-SBO as depicted below into clause 4.1 of TS 23.548. Note the multi-company proposal (S2-2300156), the V-UPF is not shown.


Figure 1. HR-SBO roaming architecture


Technical Issue 2. An indication for HR-SBO from AMF to V-SMF
Editor's note:	It is FFS whether the AMF sends an indication that the requested session is allowed for HR-SBO PDU Session to the V-SMF. If agreed, this indication can be used for the V-SMF to decide whether to request HR-SBO PDU Session to the H-SMF.
Since HR-SBO support is optional for VPLMN, the request for HR PDU Session Establishment from V-SMF should indicate whether the request is HR PDU Session supporting HR-SBO or not. In order for V-SMF to decice whether to request HR-SBO PDU Sessoin to the H-SMF, the V-SMF should be aware of HR-SBO allowed by HPLMN. Therefore, the AMF has to send the HR-SBO allowed indication to the V-SMF with H-SMF address.
Proposal 2. It is proposed that the AMF sends HR-SBO allowed indication to the V-SMF in the step 2 of the Figure 6.7.2.2-1. (See S2-2300156)

Technical Issue 3. When the SMF selects V-EASDF, e.g. before or after the interaction with H-SMF.
Editor's note:	It is FFS when the V-SMF selects V-EASDF. In other words, V-SMF selects the V-EASDF either 1) before sending Nsmf_PDUSession_Create Request for HR-SBO PDU Session to H-SMF or 2) after receiving Nsmf_PDUSession_Create response from H-SMF.
For EAS Discovery option A/B, the V-EASDF address should be sent to the UE and the PCO carrying the DNS address constructed by H-SMF is not expected to be modified by V-SMF. Therefore, in order for H-SMF to send the DNS address set to the V-EASDF address, the V-SMF should send the V-EASDF address to the H-SMF in Nsmf_PDUSession_Create request message. 
Regarding the issue how the V-SMF knows the V-EASDF IP address before DNS context creation with V-EASDF, this proposal assumes that the V-EASDF N6 IP address is preconfigured with the V-SMF.
It is proposed that the V-SMF selects V-EASDF before sending Nsmf_PDUSession_Create request.to H-SMF, and V-SMF creates the DNSContext with V-EASDF after receiving Nsmf_PDUSession_Create response from the H-SMF. 
Proposal 3. After offline discussion, companies agreed with the following two approaches (see S2-2300156) as follows.
1) V-SMF selects the V-EASDF based on preconfigured V-EASDF IP address before sending Nsmf_PDUSession_Create request. And V-SMF creates DNSContext with V-EASDF after receiving Nsmf_PDUSession_Create response. In this case, the V-EASDF IP address returned from the V-EASDF is assumed to be the same as the one selected by V-SMF.
2) V-SMF selects the V-EASDF and creates DNSContext with V-EASD and retrives the V-EASDF IP address from the V-EASDF. V-SMF updates the DNSContext including UE IP address with V-EASDF after receiving the Nsmf_PDUSession_Create response.
Technical Issue 4. Where the H-PCF retrives the VPLMN roaming offloding policy (i.e. UDM vs. PCF)
Editor's note:	It is FFS that the SM subscription data includes 1) HR-SBO authorization indication or 2) HR-SBO authorization information including VPLMN specific offloading policy. If only HR-SBO authorization indication is added, the H-SMF retrieves the VPLMN specific offloading policy from H-PCF if available at H-PCF based on the SLA between HPLMN and VPLMN.
With considering the various deployment scenarios of HPLMN. The PLMN may not deploy the PCC, which can rely on the subscription data from the UDM. 
PCF is prefereable because the policy-based solution can be extended to provide more policy information based in the future release(s) and can also be used in dynamic ways (e.g. for location change or PLMN change. 
Also, we don’t see yet any technical problem if the specification allows either one UDM approach or PCF approach or both, even co-existence cases for both and we can specify the both and leave it for the deployment choice.
Proposal 4. PCF solution is preferable due to its extensibility and dynamic update, but we didn’t identify any technical problem of supporting both cases (i.e. UDM and PCF)

Technical Issue 5. The detailed information of VPLMN specific offloading policy.
Editor's note:	The detailed information (e.g. FQDN range, IP range, AMBR for the local part of DN or charging policy) of VPLMN specific offloading policy is FFS.
With considering the fact that use cases for HR-SBO scenario are not fully discussed yet, it is proposed to specify the example information (e.g. FQDN range, IP range and Session AMBR for Local part of DN in VPLMN) as in the editor’s note in this release. If it is agreed to specify the PCF-based approach, the further PDU Session related policy for HR-SBO such as usage monitoring report can be further defined in later release. The PCF-based approach is proposed in [S2-2300159].
Proposal 5. It is proposed that VPLMN policy includes FQDN range, IP range, AMBR for the local part of DN in this release and further extend the policy per use cases in the future release once PCF approach is supported.
* * * * End of changes * * * *
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