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	Reason for change:
	Fulfill the GSMA requirement to enable an HPLMN to handle admission related to number of registered UEs and the number of LBO PDU sessions for its outbound roamers in any VPLMN.

	
	

	Summary of change:
	Support two modes to fulfill GSMA requirement: First mode, HPLMN delegated model where HPLMN delegates to VPMLN admission with the actual quota information fetched by the VPLMN from the HPLMN. HPLMN can update the quota information real-time. Additionally VPLMN sends any additional requests beyond the quota for the HPLMN to decide on their handling, with the result conveyed to the VPLMN. 
In the second mode, all admission requests are sent to the HPLMN for enforcement and handling. Both modes apply to centralized and hierarchal NSACF architectures.
In addition to the above, the Release 17 VPLMN admission mode is enhanced to enable the VPLMN to fetch the quota to be administered by the VPLMN to avoid configuring the VPLMN with the information. This also enables the HPLMN to update this information real-time.
Real-time update of quota information by HPLMN is achieved through the use of the Subscribe/Notify NSACF framework extended with a new event.
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[bookmark: _Toc114665310]5.15.11.3	Network Slice Admission Control for Roaming
5.15.11.3.0	General
In the case of roaming, depending on operator's policy, a roaming agreement or an SLA between the VPLMN and the HPLMN, NSAC of roaming UEs is performed by one of the following modes:
· VPLMN; or
· VPLMN with HPLMN assistance; or
· HPLMN.
The VPLMN (AMF and SMF) identifies the mode to apply from the AMF subscription data at UE initial registration, and from the SMF subscription data at PDU session initiation. 
For all the above modes, for NSAC of roaming UEs for maximum number of UEs per network slice and/or maximum number of PDU Sessions per network slice managed by the VPLMN, each S-NSSAI of the HPLMN that is subject to NSAC is mapped to a corresponding S-NSSAI of the VPLMN subject to NSAC. 
5.15.11.3.1 	VPLMN NSAC Admission Mode 
 The following principles apply:
For NSAC of roaming UEs for maximum number of UEs per network slice and/or maximum number of PDU Sessions per network slice managed by the VPLMN, the following principles shall be used:
-	Each S-NSSAI of the HPLMN that is subject to NSAC is mapped to a corresponding S-NSSAI of the VPLMN subject to NSAC, depending on VPLMN operator's policy and the configuration.
[bookmark: _Hlk120687431]-	For NSAC for the maximum number of UEs for S-NSSAI of the HPLMN, a NSACF in the VPLMN can be configured with the maximum number of allowed roaming UEs per mapped S-NSSAI of the HPLMN for a S-NSSAI of the HPLMN that is subject to NSAC. In such a case, the AMFs trigger a request to a NSACF of the VPLMN.
-	For NSAC for the maximum number of PDU Sessions for S-NSSAI of the HPLMN, a NSACF in the VPLMN can be configured with the maximum number of allowed PDU Sessions in LBO mode per mapped S-NSSAI of the HPLMN for a S-NSSAI of the HPLMN that is subject to NSAC. In such a case, the anchor SMF in the VPLMN triggers a request to a NSACF of the VPLMN.
-	For NSAC for the maximum number of UEs for S-NSSAI of the VPLMN, AMFs trigger a request to a NSACF of the VPLMN to perform NSAC based on the S-NSSAI of the VPLMN subject to NSAC. The NSACF of the HPLMN is not involved.
-	For NSAC for the maximum number of PDU Sessions for S-NSSAI of the VPLMN in the LBO roaming case, the SMF triggers a request to a NSACF of the VPLMN to perform NSAC based on the S-NSSAI of the VPLMN subject to NSAC. The NSACF of the HPLMN is not involved.
‐	The AMF or SMF (in LBO roaming case) in the VPLMN provides both the S-NSSAI in the VPLMN and the corresponding mapped S-NSSAI in the HPLMN to the NSACF in the VPLMN. The NSACF in the VPLMN performs NSAC for both S-NSSAI of the VPLMN and the corresponding mapped S-NSSAI of the HPLMN based on the SLA between the VPLMN and the HPLMN.
· In addition to configuring the VPLMN NFs with the maximum number of allowed roaming UEs per mapped S-NSSAI of the HPLMN subject to NSAC, and the maximum number of allowed PDU Sessions in LBO mode per mapped S-NSSAI of the HPLMN subject to NSAC, the VPLMN can optionally fetch this information from the HPLMN primary NSACF in a hierarchal architecture or centralized NSACF in a centralized architecture, via the Subscribe/Notify framework dedicated to that.  However, in this case, the VPLMN rejects any additional requests exceeding the received information. 
For NSAC for roaming UEs for maximum number of PDU Sessions per network slice managed by the HPLMN, the following principles shall be used:
-	For PDU sessions in the home-routed roaming case, the SMF in the HPLMN performs NSAC for the S-NSSAI(s) subject to NSAC.
NOTE:	The NSAC for maximum number PDU session in LBO mode and maximum number of roaming UEs when the NSAC is managed by a NSACF in the HPLMN is not supported in this Release of the specification.
5.15.11.3.2 	VPLMN with HPLMN assistance NSAC Admission
In this admission mode HPLMN delegates NSAC for NSSAIs subject to NSAC to the VPLMN, both for number of registered UEs and the number of LBO PDU sessions.  
Every NSACF performing admission in the VPLMN for each S-NSSAI of the HPLMN that is subject to NSAC and mapped to a corresponding S-NSSAI of the VPLMN, fetches from the VPLMN primary NSACF in a hierarchal architecture the maximum the number of registered UEs to be admitted and/or the number of LBO PDU sessions to be allowed via the Subscribe/Notify framework using an event dedicated to that.  The VPLMN primary or central NSACF, in turn, acquires the information from the HPLMN central or primary NSACF depending on the deployed architecture. If re-distribution of quota is required in the VPLMN in a hierarchal architecture, amongst multiple NSACFs than this is handled by the primary NSACF in VPLMN with no involvement from the HPLMN.  The VPLMN NSACF discovers the HPLMN primary or central NSACF or optionally be configured with the needed information.
For any additional request(s) received in any NSACF in the VPLMN exceeding the received information, the NSACF interacts with the VPLMN primary NSACF which in turn interacts with HPLMN primary or central NSACF to determine whether admission is accepted or rejected unless forbidden by the SLA. If an admission is accepted the UE entry is stored in the NSACF performing admission in the VPLMN. This applies to the number of registered UEs as well as the number of LBO PDU sessions.
NOTE:	In a VPLMN centralized architecture the NSACF performing admission is the central NSACF.
5.15.11.3.3 	HPLMN NSAC Admission Mode
In this admission mode VPLMN interacts with HPLMN for admission both for number of registered UEs and the number of LBO PDU sessions.  
For each S-NSSAI of the HPLMN that is subject to NSAC and mapped to a corresponding S-NSSAI of the VPLMN, AMF performs NSAC admission for the number of registered UEs with the HPLMN central or primary NSACF for all inbound roamers from that HPLMN when they register in this VPLMN. The AMF discovers the HPLMN primary or central NSACF or optionally be configured with the needed information.
For each S-NSSAI of the HPLMN that is subject to NSAC and mapped to a corresponding S-NSSAI of the VPLMN, every SMF in this VPLMN performs NSAC admission for the number of LBO PDU sessions with the HPLMN central or primary NSACF for all inbound roamers from that HPLMN when they initiate an LBO PDU session. The SMFs discovers the HPLMN primary or central NSACF or optionally be configured with the needed information.  
NOTE:	In a VPLMN centralized architecture the NSACF performing admission is the central NSACF.
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