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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc36188014][bookmark: _Toc45183919][bookmark: _Toc47342761][bookmark: _Toc51769462][bookmark: _Toc122440605][bookmark: _Toc20150085][bookmark: _Toc27846884][bookmark: _Toc36188015][bookmark: _Toc45183920][bookmark: _Toc47342762][bookmark: _Toc51769464][bookmark: _Toc114665485]5.30.2	Stand-alone non-public networks
[bookmark: _Toc51769463][bookmark: _Toc122440606]5.30.2.0	General
SNPN 5GS deployments are based on:
-	the architecture depicted in clause 4.2.3;
-	the architecture for 5GC with Untrusted non-3GPP access (Figure 4.2.8.2.1-1) for either access to SNPN services via a PLMN (and vice versa) or for direct access to SNPN via non-3GPP access;
-	-	the architecture for 5GC with Trusted non-3GPP access (Figure 4.2.8.2.1-2); and
-	the additional functionality covered in clause 5.30.2.
Alternatively, a Credentials Holder (CH) may authenticate and authorize access to an SNPN separate from the Credentials Holder based on the architecture specified in clause 5.30.2.9. Idle and connected mode mobility is supported as defined in clause 5.30.2.11.
Clauses 5.30.2.1 to 5.30.2.11 specify the common SNPN aspects applicable to both 3GPP and non-3GPP access, except where stated differently.
Aspects specific to Untrusted non-3GPP access for SNPN are specified in clause 5.30.2.12.
Aspects specific to Trusted non-3GPP access for SNPN are specified in clause 5.30.2.13.
Aspects specific to N5CW devices accessing SNPN services are specified in clause 5.30.2.X.
The following 5GS features and functionalities are not supported for SNPNs:
-	Interworking with EPS.
-	Also, emergency services when the UE accesses the SNPN over NWu via a PLMN.
-	Roaming, e.g. roaming between SNPNs. However, it is possible for a UE to access an SNPN with credentials from a CH as described in clause 5.30.2.9 and to move between equivalent SNPNs.
-	Handover between SNPN and PLMN or PNI NPN.
-	CIoT 5GS optimizations.
-	CAG.
-	Proximity based Services (ProSe) as defined in TS 23.304 [128].
-	5G NSWO.
A UE with two or more network subscriptions, where one or more network subscriptions may be for a subscribed SNPN, can apply procedures specified for Multi-USIM UEs as described in clause 5.38. The UE shall use a separate PEI for each network subscription when it registers to the network.
NOTE:	The number of preconfigured PEIs for a UE is limited. If the number of network subscriptions for a UE is greater than the preconfigured number of PEIs, the number of network subscriptions that can be registered with the network simultaneously is restricted by the number of pre-configured number of PEIs.

* * * * Next changes * * * *




[bookmark: _Toc122440628]5.30.2.12	Access to SNPN services via Untrusted non-3GPP access
Access to SNPN services via Untrusted non-3GPP access network follows the specification in the previous 5.30.2 clauses with the differences as specified in this clause.
N3IWF selection is supported as follows:
-	When UE registers to SNPN with credentials owned by the SNPN, UE uses the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a.
Emergency services are supported as follows:
-	UE initiates N3IWF selection for emergency services when the UE detects a user request for emergency session and determines that Untrusted non-3GPP access is to be used for the emergency access. The UE with SNPN subscription performs the following:
-	If the UE determines that it is located in the same country as the subscribed SNPN, the UE uses the configured N3IWF FQDN for N3IWF selection.
-	Otherwise, the UE follows the N3IWF selection procedure for Emergency services for UE not equipped with valid SNPN credentials, in the same way as defined in clause 6.3.6.4.2 for a UE not equipped with a UICC.
UE onboarding is supported as follows:
-	When UE registers to SNPN over Untrusted non-3GPP access for UE Onboarding, UE may select an N3IWF in the SNPN which supports UE Onboarding by using a pre-configured N3IWF FQDN used for Onboarding.
-	If the PVS is reachable from the local Untrusted non-3GPP access network (e.g. via the Internet) using the local IP connectivity, UE may connect directly (i.e. without being connected to an N3WIF) with a PVS to obtain the SNPN credentials.
[bookmark: _Toc122440629]5.30.2.13	Access to SNPN services via Trusted non-3GPP access
Access to SNPN services via Trusted non-3GPP access network follows the specification in the previous (sub)clauses of clause 5.30.2 with the differences as specified in this clause.
To access SNPN services via a Trusted non-3GPP access network, the UE follows the procedure for accessing a PLMN via a Trusted non-3GPP access network defined in clause 6.3.12.2 with the following clarifications and additions:
-	A non-3GPP access network may advertise (e.g. with ANQP), not only the PLMNs with which 5G connectivity is supported (as specified in clause 6.3.12.2), but also the SNPNs with which 5G connectivity is supported and the related parameters and indications defined in clause 5.30.2.2 (i.e. human-readable network name(s), GIN(s), indication whether access using credentials from a Credentials Holder is supported, indication whether SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN, etc.).-	The UE initiates the access network selection procedure specified in clause 6.3.12.2 and constructs a list of available SNPNs. This list contains the SNPNs advertised by all discovered non-3GPP access networks.
-	The UE selects an SNPN that is included in the list of available SNPNs following the procedure in clause 5.30.2.4.
-	The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN and initiates the registration procedure via Trusted non-3GPP access specified in clause 4.12a.2.2 of TS 23.502 [3] in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required (e.g. NAI = "<username>@nai.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org").
NOTE:	In the case of SNPN ID with self-assigned NID, if the UE, when trying to register with an SNPN ID via TNAN X, is rejected by the AMF with a cause code that temporarily prevents the UE from registering with this SNPN ID, the UE does temporarily not attempt to register with the same SNPN ID, even if the same SNPN ID is advertised via another TNAN.
-	If there are multiple non-3GPP access networks that support 5G connectivity to the selected SNPN, then the UE places these non-3GPP access networks in a prioritized list and selects the highest priority non-3GPP access network from this list. To determine the priority of a non-3GPP access network, the UE shall apply the WLANSP rules (if provided), and the procedure specified in clause 6.6.1.3 of TS 23.503 [45], "UE procedure for selecting a WLAN access based on WLANSP rules". If the UE is not provided with WLANSP rules, the UE determines the priority of a non-3GPP access network by using implementation means.
UE onboarding via Trusted non-3GPP access is supported as follows:
-	The non-3GPP access network advertises (e.g. via ANQP) an Onboarding enabled indication, as specified in clause 5.30.2.10.2.3.
-	The UE selects an SNPN advertising the Onboarding enabled indication following the network selection procedure specified in clause 5.30.2.10.2.5.
-	As part of UE registration via Trusted non-3GPP access, in Figure 4.12a.2.2-1, step 5 of TS 23.502 [3] the UE provides an onboarding indication inside the AN-Parameters.
[bookmark: _Toc122440630]5.30.2.14	Access to SNPN services via wireline access network
[bookmark: MCCTEMPBM_00000023]Access to SNPN services via a wireline access network follows the same procedures used for accessing a PLMN via a wireline access network as defined in clause 4.2.1 of TS 23.316 [84]. The SNPN is implicitly selected by wired physical connectivity between 5G-RG or FN-RG and W-AGF. The Global Cable Identifier (GCI) used by W-AGF for providing access to SNPN services is specified in TS 23.003 [19].
5.30.2.X	Access to SNPN services for N5CW devices
Devices that do not support 5GC NAS signalling over WLAN access (referred to as "Non-5G-Capable over WLAN" devices, or N5CW devices for short), may access 5GC in an SNPN via a trusted WLAN access network that supports a TWIF function. To access SNPN services the N5CW device performs the following procedure:
-	A WLAN access network may advertise (e.g. with ANQP), not only the PLMNs with which "5G connectivity-without-NAS" is supported (as specified in clause 6.3.12a.1), but also the SNPNs with which "5G connectivity-without-NAS" is supported, as well as the related parameters and indications defined in clause 5.30.2.2 (i.e. human-readable network name(s), GIN(s), indication whether access using credentials from a Credentials Holder is supported, indication whether SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN).
-	The N5CW device initiates the access network selection procedure by sending an ANQP query to each discovered WLAN access network and constructs a list of available SNPNs with which "5G connectivity-without-NAS" is supported. This list contains the SNPNs with which "5G connectivity-without-NAS" is supported as advertised by all the discovered WLAN access networks.
-	The N5CW device selects an SNPN that is included in the list of available SNPNs with which "5G connectivity-without-NAS" is supported following the procedure in clause 5.30.2.4.
-	The N5CW device selects a WLAN access network (e.g. an SSID) that supports "5G connectivity-without-NAS" to the selected SNPN and initiates the "Initial Registration and PDU Session Establishment" procedure specified in clause 4.12b.2 of TS 23.502 [3]. If there are multiple WLAN access networks that support "5G connectivity-without-NAS" to the selected SNPN, then the N5CW device selects the highest priority WLAN access network from this list. To determine the priority of a WLAN access network, the N5CW device shall apply the WLANSP rules (if provided), and the procedure specified in clause 6.6.1.3 of TS 23.503 [45], "UE procedure for selecting a WLAN access based on WLANSP rules". If the N5CW device is not provided with WLANSP rules, the N5CW device determines the priority of a WLAN access network by using implementation means.

* * * * Next changes * * * *
[bookmark: _Toc20150238][bookmark: _Toc27847046][bookmark: _Toc36188178][bookmark: _Toc45184089][bookmark: _Toc47342931][bookmark: _Toc51769633][bookmark: _Toc122440855]
6.3.12a	Access Network selection for devices that do not support 5GC NAS over WLAN
[bookmark: _Toc20150239][bookmark: _Toc27847047][bookmark: _Toc36188179][bookmark: _Toc45184090][bookmark: _Toc47342932][bookmark: _Toc51769634][bookmark: _Toc122440856]6.3.12a.1	General
As specified in clause 4.2.8.5, devices that do not support 5GC NAS signalling over WLAN access (referred to as "Non-5G-Capable over WLAN" devices, or N5CW devices for short), may access 5GC in a PLMN or an SNPN via a trusted WLAN access network that supports a TWIF function. The following clause specifies (a) how a N5CW device selects a PLMN and (b) how it selects a trusted WLAN access network that can provide "5G connectivity-without-NAS" to the selected PLMN. This selection procedure is called access network selection.
NOTE:	For N5CW device accessing an SNPN refer to clause 5.30.2.X. 
Each WLAN access network that provides "5G connectivity-without-NAS" advertises with ANQP a list of PLMNs with which "5G connectivity-without-NAS" is supported. This list is called PLMN List-4, and is different from the PLMN List-1, PLMN List-2 and PLMN List-3 defined in clause 6.3.12. A WLAN advertises the PLMN List-4, when the WLAN supports a TWIF function.
[bookmark: _Toc20150240][bookmark: _Toc27847048][bookmark: _Toc36188180][bookmark: _Toc45184091][bookmark: _Toc47342933][bookmark: _Toc51769635][bookmark: _Toc122440857]6.3.12a.2	Access Network Selection Procedure
The steps executed by a N5CW device for access network selection are specified below and are very similar with the corresponding steps executed by a UE that supports NAS; see clause 6.3.12.2.
Step 1:	The N5CW device constructs a list of available PLMNs. This list contains the PLMNs included in the PLMN List-4 advertised by all discovered WLAN access networks.
a.	The N5CW device discovers the PLMN List-4 advertised by all discovered WLAN access networks by sending an ANQP query to each discovered WLAN access network. The ANQP query shall request "3GPP Cellular Network" information. If a WLAN access network supports interworking with one or more PLMNs, the ANQP response received by the N5CW device includes a "3GPP Cellular Network" information element containing one or more of the following lists: PLMN List-1, PLMN List-2, PLMN List-3 and PLMN List-4. The PLMN List-1, PLMN List-2 and PLMN List-3 are defined in clause 6.3.12. The PLMN List-4 includes the PLMNs with which "5G connectivity-without-NAS" is supported.
Step 2:	The N5CW device selects a PLMN that is included in the list of available PLMNs as follows.
a.	If the N5CW device is connected to a PLMN via 3GPP access and this PLMN is included in the list of available PLMNs, then the N5CW device selects this PLMN.
b.	Otherwise (the N5CW device is not connected to a PLMN via 3GPP access, or the N5CW device is connected to a PLMN via 3GPP access but this PLMN is not in the list of available PLMNs):
i)	If the N5CW device determines to be located in its home country, then:
-	The N5CW device selects the HPLMN if the N5CW device has a USIM or is pre-configured with an HPLMN, if the HPLMN is included in the list of available PLMNs. Otherwise, the N5CW device selects an E-HPLMN (Equivalent HPLMN), if an E-HPLMN is included in the list of available PLMNs. If the list of available PLMNs does not include the HPLMN and does not include an E-HPLMN, the N5CW device stops the access network selection procedure.
ii)	If the N5CW device determines to be located in its visited country, then:
-	The N5CW device determines if it is mandatory to select a PLMN in the visited country, as follows:
-	If the N5CW device has IP connectivity (e.g. it is connected via 3GPP access), the N5CW device sends a DNS query and receives a DNS response that indicates if a PLMN must be selected in the visited country. The DNS response includes a lifetime that denotes how long the DNS response can be cached.
-	If the N5CW device has no IP connectivity (e.g. it is not connected via 3GPP access), then the N5CW device may use a cached DNS response that was received in the past, or may use local configuration that indicates which visited countries mandate a PLMN selection in the visited country.
-	If the N5CW device determines that it is not mandatory to select a PLMN in the visited country, and the HPLMN or an E-HPLMN is included in the list of available PLMNs, then the N5CW device selects the HPLMN or an E-HPLMN, whichever is included in the list of available PLMNs.
-	Otherwise, the N5CW device selects a PLMN in the visited country as follows:
-	If the N5CW device has a USIM, the UE selects a PLMN in the visited country by considering, in priority order, the PLMNs, first, in the User Controlled PLMN Selector list and, next, in the Operator Controlled PLMN Selector list (see TS 23.122 [17]).
-	If the N5CW device does not have a USIM, the N5CW device selects the highest priority PLMN in a pre-configured list, which is also included in the list of available PLMNs.
-	If the list of available PLMNs does not include a PLMN that is also included in the pre-configured list(s), the N5CW device either stops the access network selection procedure, or may select a PLMN based on its own implementation.
Step 3:	Finally, the N5CW device selects a WLAN access network (e.g. an SSID) to connect to, following the procedure specified in clause 6.6.1.3 of TS 23.503 [45], "UE procedure for selecting a WLAN access based on WLANSP rules", or any other implementation specific means.as follows:	Comment by intel user: This change relates to PLMN (not SNPN) and is proposed as alignment with the SNPN-related text in clause 5.30.2.X (which also refers to 23.503).
One benefit of referring to 23.503 is that the procedure in 23.503 clause 6.6.1.3 contains additional text clarifying that User Preferences On Non-3GPP Access Selection take precedence over WLANSP rules, which is missing from the deleted text here.
a.	The N5CW device puts the available WLAN access networks in priority order. The N5CW device constructs this prioritized list by using the WLANSP rules (if they have been received via 3GPP access), or any other implementation specific means.
b.	From the prioritized list of WLAN access networks, the N5CW device selects the highest priority WLAN access network that supports "5G connectivity-without-NAS" to the PLMN selected in step 2.
[bookmark: MCCTEMPBM_00000018]After the N5CW device completes the above access network selection procedure, the N5CW device initiates the "Initial Registration and PDU Session Establishment" procedure specified in clause 4.12b.2 of TS 23.502 [3].

* * * * End of changes * * * *

