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1. Introduction
[bookmark: _Toc352077766]This paper introduces some updates to the conclusions for KI#5
2. Discussion
There are two ENs under the conclusions for KI#5
Editor's note:	It is FFS whether PEMC/PEGC needs to have a specific subscription and authorization by 5GC. If so, whether and how to support legacy UE acting as PEMC/PEGC.
For this EN, it’s clear that PEGC needs to be connected to the 5GC thus subscription is needed. If PEGC also needs to route PIN traffic, it also needs the authorization information in the subscription data. For PEMC, the study assumption in clause 4.2 indicates it is a 3GPP UE, thus subscription data with authorization info to act as PEMC can be supported by 5GC in Rel-18.
To support the PIN as specified for rel-18, Rel-18 UE is required. But this does not exclude the possibility of “PIN” management exists already today without specific 5GC support.
Editor's note:	Whether needs AF or 5GC NF is based on the final conclusion of KI#1.
For this EN, it’s addressed in conclusion for KI#1.
Based on above, it’s proposed to support the conclusion updates below for KI#3.
[bookmark: OLE_LINK4][bookmark: OLE_LINK1]TS 22.261 has a long list of responsibilities imposed on operators for PIN operation. This includes concerns with security, charging, and the creation/operation/management of PINs. There are potential regulatory burdens as well for operators. 
While the authorization of PINEs and policies that govern PIN services are application level concerns and may be managed by a PEMC itself or external AF, the PEMC and PEGC are UEs that make use of 5GC services directly and therefore are subject to operator policies regarding PIN operation. The operator must be aware of and authorize PEMC and PEGC for any PIN services operating over 5GC.
This contribution updates conclusions for KI #5.
3. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes the following conclusion points to TR 23.700-88 clause 8.1.  

* Start of change * 
[bookmark: _Toc113003482]8.5	Conclusion on Key Issue #5
The following conclusions are agreed for Authorization for PIN:
1)	PIN application-level Authentication and Authorization of PIN and PIN Elements are not specified by SA WG2.
2)  PEMC and PEGC are authorized by 5GC to provides PIN service via subscription in the UDM.
3)  PEGC is subject to operator policies for any PIN services that operate over 5GC.
Editor’s Note:	It is FFS whether PEMC UE needs a specific 5G subscription for providing PIN service.
Editor's note:	It is FFS whether PEMC/PEGC needs to have a specific subscription and authorization by 5GC. If so, whether and how to support legacy UE acting as PEMC/PEGC.
42)	A PINE is authorized by PEMC or by AF, if AF for PIN is used, to join a PIN.
53)	A PINE is allowed or disallowed to connect to a PEGC by the PEGC based on the provisioned information.
Editor's note:	Whether needs AF or 5GC NF is based on the final conclusion of KI#1.

* End of changes * 




