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1	Discussion
KI#1 requires that QoS is to be taken into account when accessing EHE in a VPLMN when roaming as follows:
For the scenario using a PDU Session with a PSA in the HPLMN, potential solutions should address the following:
-	how to authorize the PDU Session to support local traffic routing to access an EHE in the VPLMN;
-	whether and how to support charging for the local traffic of a PDU Session that supports local traffic routing to access an EHE in the VPLMN;
-	how to support Rel-17 edge computing related procedures, such as EAS (re-)discovery, as specified in clause 6 of TS 23.548 [3];
-	how to ensure proper policy control and QoS enforcement;
-	potential impact on Policy and QoS control;
-	how to configure the VPLMN ECS address to UE in roaming scenarios;
-	how to support the edge relocation in roaming scenarios.
NOTE 1:	Interaction with SA5 is expected regarding charging aspects where needed.
NOTE 2:	Latency needs to be considered and addressed for all scenarios.
Accordingly, QoS enforcement, QoS control and latency impacts are to be optimized
Solution 4 and possibly other solutions as well rely on the handover procedure specified in the TS 23502.
See for instance step one of 6.4.2.2	EAS re-discovery
 1.	The procedure described in clause 4.23.7 (N2 based handover) or 4.23.11 (Xn based handover) of TS 23.502 [9] is performed by replacing I-SMF with V-SMF and SMF with H-SMF.

 Looking at clause 4.23.7.3.2 (N2 based handover) of  TS 23502 V17.5.0 (2022-06) the specification reveals that in case of insertion of I-SMF, the target I-SMF retrieves the SM context from the SMF in step 5a. Based on the response 5b the target I-SMF is expected to select the target I-UPF in step. 6.
i.e.:
6.	The Target I-SMF selects a Target I-UPF: Based on the received SM context, e.g. S-NSSAI and UE location information, the Target I-SMF selects a Target I-UPF as described in clause 6.3.3 of TS 23.501 [2].
 
For Rel. 17 the selection of the T-UPF simply based on the S-NSSAI and UE location may or may not be acceptable as Edge Computing is not supported for home routed roaming scenarios.  However, in Rel. 18 the study in TR 23700-48 clearly requires that QoS need to be considered as of KI#1.
Furthermore, because the SM context send by the SMF to the target I-SMF provides the existing N3 address of the UPF associated with the (H-)SMF, this old N3 address does not help the SMF/NRF in calculating/determining the target I-UPF to meet the QoS/delay requirement between UE-NG-RAN via  a to be selected target V/I-UPF in the V-PLMN and the (H-)UPF in the H-PLMN associated with the H-SMF. 
To comply with KI#1 the (H-)SMF shall provide additionally for instance a new N9 Interface address of the UPF to the V/I-SMF in the step 5b. And further the V/I-SMF, possibly with the support of the NRF- shall take into account this new N9 interface address when determining the V/I-UPF such that the QoS/delay requirement of the PDU session is met for the chain of UE, NG-RAN, V/I-UPF and H-UPF.   

2 Proposal
[bookmark: _Hlk513714389]It is proposed to modify EC TR 23.700-48 as follows

* * * * Start of changes * * * *

[bookmark: _Toc113169583]6.4.2.2	EAS re-discovery
Figure 6.4.2.2-1 shows the procedure of EAS rediscovery in VPLMN via HR PDU Session.


Figure 6.4.2.2-1: EAS rediscovery in VPLMN via HR PDU Session	Comment by LTHM1: Arrow numbers 1a1/1a2 changed
When UE moves with V-SMF insertion/change/remove, the procedure is performed from step 1. When UE moves without V-SMF change, the procedure is performed from step 2.
1.	The procedure described in clause 4.23.7 (N2 based handover) or 4.23.11 (Xn based handover) of TS 23.502 [9] is performed by replacing I-SMF with V-SMF and SMF with H-SMF.
1a1.	(V-SMF insertion) The (target) V-SMF requests SM context from HSMF 
1a2.	(V-SMF change) The target V-SMF requests SM context from source VSMF.
1b. SMF(HSMF / source VSMF)  to Target V-SMF: Nsmf_PDUSession_Context Response including the N9 FTEID/IP address of the H-UPF. The SMF responds with the requested SM context which includes authorization policy from H-SMF. The SM context also includes impact field corresponding to the old target DNAI if it has been inserted by H-SMF. Additionally, in case the PLMN ID received from the V-SMF in Nsmf_PDUSession_Context Request is different from H-SMF own PLMN ID the H-SMF provides the N9 FTEID/IP address of the H-UPF to the Target V-SMF.
1c. The Target V-SMF selects a Target V-UPF: Based on the received SM context, e.g. S-NSSAI and UE location information, and the N9 FTEID/IP address of the H-UPF, the Target V-SMF selects a Target V-UPF complying with the QoS/delay requirements

For the V-SMF remove case, step 2 and steps 4-5 are skipped, only steps 3 and 6 are performed.
After the handover procedure, the (target) V-SMF performs UL-CL/BP and local PSA insertion/change/removal as described in clause 4.23.9 of TS 23.502 [9] by replacing I-SMF with V-SMF and SMF and H-SMF. Differences are shown as steps 2 to 5:
2.	The (target) V-SMF invokes Nsmf_PDUSession_Update Request (new target DNAI if available and corresponding information to build ECS option) to SMF.
	For the case of local PSA removal, the request message is sent to SMF without including any DNAI.
3.	The H-SMF determines DNAI is changed and updates DNS handling rules towards the H-EASDF by invoking Neasdf_DNSContext_Update service.
4.	The H-SMF initiates Nsmf_PDUSession_Update Request towards the (target) V-SMF.
5.	The V-SMF initiates PDU Session Modification command (EAS rediscovery indication and impact field) to UE.
	The impact field corresponds to the new target DNAI and old target DNAI.
	For the case of local PSA insertion/change, the (target) V-SMF determines the impact field based on the new target DNAI. Based on the received impact field in step 1 corresponding to old target DNAI, the target V-SMF determines the final impact field corresponding to the new target DNAI and old target DNAI.
	For the case of local PSA removal, as there is no new target DNAI, there is no impact field corresponding to the new target DNAI.
6.	(V-SMF removal case) The H-SMF initiates PDU Session Modification command to UE.
	For scenario 2.1, as the H-SMF has the knowledge of EAS deployment information in VPLMN, the H-SMF determines the impact field corresponding to old target DNAI inserted by the removed V-SMF. Then the H-SMF sends EAS rediscovery indication and the impact field to the UE.
	For scenario 2.2, as the H-SMF does not have the knowledge of EAS deployment information in VPLMN, the H-SMF only sends EAS rediscovery indication to the UE.
For EAS rediscovery triggered by AF, if the AF can interact with the HPLMN via H-NEF, the EAS re-discovery procedure is performed from step 4.
NOTE:	For the AF that cannot interact with HPLMN via H-NEF, the EAS rediscovery triggered by AF is not supported in this Release.
[bookmark: _Toc113169584]6.4.3	Impacts on services, entities and interfaces
EAS discovery:
H-PCF:
-	retrieves and sends authorization policy to H-SMF which indicates local traffic routing in VPLMN is authorized.
H-SMF:
-	sends H-EASDF address to V-SMF;
-	sends authorization to V-SMF;
-	receives information to build ECS option/local DNS server from V-SMF;
-	receives Usage Report corresponds to local routed traffic in VPLMN from V-SMF;
- 	in case the PLMN ID sent by V-SMF is different from H-SMF own PLMN ID the H-SMF provides in Nsmf_PDUSession_Context Response the N9 FTEID/IP address of the H-UPF to the Target V-SMF
-	for scenario 2.1:
-	sends FQDN to V-SMF.
-	for scenario 2.2:
-	configured with information to build ECS option/local DNS server.
V-SMF:
-	receives H-EASDF address from H-SMF;
-	receives authorization policy from H-SMF;
-	sends Usage Report corresponds to local routed traffic in VPLMN;
-	the Target V-SMF selects a Target V-UPF based on the received SM context, e.g. S-NSSAI and UE location information, and the N9 FTEID/IP address of the H-UPF, 
-	for scenario 2.1:
-	receives FQDN from H-SMF;
-	determines information to build ECS option/local DNS server based on candidate DNAIs and UE location;
-	sends information to build ECS option/local DNS server to H-SMF;
-	receives target DNAI from H-SMF and perform UL-CL/BP insertion.
-	for scenario 2.2:
-	sends ECS Option/local DNS server of the VPLMN to H-SMF;
-	determines DNAI and perform UL-CL/BP insertion based on the UE location and authorization policy.
V-NRF:
-	additionally receives the N9 IP address of the H-UPF in NRF discovery request from target V-SMF;
-	provides candidate list of V-UPFs to target V-SMF based on S-NSSAI and UE location information, and the N9 IP address of the H-UPF 

EAS rediscovery:
V-SMF:
-	(V-SMF insertion/change) receives SM context including authorization policy and impact field corresponding to old target DNAI from source V-SMF/H-SMF;
-	(V-SMF insertion/change) determines impact field based on new target DNAI and impact field received from V-SMF/H-SMF.
H-SMF:
-	(V-SMF insertion) sends SM context including authorization policy and impact field corresponding to old target DNAI to V-SMF;
-	(V-SMF removal) initiates PDU Session modification procedure for EAS rediscovery.



* * * * End of changes * * * *
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