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1 Overall description
SA2 thanks CT3 for their LS on Issues on exposing 5GS information to an untrusted AF (C3-224688 / S2-2208167) and provides the following answers to CT3 questions.

Question 1: Whether the fact that the internal 5GS information shall not be exposed to an untrusted AF is applicable to all the analytics events or only those that explicitly indicate this requirement?
SA2 answer to question 1:
SA2 further discuss this issue and concluded that exposure of internal 5Gs information to untrusted AF depends on operator configuration in NEF and as such is subject of SLA with the untrusted AF. NEF may apply restrictions when information is exposed to untrusted AF, as specified already in TS 23.288:
TS 23.288 clause 6.1.1.2:
[bookmark: _Hlk116319575]4.	If the NEF receives the notification from the NWDAF, the NEF notifies the AF with the analytics information or Termination Request by invoking Nnef_AnalyticsExposure_Notify service operation defined in TS 23.502 [3]. NEF may apply outbound restrictions to the notifications to AFs (e.g. restrictions to parameters or parameter values of the Nnef_AnalyticsExposure_Notify service operation) based on analytics exposure mapping and may apply parameter mapping for external usage (e.g. TA(s), Cell-id(s) to geo coordinate). The AF checks if a Termination Request is present in the Nnef_AnalyticsExposure_Notify as defined in step 2 in clause 6.1.1.1.
TS 23.288 clause 6.1.2.2:
4.	The NEF responds with the analytics information to the AF. NEF may apply restrictions to the response to AFs (e.g. restrictions to parameters or parameter values of the Nnef_AnalyticsExposure_Fetch response service operation) based on operator configuration. The AF checks if a Termination Request is present and then follows as defined in step 2 in clause 6.1.1.1.

Question 2: Is there any other information considered as internal 5GS information except "DNN", "S-NSSAI" and "UPF info"? Whether possible some internal 5GS information can be exposed to an external AF upon some agreements between the network operator and the external ASP (e.g. DNN and/or S-NSSAI shared by the slice dedicated SLA)?
SA2 answer to question 2:
As per answer to question 1, exposure of internal 5Gs information to untrusted AF depends on operator configuration in NEF and is subject of SLA with the untrusted AF.

CT3 also noticed that NOTE 4 in Tables 6.4.3-1 and 6.4.3-2 of 3GPP TS 23.288 indicate that the "DNN" and "UPF info" shall not be included if the consumer of this analytics type is AF.
Question 3: Whether our understanding is correct that also this statement refers only to an “Untrusted AF” and whether the S-NSSAI needs to be included in the NOTEs?
Untrusted AF will request analytics via NEF. Therefore, the consumer of analytics in this case, from NWDAF perspective, will be NEF.
SA2 agreed further changes in CR in S2-2209671 to clarify that UPF info shall not be exposed by NWDAF to an AF, with the understanding that an AF is a trusted AF from NWDAF perspective. Also, SA2 agreed that N4 Session ID analytics subset is only provided by NWDAF when the consumer is SMF. 

2	Actions
To CT3:
ACTION: 	SA2 kindly asks CT3 to take SA2 answers into account.
3	Dates of next TSG SA WG 2 meetings
3GPP TSG SA2#154	14th - 18th November 2022	Toulouse, France
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