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	Reason for change:
	Multiple TAIs (e.g. different TAIs in different non-3GPP RAN nodes) for non-3GPP is supported from Rel-17. However, the TAI supported by non-3GPP RAN node is only provided as part of the non-UE related NGAP Setup Request message currently and it’s not included in the ULI (see below) of the UE related messages (e.g. Initial UE message). When AMF provides ULI to other NFs (e.g. SMF), CT4 has defined to include the TAI and RAN node ID for non-3GPP access (see below). This means AMF needs to deduce the possible non-3GPP TAI and the non-3GPP node ID based on the information received during NGAP Setup procedure. The TAI informationn is also needed for AMF to formulate the Registration area when UE is accepted.
This is possible when there is only one TAI for the non-3GPP access. With the support of multiple TAIs in non-3GPP access, it’s not possible for AMF to deduce the TAI and RAN node ID based on the ULI in the UE related messages on NGAP without TAI provided. 

Without the knowledge of which non-3GPP TAI and non-3GPP RAN node is applied to UE, functionality related to TAI (e.g. Registration Area formulation and mobility restriction) and non-3GPP RAN nodes (different slices in different non-3GPP RAN nodes) will be imapcted.

ULI in 38.413:
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	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE User Location Information
	M
	
	
	
	-
	

	…
	
	
	
	
	
	

	>N3IWF user location information
	
	
	
	
	
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	UE's local IP address used to reach the N3IWF
	-
	

	>>Port Number
	O
	
	OCTET STRING
(SIZE(2))
	UDP or TCP source port number if NAT is detected.
	-
	

	>TNGF user location information
	
	
	
	
	YES
	ignore

	>>TNAP ID
	M
	
	 OCTET STRING

	TNAP Identifier used to identify the TNAP. Details in TS 29.571 [35].
	-
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	UE's local IP address used to reach the TNGF.
	-
	

	>>Port Number
	O
	
	OCTET STRING
(SIZE(2))
	UDP or TCP source port number if NAT is detected.
	-
	

	>TWIF user location information
	
	
	
	
	YES
	ignore

	>>TWAP ID
	M
	
	OCTET STRING

	TWAP Identifier used to identify the TWAP. Details in TS 29.571 [35].
	-
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	Non-5G-Capable over WLAN device's local IP address used to reach the TWIF.
	-
	

	>>Port Number
	O
	
	OCTET STRING
(SIZE(2))
	UDP or TCP source port number if NAT is detected.
	-
	

	>W-AGF user location information
	
	
	
	Indicates the location information via wireline access as specified in TS 23.316 [34].
	YES
	ignore

	>>W-AGF user location information
	M
	
	[bookmark: _Hlk44327281]9.3.1.164
	
	-
	



N3GPP location in TS 29.571:
Table 5.4.4.10-1: Definition of type N3gaLocation
	Attribute name
	Data type
	P
	Cardinality
	Description

	n3gppTai
	Tai
	C
	0..1
	This IE shall be present over the 3GPP PLMN internal interfaces, but it shall not be present over the N5 interface. When present, it shall contain the TAI reported by the N3IWF, TNGF or W-AGF for the non-3GPP access.

	n3IwfId
	string
	C
	0..1
	This IE shall contain the N3IWF identifier received over NGAP and shall be encoded as a string of hexadecimal characters. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the N3IWF ID shall appear first in the string, and the character representing the 4 least significant bit of the N3IWF ID shall appear last in the string.

Pattern: '^[A-Fa-f0-9]+$'

Example:
The N3IWF Id 0x5BD6 shall be encoded as "5BD6".

It shall be present over the 3GPP PLMN internal interfaces if the UE is accessing the 5GC via an untrusted non-3GPP access, but shall not be present over the N5 interface.

	…
	
	
	
	




	
	

	Summary of change:
	Update the current description to specify that non-3GPP TAI will be included in as part of the ULI (similar to 3GPP access). 

	
	

	Consequences if not approved:
	Not possible to apply ULI related functions (e.g. Registration Area formulation, mobility restriction and slice support differentiation in different non-3GPP nodes).
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****************** START CHANGE ***************
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Registration Area management comprises the functions to allocate and reallocate a Registration area to a UE. Registration area is managed per access type i.e. 3GPP access or Non-3GPP access.
When a UE registers with the network over the 3GPP access, the AMF allocates a set of tracking areas in TAI List to the UE. When the AMF allocates registration area, i.e. the set of tracking areas in TAI List, to the UE it may take into account various information (e.g. Mobility Pattern and Allowed/Non-Allowed Area (refer to clause 5.3.4.1)). An AMF which has the whole PLMN as serving area may alternatively allocate the whole PLMN ("all PLMN") as registration area to a UE in MICO mode (refer to clause 5.4.1.3). When AMF allocates registration area for UE registered for Disaster Roaming service as specified in clause 5.40.4, AMF shall only consider TAIs covering the area with the Disaster Condition.
The 5G System shall support allocating a Registration Area using a single TAI List which includes tracking areas of any NG-RAN nodes in the Registration Area for a UE.
TAI used for non-3GPP access shall be dedicated to non-3GPP access. TAI(s) dedicated to Non-3GPP access may be defined in a PLMN and apply within this PLMN. Each N3IWF, TNGF, TWIF and W-AGF is locally configured with one TAI value. Each N3IWF, TNGF, TWIF and W-AGF may be configured with a different TAI value or with the same TAI value as other N3IWFs, TNGFs, TWIFs and/or W-AGFs. The TAI is provided to the AMF during N2 interface setup and as part of the User Location Information in UE associated messages as described in TS 38.413 [34].
When a UE registers with the network over a Non-3GPP access, the AMF allocates to the UE a registration area that only includes the TAI received from the serving N3IWF, TNGF, TWIF or W-AGF.
NOTE 1:	For example, two W-AGFs can each correspond to a different TAI (one TAI per W-AGF) and thus support different sets of S-NSSAI(s).
When generating the TAI list, the AMF shall include only TAIs that are applicable on the access type (i.e. 3GPP access or Non-3GPP access) where the TAI list is sent.
NOTE 2:	To prevent extra signalling load resulting from Mobility Registration Update occurring at every RAT change, it is preferable to avoid generating a RAT-specific TAI list for a UE supporting more than one RAT.
NOTE 3:	For a UE registered on N3GPP access the TAI(s) provided to the UE as part of the Registration Area is expected to enable the support of the slices that are intended to be provided for this UE over this specific Non-3GPP access. In addition, the Registration Area provided to the UE for non-3GPP access will never change until the UE deregisters from non-3GPP access (either explicit deregistration or implicit deregistration due to Deregistration timer expiring due to UE entering CM_IDLE state).
For all 3GPP Access RATs in NG-RAN and for Non-3GPP Access, the 5G System supports the TAI format as specified in TS 23.003 [19] consisting of MCC, MNC and a 3-byte TAC only.
The additional aspects for registration management when a UE is registered over one access type while the UE is already registered over the other access type is further described in clause 5.3.2.4.
To ensure a UE initiates a Mobility Registration procedure when performing inter-RAT mobility to or from NB-IoT, a Tracking Area shall not contain both NB-IoT and other RATs cells (e.g. WB-E-UTRA, NR), and the AMF shall not allocate a TAI list that contains both NB-IoT and other RATs Tracking Areas.
For 3GPP access the AMF determines the RAT type the UE is camping on based on the Global RAN Node IDs associated with the N2 interface and additionally the Tracking Area indicated by NG-RAN. When the UE is accessing NR using unlicensed bands, as defined in clause 5.4.8, an indication is provided in N2 interface as defined in TS 38.413 [34].
The AMF may also determine more precise RAT Type information based on further information received from NG-RAN:
-	The AMF may determine the RAT Type to be LTE-M as defined in clause 5.31.20; or
-	The AMF may determine the RAT Type to be NR using unlicensed bands, as defined in clause 5.4.8.
-	The AMF may determine the RAT Type to be one of the RAT types for satellite access, as defined in clause 5.4.10.
-	The AMF may determine the RAT Type to be NR RedCap as defined in clause 5.41.
For Non-3GPP accesses the AMF determines the RAT type the UE is camping based on the 5G-AN node associated with N2 interface as follows:
-	The RAT type is Untrusted Non-3GPP if the 5G-AN node has a Global N3IWF Node ID;
-	The RAT type is Trusted Non-3GPP if the 5G-AN node has a Global TNGF Node ID or a Global TWIF Node ID; and
-	The RAT type is Wireline -BBF if the 5G-AN node has a Global W-AGF Node ID corresponding to a W-AGF supporting the Wireline BBF Access Network. The RAT type is Wireline-Cable if the 5G-AN node has a Global W-AGF Node ID corresponding to a W-AGF supporting the Wireline Cable Access Network. If not possible to distinguish between the two, the RAT type is Wireline.
NOTE 4:	How to differentiate between W-AGF supporting either Wireline BBF Access Network or the Wireline (e.g. different Global W-AGF Node ID IE or the Global W-AGF Node ID including a field to distinguish between them) is left to Stage 3 definition.
NOTE 5:	If an operator supports only one kind of Wireline Access Network (either Wireline BBF Access Network or a Wireline Cable Access Network) the AMF may be configured to use RAT type Wireline or the specific one.
[bookmark: _Hlk116452499]For Non-3GPP access the AMF may also use the User Location Information provided at N2 connection setup to determine a more precise RAT Type, e.g. identifying IEEE 802.11 access, Wireline-Cable access, Wireline-BBF access.
When the 5G-AN node has either a Global N3IWF Node ID, or a Global TNGF Node ID, or a Global TWIF Node ID, or a Global W-AGF Node ID, the Access Type is Non-3GPP Access.

****************** NEXT CHANGE ***************
[bookmark: _Toc114665116][bookmark: _Toc27846555][bookmark: _Toc36187680][bookmark: _Toc45183584][bookmark: _Toc47342426][bookmark: _Toc51769126][bookmark: _Toc106187836]5.6.2	Interaction between AMF and SMF
The AMF and SMF are separate Network Functions.
N1 related interaction with SMF is as follows:
-	The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF based on the PDU Session ID in the NAS message. Further SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.
-	The serving PLMN ensures that subsequent SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.
-	SMF handles the Session management part of NAS signalling exchanged with the UE.
-	The UE shall only initiate PDU Session Establishment in RM-REGISTERED state.
-	When a SMF has been selected to serve a specific PDU Session, AMF has to ensure that all NAS signalling related with this PDU Session is handled by the same SMF instance.
-	Upon successful PDU Session Establishment, the AMF and SMF stores the Access Type that the PDU Session is associated.
N11 related interaction with SMF is as follows:
-	The AMF reports the reachability of the UE based on a subscription from the SMF, including:
-	The UE location information with respect to the area of interest indicated by the SMF.
-	The SMF indicates to AMF when a PDU Session has been released.
-	Upon successful PDU Session Establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE including the AMF set. When trying to reach the AMF serving the UE, the SMF may need to apply the behaviour described for "the other CP NFs" in clause 5.21.
N2 related interaction with SMF is as follows:
-	Some N2 signalling (such as handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF. The AMF may forward the SM N2 signalling towards the corresponding SMF based on the PDU Session ID in N2 signalling.
-	SMF shall provide PDU Session Type together with PDU Session ID to NG-RAN, in order to facilitate NG-RAN to apply suitable header compression mechanism to packet of different PDU type. Details refer to TS 38.413 [34].
N3 related interaction with SMF is as follows:
-	Selective activation and deactivation of UP connection of existing PDU Session is defined in clause 5.6.8.
N4 related interaction with SMF is as follows:
-	When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF to initiate Network Triggered Service Request procedure. In this case, if the SMF is aware that the UE is unreachable or if the UE is reachable only for regulatory prioritized service and the PDU Session is not for regulatory prioritized service, then the SMF shall not inform DL data notification to the AMF
The AMF is responsible of selecting the SMF per procedures described in clause 6.3.2. For this purpose, it gets subscription data from the UDM that are defined in that clause. Furthermore, it retrieves the subscribed UE-AMBR from the UDM, and optionally dynamic serving network UE-AMBR from PCF based on operator local policy, and sends to the (R)AN as defined in clause 5.7.2
AMF-SMF interactions to support LADN are defined in clause 5.6.5.
In order to support charging and to fulfil regulatory requirement (in order to provide NPLI (Network Provided Location Information) as defined in TS 23.228 [15]) related with the set-up, modification and release of IMS Voice calls or with SMS transfer the following applies
-	At the time of the PDU Session Establishment, the AMF provides the SMF with the PEI of the UE if the PEI is available at the AMF.
-	When it forwards UL NAS or N2 signalling to a peer NF (e.g. to SMF or to SMSF) or during the UP connection activation of a PDU Session, the AMF provides any User Location Information it has received from the 5G-AN as well as the Access Type (3GPP - Non 3GPP) of the AN over which it has received the UL NAS or N2 signalling. The AMF also provides the corresponding UE Time Zone. In addition, in order to fulfil regulatory requirement (i.e. providing Network Provided Location Information (NPLI), as defined in TS 23.228 [15]) when the access is non-3GPP, the AMF may also provide the last known 3GPP access User Location Information with its age, if the UE is still attached to the same AMF for 3GPP access (i.e. valid User Location Information).
The User Location Information, the access type and the UE Time Zone may be further provided by SMF to PCF. The PCF may get this information from the SMF in order to provide NPLI to applications (such as IMS) that have requested it.
The User Location Information may correspond to:
-	In the case of 3GPP access: TAI, Cell-Id. The AMF includes only the Primary Cell-Id even if it had received also the Cell-Id of the Primary cell in the Secondary RAN node from NG-RAN.
-	In the case of Untrusted non-3GPP access: TAI, the UE local IP address used to reach the N3IWF and optionally the UDP source port number if NAT is detected.
-	In the case of Trusted non-3GPP access: TAI, TNAP/TWAP Identifier, the UE/N5CW device local IP address used to reach the TNGF/TWIF and optionally the UDP source port number if NAT is detected.
	When the UE uses WLAN based on IEEE 802.11 technology to reach the TNGF, the TNAP Identifier shall include the SSID of the access point to which the UE is attached. The TNAP Identifier shall include at least one of the following elements, unless otherwise determined by the TWAN operator's policies:
-	the BSSID (see IEEE Std 802.11-2012 [106]);
-	civic address information of the TNAP to which the UE is attached.
	The TWAP Identifier shall include the SSID of the access point to which the NC5W is attached. The TWAP Identifier shall also include at least one of the following elements, unless otherwise determined by the TWAN operator's policies:
-	the BSSID (see IEEE Std 802.11-2012 [106]);
-	civic address information of the TWAP to which the UE is attached.
NOTE 1:	The SSID can be the same for several TNAPs/TWAPs and SSID only cannot provide a location, but it might be sufficient for charging.
NOTE 2:	the BSSID associated with a TNAP/TWAP is assumed to be static.
-	In the case of W-5GAN access: The User Location Information for W-5GAN is defined in TS 23.316 [84].
When the SMF receives a request to provide Access Network Information reporting while there is no action to carry out towards the 5G-AN or the UE (e.g. no QoS Flow to create / Update / modify), the SMF may request User Location Information from the AMF.
The interaction between AMF and SMF(s) for the case of a I-SMF insertion, relocation or removal for a PDU session is described in clause 5.34.
****************** END CHANGES ***************

