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Abstract of the contribution: Update of conclusions for KI#4: Influencing UPF and EAS (re)location for collections of UEs
1 Discussion
KI#4 description in 5.4.1 in TR 23.700-48: “Investigate the potential need and solutions to influence of PSA-UPF and EAS (re)location for collection of UEs,…”, and the solutions to the corresponding aspects as listed in clause 5.4. 
Thus, it is about selection of common EAS and/or DNAI as well as influencing PSA-UPF. These solutions in the TR addresses different aspects of this KI: sol#14, sol#15, sol#16, sol#17, sol#18, sol#19, sol#34, sol#35, sol#36, sol#37, sol#54. 
After SA2#152e meeting, there are still open issues and FFS in the conclusion. This paper proposes to resolve them. 
1.   Editor' Note: It is FFS if existing Nnef_ParameterProvision service for 5G VN group management or a new service is needed for group management.
 Nnef_ParameterProvision has been used for 5G VN group allowing AF to create/update/delete 5G VN groups. These group data are then handled and stored in UDM/UDR under 5G VN specific resource e.g. /subscription-data/group-data/5g-vn-groups in case of UDR and (/5g-vn-groups/{extGroupId} in case of UDM. 
Additionally, a 5G VN group is associated with a dedicated DNN/S-NSSAI. 
Also, a 5G VN Group may be associated with 5G VN Communication, that requires configuring UPF(s) with optimizations for UE-UE communications.
However, this KI#4 is to create/update/delete ad hoc and dynamic group specific to Edge Application such as Platooning and Multi-user low latency Gaming, XR application, etc that does not need such 5G VN group communication. Besides, an Edge specific ad hoc group members need not be associated to dedicated DNN, S-NSSAI, and Group members could belong to groups with different DNN, S-NSSAI. 
Rel-18 FS_GMEC is specific to Industrial applications e.g. those in 5G ACIA. Besides, AF, as per conclusion to KI#1 indicates to the 5GC if the group is associated with 5G VN Group Communication. It also concludes that: “…solution applies to groups created by an AF using 5G VN API as well as groups other than 5G VN groups configured by O&M”  
So, this conclusion is applicable to 5G VN and only those groups that are configured by O&M (e.g. groups in Rel-16/ Rel-17).   
Proposal 1: It is proposed to resolve this EN with below conclusion:
· Use Group type indication to differentiate between a 5GVN group and EC specific (or others) ad hoc groups  
  
2. Editor’s Note: It is FFS whether multiple SMFs or single SMF cases should be considered, and the mechanism of selection of common EAS/DNAI is FFS. 
  Different group member UEs may be served by different SMFs and in case the particular Edge Application, as indicated by the group Information requires common use of EAS and/or DNAI these should also be applicable to each group member UEs irrespective of whether they are served by same or different SMFs as described by e.g. Solution#19, and Solution #37. Thus related to 5GC selection and enforcement of common EAS/DNAI, it is proposed to remove this FFS with below proposal 2. 
Proposal 2: It is proposed to resolve this EN with below in the conclusion:
· 5GC selection and enforcement of common EAS/DNAI is applicable to single as well as multiple SMFs cases

3. Editor’s Note: It is FFS if UDM shall be used for storing a common EAS/DNAI.
     AF provisioned group information via existing Nnef_ParameterProvision service or a new service, as in case of 5G VN group or groups that are configured by O&M as specified in Rel-16 / Rel-17 uses UDM/UDR to store the group information. So, it is proposed to use the same behaviour in case of EC ad hoc groups as well.  
 Nnef_ParameterProvision_Update (or via new APIs, as discussed above): In case of EAS changes, AF provides Nnef_ParameterProvision_Update thus updating the Group information in the UDM/UDR with this EAS applicable info. In this case, e.g. as in Solution #19, the UDM updates SMF(s) indicating the EAS ID. 
NOTE:  Reusing Nnef_ParameterProvision service for ad-hoc groups allows usage of common NEF procedures for different types of groups. Then normative work can determine the UDM/UDR records to store data related with ad-hoc groups, e.g. the same data sets/subsets should store data related with 5G VN groups (one group per DNN+S-NSSAI) and data related with ad-hoc groups (multiple groups may map to the same DNN+S-NSSAI)
In case of AF_TrafficInfluence_update for Adhoc Group: In cases where the AF changes the EAS e.g. due to offloading decision, AF may provide AF_TrafficInfluence_Update for the group of UE’s. In this case the SMF relocates the EAS and updates the group information in UDM/UDR with this EAS info. The UDM notifies to those SMF(s) which have subscribed to be notified.
Proposal 3: It is proposed to resolve this EN with below in the conclusion: 
UDM/UDR is used for storing the group provisioned data, that also includes common EAS and/or common DNAI if applicable to the group members. 
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23700-48 with below changes.
*** Start change **
[bookmark: _Toc113169882]8.4	Interim conclusion for KI#4: Influencing UPF and EAS (re)location for collections of UEs
KI#4 shall be concluded by the three aspects: UE collection definition, 5GC selection of common EAS/DNAI, AF selection of common EAS/DNAI.
UE collection definition
The UEs in the UE collection are identified by a UE list, group ID or any UE may be used. Optionally, Spatial Validity Condition, may be used to limit the UEs in the UE collection to a specific area.
For group ID case, the group management is used to identify the UEs in the UE collection.
Editor's note:	It is FFS if existing Nnef_ParameterProvision service for 5G VN group management or a new service is needed for group management.
Nnef_ParameterProvision is used for group management with Group type indication to differentiate between a 5GVN group and an ad hoc group(s) as defined in this KI#4
5GC selection and enforcement of common EAS/DNAI
For solutions using 5GC NFs to manage the common EAS/DNAI, it is proposed that:
-	5GC selection of the common DNAI for UE collection shall be supported;
-	5GC selection of a common EAS for a collection of UEs shall be supported;
-	UDM/UDR is used for storing the common EAS/DNAI.
Editor's note:	It is FFS if UDM shall be used for storing a common EAS/DNAI.
UDM/UDR is used for storing the group provisioned data, that also includes common EAS and/or common DNAI whenever applicable to the group members.
Editor's note:	It is FFS whether multiple SMFs or single SMF cases should be considered, and the mechanism of selection of common EAS/DNAI is FFS.
5GC selection and enforcement of common EAS/DNAI is applicable to single as well as multiple SMFs cases
-	If a common EAS IP address is required by the application, the SMF may configure EASDF with DNS handling rules for the collection of UEs to directly respond with the IP address of the common EAS to the DNS Query.
AF selection of common EAS/DNAI
As an option, AF could determine the common EAS/DNAI for the UE collection and provide the common EAS/DNAI to 5GS. For this aspect, it is proposed that:
-	AF selection of the common EAS/DNAI for UE collection shall be supported by 5GC;
-	AF provided common DNAI/EAS for the UE collection is stored in the UDM/UDR.
Editor's note:	It is FFS if UDM shall be used for storing a common EAS/DNAI when AF provides a common DNAI/EAS to 5GC for a collection of UEs.

*** End of change ***
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