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Abstract of the contribution: This paper proposes an update of evaluation of KI#4 specific to provisioning mechanism of credentials for localized services.
Discussion
Mainly the following aspect in the key issue is evaluated in this contribution:
-	How to ensure the localized services are accessed by UE according to the conditions when and where the localized services are allowed to be accessed by the UE.
Ericsson paper shared during the pre SA2#153 FS_eNPN_Ph2 CC is used as a basis (https://www.3gpp.org/ftp/tsg_sa/WG2_Arch/TSGS2_153E_Electronic_2022-10/INBOX/DRAFTS/FS_eNPN_Ph2/preparation-CC/S2-22xxxxd_FS_eNPN_Ph2-Eval-Update-KI%234_ver1.docx)
Proposal
Add the following update to TR 23.700-08.

[bookmark: _Toc114113196]7.4	Key Issue #4: Enabling UE to discover, select and access NPN as hosting network and receive localized services
Editor's note:	The evaluation in this clause has to be updated to consider the solutions agreed during the SA2#152 meeting.

*** FIRST CHANGE **

7.4.5	Evaluation for what credentials are used to access hosting network and how to obtain them

Home network credentials are used to receive Localized services 
If home network credentials are also used to access hosting network, existing mechanisms can be re-used for enabling access to hosting network, such as roaming architecture or Credentials Holder function.
Minor enhancements are proposed to indicate to the UE that hosting network support CH function (Sol #12), or to indicate to the UE that home network credentials can be used as credential from CH to access specific hosting network (Sol #40). Whether hosting network support of CH function can be detected by UE via existing SIB broadcast. Whether home network can act as CH can be implicitly determined by whether there are priority lists for SNPN selection configured/provisioned on UE. But if hosting network selection does not use existing CH/User controlled priority lists for SNPN selection, there will be a gap for UE to know if home network credential can be used, or it needs to obtain a new set of credentials from somewhere else. When home network credential is used to access hosting network, it requires connection between home network and hosting network as described in TS 23.501 [3] clause 5.30.2.9.


Credentials different from Home network credentials are used to receive Localized services
If separate credentials from the home network credentials are needed to access hosting network, the credentials can be obtained via:
-	Application layer (Sol #12, #14, #28).
-	NAS layer (Sol #12, #13, #14, #15, #42).
-	enhanced onboarding procedure in SNPN type of hosting network (Sol #12, #22, #41).
-	enhanced user plane remote provisioning procedure in serving network (Sol #40).
Provisioning credentials via application layer is out of 3GPP scope.
Provisioning credentials via NAS layer needs to be coordinated and agreed with WG SA3, since there is no existing NAS layer procedure suited for credential provisioning based on previous study conclusion in TR 33.857 [X] (Rel-17 FS_eNPN_SEC).
Existing onboarding procedure in SNPN requires that the UE is pre-configured with Default UE credentials and other information, while Sol #12 proposes UE to obtain such onboarding related credentials/configuration via control plane signalling.
Onboarding without primary authentication requires coordination with WG SA3.

SMF and PCF of Hosting network can store Configuration data per Localized service (similar to On boarding Configuration data). UE may request provisioning of credentials for a Localized service by providing an identifier for that Localised service in PDU Session Establishment request. 
UE may request the provisioning server related information from the UE for a particular Hosting network (Sol#40) or for a particular Localized Service (Sol#41). It can use this information for User plane remote provisioning to obtain credentials for the Localized service/Hosting network.













*** SECOND CHANGE **

[bookmark: _Toc54940744][bookmark: _Toc54952459][bookmark: _Toc57233913][bookmark: _Toc68069223][bookmark: _Toc104889707]8	Conclusions
Editor's note:	This clause will capture conclusions from the study.

8.x	Conclusion for Key Issue #4
The following principles are agreed for the normative work for Key Issue #4.
1) Serving network or Hosting Network can provide UE Credential Information (PVS Address, etc.) for a particular Localized service and/or a Hosting network. UE may request this information by providing appropriate identifier for Localized service and/or Hosting Network.
2) Hosting network’s SMF and PCF can store and use Configuration data per Localized service. This data include parameters for PDU Session which is to be established for Provisioning.

*** END CHANGES ***
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