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Abstract of the contribution: This paper proposes an update to Conclusion on Key Issue#1- Resolving EN(s).
1
Discussion

1) Editor’s note: For PIN management, whether needs supporting with Application Function or 5GC NF is FFS
With the advent of ambientIoT devices, which adapts zero energy technology is expected to be more than 500 billion IoT devices on the internet by 2030, to organize and manage these Personal IoT Network (PIN) from the Network Function will be more efficient than managing from the AF – scaling NF based on the number of IoT devices. Additionally, AF is less secure as compared to NF and letting application control the policy and parameters leads to PIN operations compatibility issues such as each PIN vendor would prefer to have a different application layer protocol, which leads to inter operable issues. Each PIN operator will lead to various delays based on the internal architecture. AF based design can lead to another WID – dealing with organizing and managing. NF based IoT device control will be SBA based architecture and expands like other NF providing uniform delay, control, protocol and efficient management.
2
Proposal

It is proposed to agree the proposed text for inclusion in TR 23.700-88.
*** BEGIN CHANGES ***

8.1
Conclusion on Key Issue #1

The following interim conclusions are agreed for principles of Personal IoT Networks Key Issue #1 "5GC architecture enhancements to support PIN":
1) 
The functionality of PINE is outside the scope of 3GPP and therefore are not specified by SA2.

2)
When Application Functions are required, the differentiated traffic routing and QoS control with the corresponding 5G network capabilities exposed by 5GC may be enhanced to support PIN.
3)
The reference point among PINE, PEGC, and PEMC, no matter whether non-3GPP access or sidelink or via 5GC is used, is transparent to the 5GS and out of SA2 scope.
4)
Legacy UE acting as PEMC needs to be considered.

5)
Multi-hop P2P (i.e., communication between a chain of PINEs) and P2N relay (i.e., communication from a PINE to another PINE or to the network via an intermediate PINE) are not studied in this release.
6)
In this release, data traffic of PINE over control plane is not studied.
7) Managing and scaling number of IoT devices connected to 5GC core is easier with NF functionality in the 5G core. NF is preferred over AF solution when handling large number of IoT devices.
8) 5G core-based NF is more secure than AF. NF is preferred over AF for better security.
9) NF gives a unified protocol (CF based) policy control mechanism as compared to AF, avoiding multiple application protocols leading to inter PIN operable issues.
10) PEGC PDU session based policy is better managed with NF based rather than AF. 
11) AF based PIN policy control can lead to another WID – dealing with managing and controlling IoT devices.

*** END CHANGES ***
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