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Abstract of the contribution: This contribution proposes updates to evaluation and conclusion for KI#1.  
1.
Discussion
In current evaluation and conclusion of the KI#1 in TR 23.700-05, only OAM based mechanism is defined to configure the MBSR’s operation. 
On the other hand, solution#2 provide another way to provide configurations to the MBSR via the UE policy framework. In SA2#152e, conclusion regarding solution#2 was agreed due to the lack of full review of the information provided via this mechanism. In this contribution, the necessity of the UE Policy mechanism to provide the information to MBSR is illustrated. 

In solution#2 (clause 6.2), two type of example information were presented:

· Operation restriction; and

· PDU session parameters for accessing the OAM server. 

Firstly, the PDU session parameters would be necessary at the MBSR before it accesses the OAM server. As specified in TS 23.501 clause 5.35.1, the access to the OAM system may require specific QoS configuration. Therefore, the PDU session parameters used, e.g. DNN or S-NSSAI, should allow the SMF to detect it is for the OAM traffic and assign the corresponding QoS. Therefore, this type of configuration needs to be provided via solution#2 instead of via OAM server.

As for the operation restriction parameters, they help the MBSR determine the PLMN to access and whether to indicate its desire to operate as MBSR to the 5GC. For example, the PLMN list may help the MBSR to prioritize the PLMN selection when it intends to operate as a MBSR. This also has to be known to the MBSR before it accesses the OAM server. 

Additionally, for the operating restrictions, they can help reducing the unnecessary attempt from the MBSR to access the OAM server. Without such information, the MBSR will obtain the access to the network and establish the connection to the OAM server, only to find out that it should not attempt to operate as MBSR in this region. It would greatly waste the resources of the network and also increase the burden of the OAM server unnecessarily. 

Therefore, it is proposed to update the evaluation and conclusion for KI#1 to cover the solution#2 aspects.        

2.
Text proposal
It is proposed to agree the following changes to TR 23.700-05:
>>>>BEGINNING OF 1st CHANGES<<<<
7.1
Evaluations for KI#1

Solution #1 proposes to just reuse existing IAB provisioning methods. While this is for sure in general something the study should strive to maximize, the existing IAB configuration has some built in assumptions on the fact the IAB node is a rather trusted entity that also may be preconfigured with OAM sever address and any security credentials. However, the MBSRs are in many cases third party devices that need to be integrated in a PLMN. Solution#10 provides method for the serving PLMN to provide the MBSR with the address of the OAM server and the security credentials to access it. What security credentials are used is up to SA3 and SA5 to decide. The configuration of the MBSR itself can be based on procedures defined by SA5 and RAN WGs and may reuse the existing methods with any enhancements not in scope of SA2.

Solution#2 could be seen as complementary to solutions above and deal more directly with the configuration of the IAB-UE part of the MBSR to e.g. restrict the operation of the MBSR to specific areas, time, or PLMNs.. This can reduce the unnecessary attempts from the MBSRs to the OAM servers. Additionally, the configuration also provides the necessary information to establish the PDU session in order to connect to the OAM servers in the serving PLMN. 
>>>>BEGINNING OF 3rd CHANGES<<<<
8.1
Conclusions for KI#1

Editor's note:
This clause includes interim conclusions.

Proceed with OAM configuration that is largely borrowing what was developed for IAB nodes in previous releases with the addition of new security measures to establish trusted access to the serving PLMN OAM.
The MBSR IAB-UE configuration using the V2X architecture framework can be used together with the OAM based configuration, to provide:

· the configuration of PDU session parameters for OAM system access, and 
· the operation restrictions of MBSR based on:

- geographic area, 
- PLMN ID list that the MBSR is allowed to operate as MBSR, 
- time, and 
- speed.  
NOTE: Additional configuration parameters may be added in normative phase. 
Editor's note: 
This conclusion needs further discussion and is not final.

>>>>END OF CHANGES<<<<
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