SA WG2 Temporary Document

Page 1

SA WG2 Meeting #S2-153E
S2-2208973
10 - 17 August, 2022, E-Meeting
Source:
InterDigital
Title:
KI#4: Conclusion for KI#4
Document for:
Approval
Agenda Item:
9.4.1
Work Item / Release:
FS_eNPN_Ph2 / Rel-18
Abstract of the contribution: The contribution proposes the conclusion principles for KI#4 based on evaluation.
Discussion
This contribution tries to propose conclusion principles on various components of the solution space that are listed in 7.4.1.

Component #1: Content of localized service information

As pointed out in 7.4.2, majority of solutions see the need to configure UE with the localized service identifiers and the associated hosting network identifiers. The service identifiers and hosting network identifiers may be associated with validity conditions in terms of time and location.  To help the users discover and select the localized services that interest them, it is also desirable that the hosting network broadcasts service identifiers and/or human readable service information. The UE may use home network or CH credentials to access the hosting network as already supported in R17, but some hosting network may also require separate temporary credentials to access. The type of the credentials to be used in the hosting network and the separate temporary credentials, if needed, should also be part of localized service and hosting network information provided to the UE.

The following information is proposed to be provided to UE to perform localized service and hosting network discovery, selection, and access.

1) A list of SNPN identifiers corresponding to a local service (in case that the hosting networks are SNPN)

2) A list of CAG identifiers corresponding to a local service (in case that the hosting networks are PNI-NPN).

3) The list of SNPN identifiers or CAG IDs may be associated with validity conditions such as time or location constraints.
Additionally, the hosting network may broadcast the following information to help UE discover the localized service and hosting network:

4) Supported service identifiers, and/or human readable service information.
Credential for accessing the hosting network is also part of the localized service information, but since its source and delivery method may be different than other information, we discuss it separately as Component #3.
Component #2: How UE obtains the localized service information

Some solutions assume that localized service information is preconfigured in the UE, and the majority of solutions assume it is provided by some external source such as AF, home network, serving network or the hosting network itself. AF-based solution doesn’t allow the home network to have certain control over what local services or hosting networks the UE is allowed to access, which is not aligned with SA1 requirements. We propose the normative specification focuses on home network and serving network as the information source. And in case of serving network that is not home network, certain authorization from the home network should be performed.

Various procedures have been proposed by the solutions for the home network and serving network to deliver the information to the UE. For example, NAS procedure, SoR, UDM parameter provisioning, etc. The proposed content of the local service and network selection information is suitable for SoR procedure and it allows the home network to control the information. However, in case that the information is only available in the serving network or locally in AMF, the NAS procedure may be used by the home network or serving network to deliver the information. We propose both NAS and SoR procedure may be supported for this purpose.

Component #3: How UE obtains the credential for accessing the hosting network

Though it is possible that the home network credential or other CH credentials may be used for accessing the hosting network, it requires that the hosting network happens to be in the CH controlled priority list, which may not be the case for more general scenarios. Separate temporary credentials are needed in those cases.

Some solutions propose to enhance the onboarding procedure for the UE to obtain credentials. However, the onboarding procedure assumes that the UE has preconfigured default UE credentials and there is provisioning server ready to provide credentials, which may not apply to hosting networks. We propose the following principles if separate credentials are needed:

1) The hosting network or the localized service provider is responsible for creating the temporary credentials. This is out of 3GPP scope.

2) The temporary credentials may be delivered by the service provider to the UE via application layer/user plane. This is out of 3GPP scope.

3) The temporary credentials may be delivered by the service provider to the UE via the home network or serving network via control plane.

Component #4: How UE discovers, selects and access the hosting network for localized service
In manual mode, the user may manually trigger the UE to search and select localized services and hosting networks. If localized service information is configured in the UE, the search and selection should be limited to the service/hosting networks presented in the configuration. If localized service information is not available in the UE, it may search and selects whatever is available and interests the user.

In automatic mode, the automatic search for localized service and hosting network relies on the configured localized service information. How UE starts automatic search is up to UE implementation. For example, it may be triggered according to the time/location validity information in the localized service information. The selection of the localized service/hosting network may still be manually confirmed by the user in this automatic mode. In this mode, regardless whether the home network credential is used in the selected hosting network, the UE needs to get home network authorization before it reselects the hosting network according to SA1 requirements. 
Proposal

It is proposed to adopt the following solution evaluation and conclusion text for Key Issue #4 in TR 23.700-08.

* * * * Start of Change * * * *
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Conclusions

Editor's note:
This clause will capture conclusions from the study.
8.x
Conclusion for Key Issue #4

The following principles are agreed for the normative work for Key Issue #4.
Content of localized service information
1) The localized service and hosting network discovery, selection and access information should at least include the following:

a. A list of SNPN identifiers corresponding to a localized service (in case that the hosting networks are SNPN)

b. A list of CAG identifiers corresponding to a localized service (in case that the hosting networks are PNI-NPN).

c. The list of SNPN identifiers or CAG IDs may be associated with validity conditions such as time or location constraints.

How UE obtains the localized service information
2) The information for localized service and hosting network discovery, selection and access may be preconfigured in the UE or dynamically provisioned through the home network or the serving network.

3) The home network or the serving network can obtain the localized service and hosting network information by network management (out of SA2 scope) or through the interaction with the localized service provider through the network exposure function.

4) The following existing procedures with enhancements can be used for the home network/serving network to deliver the localized service and hosting network information to the UEs:

a. SoR procedure is used by the home network to deliver the information to the UE.

b. NAS procedure (e.g. Registration, UCU) may be used by the home network or the serving network if SoR doesn’t apply.

5) The hosting network may broadcast the supported localized service information (e.g. service identifiers and/or human readable service information) to help UEs discover the service and the hosting network.
How UE obtains the credential for accessing the hosting network

6) The UE may use the home network credential or other CH credentials to access the hosting network if the hosting network is among the CH controlled priority list.
7) The UE may use separate temporary credentials to access the hosting network:

a. The hosting network or the localized service provider is responsible for creating the temporary credentials. This is out of 3GPP scope
b. The temporary credentials may be delivered by the service provider to the UE via application layer/user plane. This is out of 3GPP scope
c. The temporary credentials may be delivered by the service provider to the UE via the home network or serving network via control plane
NOTE:
The method of delivering credentials needs to be evaluated by SA3.
How UE discovers, selects and access the hosting network for localized service

8) The UE may use manual mode or automatic mode for discovery and selection of the localized service/hosting network.

9) In manual mode, if localized service information is configured in the UE, the search and selection should be limited to the localized service/hosting networks presented in the configuration. Otherwise, the UE may search and selects whatever is available and interests the user.
10) In automatic mode, the automatic search for localized service and hosting network relies on the configured localized service information. How UE starts automatic search is up to UE implementation. In this mode, regardless whether the home network credential is used in the selected hosting network, the UE needs to get home network authorization before it reselects the hosting network.
* * * * End of Change * * * *
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