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1. Introduction/Discussion
This paper proposes for information the Nokia position on several KIs. the intention is then to enable companies to check our view and also import text into the documents for approval as needed. Nokia submitted for approval directly KI#3,5 documents.

[bookmark: _Toc22214914][bookmark: _Toc23254047][bookmark: _Toc97057181][bookmark: _Toc97266759][bookmark: _Toc104302607][bookmark: _Toc104359573][bookmark: _Toc104872766][bookmark: _Toc104302541][bookmark: _Toc104359507][bookmark: _Toc104872691][bookmark: _Toc519004414]8	Conclusions

These below are draftPCR-style comments from Nokia. This is not for approval just for discussion purposes. Nokia will provide comments based on these views.
* * * *MORE changes * * * *

[bookmark: _Toc97057182][bookmark: _Toc97266760][bookmark: _Toc104302608][bookmark: _Toc104359574][bookmark: _Toc104872767]8.X	Conclusions for Key Issue #1
The following principles are concluded for the normative work.
1)	The AMF determines the new S-NSSAI to be used to exchange the old S-NSSAI. The AMF may interrogate with the PCF or NSSF to determine the new S-NSSAI or OAM configures it with the new S-NSSAI directly.
Editor's Note:	It is FFS whether to allow the new S-NSSAI not within the Subscribed S-NSSAI in HPLMN by causing a remapping of S-NSSAI possible also in the HPLMN (in roaming case remapping is always possible). the main issue is whether the new S-NSSAI must also be provided in the configured NSSAI mapping information or not. in principle a UE supporting this new feature can in principle ignore the fact a new allowed S-NSSAI is not present in the Configured NSSAI.
Editor's Note:	It is FFS whether the trigger event in the AMF is to be specified or it is left to AMF local configuration, trigger from OAM or other conditions.
2)	In case of a same S-NSSAI associated with multiple NSIs and the change of the NSI is required, the principles of solution #15 apply.
Editor's Note:	Further details are FFS.
3)	In cases where the old S-NSSAI and the new S-NSSAI are associated with the same NSI, the principles of solution #1 apply, i.e. enable the change of the old S-NSSAI to a new S-NSSAI in the 5GC and NG-RAN without UE impact.
Editor's Note:	Further details are FFS, i.e. whether this is needed or we can just rely on resources repartitioning so there is no impact whatsoever on the system.
4)	In cases where the old S-NSSAI is replaced be a new S-NSSAI deployed on a different NSIs, the following principles apply:
a)	The AMF performs UE MM configuration update (e.g. UCU procedure) to include the new S-NSSAI in the Allowed NSSAI and/or in the Configured NSSAI, if not included yet. If the new S-NSSAI is not part of the Subscribed S-NSSAIs, the AMF provides the new S-NSSAI associated with a replaced/mapped value to the old S-NSSAI in both roaming or non-roaming case.
[bookmark: _Hlk113955264][bookmark: _Hlk113956661]Editor's Note:	It is FFS whether the existing Mapping Of Allowed NSSAI can be re-used, or a new IE (e.g. Replaced NSSAI) has to be specified.
If there are existing PDU Sessions ongoing on the old S-NSSAI, the AMF includes in the Allowed NSSAI the new S-NSSAI and temporarily the old S‑NSSAI to ensure that first the PDU Session transfer to the new S-NSSAI is performed before releasing the PDU Session on the old S-NSSAI. the principle is retained that no session can exist in a slice that is not in allowed Slices.
b)	For a new PDU Session establishment request from the UE on the old S-NSSAI:
[bookmark: _Hlk114524404]the AMF rejects the UE's request for PDU Session establishment with an indication to use an alternative S-NSSAI it provides to the UE when it is in the Allowed NSSAI; 
c)	For an existing PDU Session transfer from the old S-NSSAI to a new S-NSSAI:
-	The AMF notifies the current SMF, e.g. by triggering Nsmf_PDUSession_UpdateSMContext service operation, due to transferring to the new S-NSSAI. 
-	The SMF sends to the UE either PDU Session Modification Command (if the PDU Session is of SSC mode 3) or PDU Session Release Command (if the PDU Session is of SSC mode 1 or 2) and indicates to the UE that the PDU Session can be re-established on another S-NSSAI.
	Comment by Nokia: not sure this is needed.
the SMF sends to the UE the new S-NSSAI for uniformity with bullet b).
-	the UE triggers a new PDU Session Establishment procedure to establish a PDU Session with the new S‑NSSAI where the DNN and RSD parameters are from the RSD using the old S-NSSAI, but the old S‑NSSAI is replaced by the new S-NSSAI (similar as to use the mapped S-NSSAI value of the VPLMN when applying the RSD matched to the HPLMN S-NSSAI).

* * * *MORE changes * * * *

[bookmark: _Hlk115434158]8. Conclusions for KI#2
Following are conclusions after the discussion among the companies for KI#2.
1. Slice based SoR mechanism will reuse the current SoR mechanism defined in TS 23.122 for SoR delivery. any evolution of the delivery mechanism is in CT1 remit.
2. Slice based SoR container from the UDM to the UE is security protected.
Note 1: SA3 will further define any upgrade of security protection mechanism if needed.
3.UDM requires UE capability to deliver enahnced slice-aware SoR information. 
Note 2: How the UE provides the UE capability needs to be discussed in CT1.
4. F UE supporting slice based SoR feature only receive  any  enhanced SoR  per S-NSSAI from UDM(Sol#6, #18,#19). 
5. The UE will perform the PLMN selection based on the received Slice based SoR container as defined in solution (Sol#6, #18,#19).
	Comment by Nokia: CT1 decides...

To be discussed further (TBD):
This section contains the items which are either not described clearly and companies need further discussion or there is no conclusive results. These items needs further discussion.

TBD 1 and 2: No UE assistance information vs Requested NSSAI as UE assistance information ie whether no UE based assistance information is needed or Requested NSSAI will be sent as assistance information to the UDM via AMF transparently.
TBD 3: Whether SoR AF needs assistance information from the UDM (e.g. Slice subscription information) or the SoRAF can pull it from UDM using Nudm_SDM_GET opertion. FFS.
	Comment by Nokia: CT1 decides
* * * *MORE changes * * * *

8.X	Conclusions for KI#4
For operators implementing a centralized NSACF architecture for NSAC where a global counting and admission is under the supervision of one central checkpointA single central NSACF, Primary NSACF, is used and configuration of the different service areas and roaming partners PLMNs is known at the primary NSACF. Whether a "increase" operation is invoked due to initial registration or Mobility registration is indicated to the NSACFs. This enables the Primary NSACF to distinguish new UE registrtaions vs UE registrations related to a UE already admitted in another service area/PLMN. Optionally the information about service area/PLMN ID is passed as additional attributes to the Release 17 NSACF t. Same principles apply to the number of PDU sessions. 

For operators implementing a 2-tier hierarchy NSACF, there are two types of NSACF, i.e. the Primary NSACF and NSACF.

· The Primary NSACF handles overall NSAC for an S-NSSAI at the global level (i.e. it is ultimately responsible for the NSAC for an S-NSSAI.
· The Primary NSACF registers its NF profile to the NRF with the service area information as the global service Area. A consumer NF may utilise the NRF to discover the central NSACF by using the serving area information set to "global", and additional home PLMN ID information in roaming case.
· In roaming cases, the NSACF of the VPLMN interacts with the Primary NSACF located at the HPLMN for NSAC of the mapped S-NSSAI of the HPLMN. For roaming UEs the Primary NSACF of the HPLMN considers the NSACF of the VPLMN the same as its NSACF in HPLMN with the dedicated maximum number for roaming UEs.
· If no local maximum value is set at a NSACF, an implicit maximum value of "0" is assumed, unless a different value was agreed as part of a roaming agreement and configured by OA&M. If the Primary NSACF provides an updated value maximum this updates any value currently used at the NSACF.
· The Primary NSACF subscribes from the NACFs that it is in contact with to obtain the local number of UEs or PDU sessions admitted at the NSACF.
· The primary NSACF can at any time update NSACs it is in contact with new values of the local maximum value of UEs or PDU sessions
· At any time the primary NSACF can request to not forward requests for admission and to strictly enforce the local maximum value locally. subsequently the primary NSACF can revoke this request at any time
· 
· 

NSAC for the maximum number of UEs
The NSACF interacts with the Primary NSACF for the delegation of NSAC request for a UE, if the NSAC is unable to grant admission permission by itself or the UE entry is managed by the Primary NSACF. This does not apply NSACF supporting UE threshold.
The Primary NSACF supports the following capabilities depending on the NSACF configuration it interacts with:
· Returning a new updated local maximum number for the NSACF if the NSACF is configured to support that feature. Admission of UEs are accepted up to the local maximum number. 
· Returning a new updated UE admission threshold if the NSACF is configured to support that feature. Admission of new UEs registering in for the first time, are accepted only below that UE admission threshold. It is assumed in this case that the NSACF is initially provisioned with the local maximum number and a UE admission threshold via O&M system as an example. This threshold does not apply to UE already admitted and registering in a new service area.
· A NSACF interacts with the Primary NSACF to decide on admission of a UE when the local maximum number is exceeded. If the Primary NSACF does not increase the local maximum number for this NSACF but still admits the UE, it stores the UE_ID locally.
· If a NSACF receives a decrease operation for an unknown UE ID, it shall forward the decrease operation to the Primary NSACF

At any time, in the response to a delegation request from NSACF, or via an autonomous Notification as indicated below, the Primary NSACF can update the local maximum number of registered UEs, or the UE admission threshold information.
To enable Primary NSACF to update the local maximum number for NSCAFs configured with this option, NSACFs subscribes to Primary NSCAF for that purpose. Per the current registered number of UE at the NSACFs, the Primary NSACF optionally updates (i.e. increase or decrease) the local maximum number for NSACF. 
To enable Primary NSACF to update the new UE admission threshold for NSCAFs configured with this option, NSACFs subscribes to Primary NSCAF for that purpose. Per the current registered number of UE at the NSACFs, the Primary NSACF optionally update (i.e. upgrade or degrade) the new UE admission threshold for NSACF.

NSAC for the maximum number of PDU sessions	
The NSACF interacts with the Primary NSACF if the NSAC is unable to grant admission permission by itself. 
The Primary NSACF supports the following capabilities:
-	Returning a new updated local maximum number for the NSACF if the NSACF supports this feature.
· Returning a new updated PDU admission threshold if the NSACF is configured to support that feature. Admission of new PDUs initiated for the first time, are accepted only belowthe PDU session admission threshold. 
· A NSACF interacts with the Primary NSACF to decide on admission of a PDU sessions when the local maximum number is exceeded. If the Primary NSACF does not increase the local maximum number for this NSACF but still admits the UE, it stores the UE_ID +PDU session ID locally.
· If a NSACF receives a decrease operation for an unknown UE ID+PDU session ID, it shall forward the decrease operation to the Primary NSACF
· At any time, in the response to a delegation request from NSACF, or via an autonomous Notification as for the case of maximum number of UEs, the Primary NSACF can update the local maximum number of PDU sessions, or the PDU session admission threshold information.
· 

* * * *MORE changes * * * *


8.X	Conclusions for Key Issue #6

The following conclusions are proposed for KI#6:
For a supporting UE, the following principles are agreed for normative work:

-	The network can configure slice-specific polices including one or more of the following components:
-	Whether the registration needs to be performed based on demand/usage or configuration. This indication can be configured by HPLMN and/or VPLMN (if authorized by HPLMN) and can be provided via existing UE configuration procedures e.g. using the Configured NSSAI, and/or in URSP.
- 	Indication of the time after which a Slice is explicitly deregistered after no PDU session is left (timer running at UE only). This applies only for Slices that are established only when needed. The timer is provided by HPLMN or VPLMN of HPLMN allows any existing methods for UE configuration. After the timer expiry UE explicitly update AMF about slice deregistration. 
-  Indication of the time after which a PDU session is explicitly released after no application is detected to need it at the UE (timer running at UE only). The timer is provided by HPLMN or VPLMN of HPLMN allows any existing methods for UE configuration. After the timer expiry UE explicitly update SMF about PDU release.
-	Indication of the inactivity timer  after a PDU session is implicitly released at UE and SMFif no activity is detected. The timer runs at both the UE and the SMF/UPF. This timer is provided by the SMF at PDU session establishment time and in roaming cases it requires support from the SMF/UPF of the HPLMN (no VPLMN control if the PDU session is home routed). 
-	Indication of the inactivity timer after a slice is implicitly deregistered if no PDU sessions are present. The timer runs at both the UE and the AMF. The timer is provided by the HPLMN (UDM) or the VPLMN ( AMF policy) during the Registration procedure together with the Allowed NSSAI. The timer can be per UE or per S-NSSAI
-  The inactivity timers may be set by authorized AF (if PLMN allows) and stored in the UDM per S-NSSAI/DNN. The timer from UDM can be obtained by an AMF and SMF respectively at the time of UE registration and PDU session establishment.
-  For EPS case, the PDN connections have similar handling to PDU sessions in 5GS.
For a non-supporting UE, the following principles are agreed for normative work:
   -  The AMF determines to deregister the network slice if no PDU session is using the slice for a determined network slice inactivity time which runs only at the AMF.
   -  The SMF determines to release the PDU session if no user data is sent over the PDU session for a determined PDU session inactivity time which runs only at the SMF. The AMF also removes the S-NSSAI from the Allowed NSSAI based on indication from the SMF after completion of the PDU Session Release procedure or based on the determined network slice inactivity time.
   -  The PDU session inactivity time and network slice inactivity time may be set by authorized AF and stored in the UDM per S-NSSAI/DNN. The timer from UDM can be obtained by an AMF and SMF respectively at the time of UE registration and PDU session establishment.
   -  For EPS case, the PDN connections have similar handling to PDU sessions in 5GS.
Editor's Note: It is FFS whether to conclude solutions for scenarios where the network applies dynamic configuration of network-controlled UE behaviour for the registration to a particular S-NSSAI.
For existing PDU case, AMF and PCF shall be able to trigger PDU session transfer from one slice to another.
      NO

* * * * End of changes * * * *
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