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Abstract: It is proposed to resolve the ENs in conclusions of KI#1.
1. Introduction/Discussion
There are several Editor’s notes in conclusions of KI#1, this contribution proposes to resolve these Editor’s notes as below.
There are three basic solutions proposed for enforcement of service area:
a) Re-use LADN. Limited to one LADN area per DNN, independent of S-NSSAI.
b) Extend LADN to support a LADN area per DNN/S-NSSAI combination.
c) Introduce a SMF-based enforcement of Service Area.

For simply reusing the existing LADN mechanism as described in clause 5.6.5, the principle is as followed:
Option#a.1: UDM guarantees that the UE’s groups won’t share the same DNN, e.g. by rejecting the creation request for the second group on the same DNN, or by assigning different DNNs + same S-NSSAI for the UE’s groups. 
Option#a.2: For a given UE, AMF checks if there is any existing LADN area for the same DNN of the UE’s group, then the AMF may take actions to make sure LADN area per DNN, e.g. overwrite the existing LADN area, inform this to UDM so UDM can remove the UE from the group or delete the group.
Option#a.3: The operator configuration restricts that a (LADN DNN, S-NSSAI) is only associated with only one group.
Option#a reuses the existing LADN mechanism. The cons is the LADN area is per DNN. It limits the deployment of a UE belonging to multiples groups with the same DNN and different S-NSSAIs. And option#a.1 and option#a.2 provide a safety guard while option#a.3 won’t prevent misconfiguration, however the safety guard mechanism brings additional impacts.

Editor’s note #1:
Editor’s note:	Whether to support LADN area per DNN/S-NSSAI will be determined during normative phase.
Based on the existing LADN mechanism’s drawbacks, hence, an extended LADN to support a LADN area per DNN/S-NSSAI combination can be used to enforce the service area. The extended LADN is more flexible than reusing the existing LADN mechanism but can possibly be considered as a minor enhancement, the principles are as followed:
Option#b.1: If UE indicates that it can support the LADN area per DNN/S-NSSAI to the AMF, the AMF can provide UE with the LADN area per DNN/S-NSSAI during the UE Configuration Update/Registration procedure. Then the UE, AMF, and SMF enforce the LADN area per DNN/S-NSSAI. Otherwise, option#c will be used.
Option#b.2: The AF provides an indication that the group members support the LADN area per DNN/S-NSSAI during group definition. The AMF can receive a such indication from UDM and then can provide UE with the LADN area per DNN/S-NSSAI, then UE, AMF, and SMF enforce the LADN area per DNN/S-NSSAI. If such an indication is not received, then option#c will be used.

Editor’s note #2:
Editor's note:	Whether to support SMF-based method will be determined during normative phase.
The SMF-based method also reuses the existing mechanism, while it can work per DNN+S-NSSAI service area restriction. The SMF-based method (if UE does not support LADN per DNN and S-NSSAI) is: when the SMF receives a NAS SM request with the DNN, and S-NSSAI associated with the group, the SMF receives the Service Area in the UE subscription from UDM. The SMF shall subscribe to "UE mobility event notification" for reporting UE presence in the Area of Interest or UE location to the AMF as described in clause 5.6.11 of TS 23.501. After the SMF knows whether UE is inside/outside of the service area, it executes the operation according to the operator’s policy.
The cons is that the UE is not aware of the Service Area. The UE behaviour is unclear when it is outside/inside the Service Area, e.g. the UE has no idea whether is allowed to establish or re-establish the PDU session, hence, the principle is as followed:
Option#c.1: The SMF-based method will be used for enforcement of the service area of the group. The network assumes the UE application is aware of the UE presence in the service area of the group and the UE application can use the URSP rules to trigger the corresponding handling for the PDU Sessions.
Option#c.2: The SMF-based method will be used for enforcement of the service area of the group. In order to enable the UE to make aware of when to re-establish the rejected PDU session due to moving out of the service area, the UE needs to be pre-configured with service area for the group or dynamically configured with the service area information from the application (AF) via application signalling.
Option#c.3: The SMF-based method will be used for enforcement of the service area of the group. The UE knows that the PDU Session is rejected by SMF due to moving out of the service area and can start a timer, the UE won’t trigger the PDU Session establishment again before the timer expires.

To satisfy the legacy devices, the option#a.3 and option#c.1 are proposed: the network configuration restricts that every LADN DNN that can be used to associate with the group is uniquely linked to an S-NSSAI.
-	If the AMF receives the service area of a group from UDM and the DNN of the group is a LADN DNN, the AMF then determines the LADN Service Area for that LADN DNN and provides UE with the LADN Information. Then the UE, AMF, and SMF enforce the LADN Service Area using existing mechanism.
-	If the AMF receives the service area of a group from UDM and the DNN of the group is not a LADN DNN, the AMF won’t activate the LADN mechanism, then the SMF won’t receive the "UE presence in LADN service area" from AMF during PDU Session establishment procedure. In this case the SMF determines that the DNN, S-NSSAI of the PDU Session is associated with the group for which there is service area provisioned, and the DNN of the group is not LADN DNN, then the SMF activates the SMF-based method for service area enforcement.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-74.
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[bookmark: _Toc112932910]8.1	Key Issue #1: Enhance group attribute management
The following principles are proposed for normative work:
-	The solution applies to groups created by an AF using the 5G VN API as well as groups other than 5G VN groups configured by O&M.
-	For provisioning of service area applicable to each UE within the group and DNN/S-NSSAI, the UDM/NEF parameter provisioning service is adopted as baseline:
-	The service area is provisioned as subscription data for the group or as individual subscription data.
-	The DNN of the group can be a LADN DNN or a normal DNN. If the DNN of the group is a LADN DNN, then network configuration restricts that the LADN DNN associated with the group is uniquely linked to an S-NSSAI.
-	For enforcement of service area applicable to each UE within the group:
-	LADN-based method: If the UE supportsDNN of the group is LADN per DNN and S-NSSAI, the AMF can configure UE with the LADN Service Area for that DNN. If the UE receives LADN area per DNN and S-NSSAI, the UE behaves same as defined for LADN as defined in clause 5.6.5 of TS 23.501 [2].The LADN Service Area is determined by AMF based on AMF local configured LADN service area (if any) and service area provisioned as part of group subscription data for the group DNN/S-NSSAI. UE, AMF and SMF then enforces the LADN Service Aarea as described in TS 23.501 [2].
Editor's note: Whether to support LADN area per DNN/S-NSSAI will be determined during normative phase.
-	SMF-based method (If UE does not support LADN per DNN and S-NSSAI): When the SMF receives NAS SM PDU Session establishment request together with the DNN, S-NSSAI associated with the group, and the SMF receives the Service Area as part of group subscription data for the group in the UE subscription from UDM, the SMF determines that the DNN of the group is not LADN DNN, then. T the SMF shall subscribe to "UE mobility event notification" for reporting UE presence in Area of Interest or UE location to the AMF as described in clause 5.6.11 of TS 23.501 [2]. After the SMF knows whether UE is inside/outside of service area of the group, it executes the operation according to operator's policy.
NOTE:	In case of SMF-based method, it is assumed that the UE application is aware of the service area of the UE’s group and UE presence in the service area of the group, the UE application can trigger the corresponding PDU Session handling e.g. using URSP rules when the UE moves in/out of the service area of the group.
Editor's note:	Whether to support SMF-based method will be determined during normative phase.
-	For provisioning of default QoS applicable to each UE within the group and DNN/S-NSSAI, the UDM/NEF parameter provisioning service is adopted as baseline:
-	The default QoS is provisioned as subscription data for the group or as individual subscription data.
-	For enforcement of default QoS applicable to each UE within the group:
-	The SMF can obtain such default QoS from UDM. The SMF sends it to PCF as per existing specifications to consider it in policy decisions.
-	AF indicates to the 5GC if the group is associated with 5G VN Group Communication as defined in clauses 5.29.3 and 5.29.4 of TS 23.501 [2].
-	Support of Group-MBR using Slice-MBR.
Editor's note:	How to support reusing Slice-MBR for Group-MBR will be determined during normative phase.
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