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1. Introduction/Discussion
1.1	Common Updates
Following the Rel-17 design of 5G ProSe UE-to-Network Relay Communication, different RSCs do not share a PC5 unicast link. The same principle should applies to the PC5 unicast link only for emergency service.
Proposal 1: A dedicated PC5 link associated with an emergency RSC is only used for emergency service.
Based on the principle defined in TS 23.501, Mobility Restrictions should not be applied to UEs receiving Emergency Services. So the Relay operation related to Emergency Service should be allowed.
Proposal 2: For Forbidden Area, the mechanism defined in clause 5.4.3 of TS 23.304 [3] applies to 5G ProSe Remote UE and 5G ProSe UE-to-Network Relay. For Service Area Restriction, it is not applicable to 5G ProSe Layer-3 Remote UE. The mechanism defined in clause 5.16.4.3 of TS 23.501 [4] applies to the Layer-2 Remote UE and Layer-3 UE-to-Network Relay, where Layer-2 Remote UE and Layer-3 UE-to-Network Relay could receive Emergency Services in a Non-Allowed Area. Layer-2 UE-to-Network Relay could perform the Relay operation for the emergency service.
1.2	Layer-3 Emergency Relaying
1.2.1	Overview
In a non-relay case, when a UE performs registration it can be provided with information related to emergency access in the Registration Accept. The AMF provides the UE with information about:
-	whether the network supports emergency access in the Emergency Service Support Indicator the tells the UE whether emergency services are supported or not, if they are supported how, and
-	emergency number list to provide emergency number(s) for use within the country where the list is received.
1.2.2 Local Emergency Numbers
As the Remote UE does not register directly with the 5GC of the serving network it may not have received the list of local emergency numbers. Therefore the Layer-3 Relay UE must provide the list of local emergency numbers to the Remote UE.
Proposal 3: The Layer-3 UE to Network Relay shall provide the Remote UE a list of local emergency number it has received from the serving PLMN.
1.2.3	PC5 Authentication
A PLMN may be configured to support emergency registration for unauthenticated UEs (possible PLMN behaviours of Emergency services are described in clause 4.3.12.1 of TS 23.401). Note that a UE does not know which behaviour the PLMN is following.
When a Remote UE initiates a PC5 connection the Relay and Remote UE will attempt to perform PC5 security procedures. For the security procedures to work the Remote and the Relay must have a relationship such that there can be shared security material between them.
If the PLMN behaviour with regards to authentication is permissive, so should the PC5 authentication. There is no reason why an emergency service request that would be accepted by the serving PLMN of the Layer-3 Relay UE should be rejected due to failure to perform authentication over PC5. Equally, if the PLMN requires credentials that the UE cannot supply, the emergency service request will not succeed so there is no reason to block it at PC5 level.
Proposal 4: When the Layer-3 Relay UE is relaying emergency traffic for a Layer-3 Remote UE it follows the existing procedures for establishing emergency RRC connections and uses emergency PDU Sessions to relay the Layer-3 Remote UEs emergency traffic.
Proposal 5: When relaying an emergency service, the Layer-3 Relay UE skips the PC5 authentication procedures.
1.3 	Layer-3 N3IWF Emergency Relaying
A Layer-3 Relay UE does not differentiate between whether Layer-3 with or without N3IWF traffic is being relayed, only the Remote UE knows, therefore the actions of the Layer-3 Relay UE will be same.
A Layer-3 with N3IWF Remote UE can register with a different PLMN to the Layer-3 Relay UE via N3GPP access and receive all the information described for a Layer-3 emergency relaying. The Remote UE may receive different information about, for example, emergency access numbers, from the PLMN it is registered with and from the Relay UE.
When a UE establishes an emergency PDU Session it will have access to a DNN for IMS services for emergency, and this DNN is likely to be handled differently than a normal DNN with access to, for example the internet in general. An emergency PDU Session may not have access to a DNN which allows the Remote UE to connect to its N3IWF.
In Rel-17 a UE can only initiate an initial registration for emergency services over non-3GPP access if it cannot register for emergency services over a 3GPP access, as described in TS 24.501. This would mean if a UE can access emergency service via Uu then that route will be used and the emergency call will terminate in a PLMN local to the UE, whereas N3IWF emergency access can occur from very different geographical regions.
To ensure that a Layer-3 Relay UE does not need to handle with and without N3IWF Layer-3 relay operations differently and to ensure that the emergency access uses a PLMN local to the UE, Layer-3 emergency access should not go via N3IWF access, but operate in the same way as Layer-3 without N3IWF access.
The exception to this would be if the only access to emergency services could come via Layer-3 Relay UE with N3IWF, as for example, the Layer-3 Relay UE or its serving PLMN does not support emergency access (i.e. Emergency Service Support indicator does not indicate emergency access). However in this case the emergency traffic would not have special treatment by the Layer-3 Relay UE or its serving PLMN, i.e. it is seen and handled as normal traffic by them.
Therefore the following is clarified for Layer-3 relay with and without N3IWF access:
Proposal 5: If the Layer-3 Remote UE has found a relay that supports the emergency RSC then the Layer-3 Relay UE is using a PLMN which supports emergency services. The Layer-3 Remote UE shall use this Relay UE as higher priority than a Layer-3 Relay using N3IWF.
Proposal 6: If a Layer-3 Remote UE using N3IWF cannot find a Layer-3 Relay that supports the emergency RSC then it can fallback to use the N3IWF for emergency access, but would appear to the Layer-3 Relay UE as normal traffic.
1.4	Layer-2 Emergency Relying
1.4.1	Overview
A Layer-2 Remote UE and its Layer-2 Relay can be registered in different PLMNs. This arrangement is conceptually similar to RAN sharing when a RAN node can belong to a PLMN, but still allow access to a different PLMNs.
When Layer-2 relaying is being performed the Layer-2 Remote UE has its own registration with a PLMN, so can get all the indications about emergency support and emergency access numbers from the PLMN it registers with. This configuration maybe different between the Layer-2 Relay UEs PLMN and Layer-2 Remote UEs PLMN. The configuration provided to the Layer-2 Relay UE may not be correct for the PLMN that the Remote UE is using and therefore should not be provided to Layer-2 Remote UE. This sharing for information aspect is simplified compared to Layer-3 Relay.
1.4.2	Determining Emergency Support and Priority
However, when a Layer-2 Remote UE is using emergency access via a different PLMN the following needs clarifying, the priority of the Relay UE also needs to be appropriate for the emergency access, and how the Relay UE has knowledge of whether any PLMN accessible via the RAN node supports emergency access even if Relays PLMN does not directly.
For determining whether any PLMN that is accessible via the RAN node supports emergency service, the RAN node broadcasts in system information an ims-EmergencySupport indication. This indication is intended to indicate that the cell supports emergency services over NG-RAN for a UE in limited service state, i.e. UEs that can’t access their registered PLMN can use this cell for emergency service. This indicates to a Layer-2 Relay UE that the cell can support emergency access for a Layer-2 Remote UE.
A Layer-2 Relay UEs Emergency Service Support indicator from Registration Accept only indicates the PLMNs if it registered with support and does not tell the Relay anything about other PLMNs the cell supports.
The Remote UE knows from its own registration if the network it is registered with supports emergency access from Emergency Service Support indicator in Registration Accept. If the network it is registered with does not support emergency access, then it can know from the Layer-2 Relay UE that it can still access emergency services via the Relay UE via a different PLMN, as if it was in limited service state. A RAN node can direct the Remote UEs RRC connection request to a PLMN that supports relaying and emergency access, as the RAN node can determine the connection request is for emergency based on the RRC Establishment cause from the Remote UE.
Proposal 7: A Layer 2 Relay UE determines whether to provide emergency access based on either the system information indication for emergency support.
Proposal 8: RAN can direct a Remote UEs emergency registration request towards a PLMN that is knows supports relayed emergency access based on the Remote UEs RRC connection establishment procedure, if required.
As the PLMNs don’t need to have any interworking between them, except for the RAN sharing aspects, when a Layer-2 Remote UE is accessing emergency services via a Layer-2 Relay UE the Relay UE needs to obtain appropriate priority from its own PLMN. If the Relay UE is establishing an RRC connection then the Relay UE can use the emergency RRC establishment cause to access the network, even though it may not be the Relay that is establishing emergency bearers.
As the Relay UE is performing Layer-2 relay operations the connection state of the Relay is controlled by RAN and not the CN. When a Layer-2 Relay UE has accessed the network only RAN can release it to IDLE, and RAN can take into account, for example, Remote UEs RRC establishment cause to determine whether to release it in the emergency.
The Remote UEs PLMN is responsible for ensuring that the Remote UE is accessing the emergency services, as today, and release the Remote UE if not. RAN is aware of the Remote UEs RRC connection status and can release the Relay UE to IDLE as usual. A Remote UE cannot access service when it should not be able to by misusing emergency access.
1.4.3	PC5 Authentication
As it is the PLMN that the Remote UE accesses determines whether an unauthenticated SUCI can be permitted access, and the existing RAN based security procedures can be used between a Remote UE and RAN node, if a Remote UE is accessing for emergency service there is no need to perform any PC5 security procedures.
Proposal 9: When relaying an emergency service, the Layer-2 Relay UE skips the PC5 authentication procedures.
1.5	Remote UE Positioning
For the positioning of the Remote UE the position of the Relay UE derived from the cell ID is used as proxy for the position of the Remote UE. This applies both to Layer-2 Relay UE and Layer-3 Relay UE cases. The ULI is already provided to the AMF for the Relay UE and in the Layer-2 Remote UE case it will be Relay UEs cell ID RAN provides.
The network may calculate a more accurate position of the Relay UE using existing radio techniques. Possible enhancements may be introduced in future releases (e.g. depending on the outcome of the ranging study item).
The rationale for utilising the position of the Relay UE as proxy for the Remote UE is as follows:
-	We expect the ProSe emergency to be used mostly (always?) when the Remote UE is out of coverage so the location of the relay is the best approximation for a Network Provided Location Information (NPLI), as required generally by regulations.
-	The range of the PC5 link should be such that the position of the Relay should be reasonably accurate for the IMS to identify the most suitable PSAP.
The following is proposed for positioning the Remote UE using emergency access:
Proposal 10: For the purpose of routing the emergency call to the most appropriate PSAP, the network shall use the position of the Relay UE. This applies both to Layer-2 and Layer-3 Relay. Besides Cell ID, a location server may invoke more accurate radio positioning techniques if required to meet regulatory requirements.
Proposal 11: Depending on the outcome of the Release 18 “Study on Architecture Enhancement to support Ranging based services and sidelink positioning” further improvements to the accuracy of the location of the Remote UE may be introduced.
1.6	Layer-3 UE engaged in Emergency call
According to current specifications there can exist only one Emergency PDU session at any one time (see clause 5.16.4.9 of TS 23.501). Therefore, if the Layer-3 Relay UE is engaged in an emergency call it shall stop announcing the Emergency RSC or responding to Emergency RCS solicitations. The Layer-3 Relay UE shall also stop announcing the Emergency RSC/responding to Emergency RCS solicitations while relaying an Emergency call or engaged in an emergency call initiated by a Layer-3 Remote UE.
Open issue: TSG SA WG1 has not provided guidance on the case where user of the Layer-3 Relay attempts to set up an emergency call while relaying an emergency call from a Layer-3 Remote UE, see S2-2205433. Should the Layer-3 Remote UE emergency call be dropped? Or should the Layer-3 Relay prevent its own user from starting an emergency call? Can a single PDU session support the Layer-3 Remote UE and Layer-3 Relay UE emergency calls?
Proposal 12: Add an editor’s note documenting the issue of the user of a Layer-3 Relay not being able to place an emergency call if the Layer-3 Relay UE is already relaying an emergency call from a Layer-3 Remote UE; or the Layer-3 Remote UE emergency call via a Layer-3 Relay UE being dropped because the user of the Layer-3 Relay UE initiates an emergency call.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-33.
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[bookmark: _Toc113266052]6.42.1	Description
This solution address Key Issue #7 for "Support of Emergency Services for UE to Network Relaying".
When a 5G ProSe enabled UE acts as Relay, based on the SA1 requirementsresponse (S2-2205433), it is assumed that the Relay UE registered to a PLMN, i.e. the relay UE has a SIM/USIM/ISIM.
Under the assumptions that a UE responsible for another UE's emergency service is compliant with local regulation and the Relay UE and the Remote UE belong to the same PLMN, this solution contains the following aspects:
-	Provisioning emergency service support using the Rel-17 policy and parameter providing with the following additions:
-	ProSe Relay Discovery policy/parameters for 5G ProSe UE-to-Network Relay/Remote UE includes a dedicated emergency Relay Service Code associated with emergency service (as Emergency RSC). The Emergency RSC needs to be defined as a unique value in 3GPP standards.
-	A 5G ProSe Layer-3 UE-to-Network Relay advertises its support of emergency service only when the UE it receives the eEmergency Service sSupport indicatorion in Registration Accept or indication in system information, and has been provisioned with the policy for the a dedicated emergency RSC.
-	A 5G ProSe Layer-2 UE-to-Network Relay advertises its support of emergency service only when the serving NG-RAN indicates support of emergency services, such as ims-EmergencySupport in SIB1 as defined in TS 38.331 [14], and has been provisioned with the policy for a dedicated emergency RSC.
-	A 5G ProSe Remote UE becomes aware whether a 5G ProSe UE-to-Network Relay can support emergency services  during discovery from the a dedicated emergency RSC.
-	A 5G ProSe Remote UE indicates emergency access is requested  to the 5G ProSe UE-to-Network Relay using the a dedicated emergency RSC during PC5 link establishment, and 5G ProSe UE-to-Network Relay informs its network (both Radio and Core) of the emergency service access.
-	If the 5G ProSe Remote UE completes the emergency call, it may wait for a configurable period of time before initiating release of PC5 link for emergency service. This is to prepare for any possible call back.
-	When the PC5 link for emergency service is released, for Layer-2 UE-to-Network relaying, if the 5G ProSe UE-to-Network Relay is not involved in emergency service from any rRemote UE, the rRelay UE informs the its AMF it is no longer relaying for emergency serviceof remove the emergency indication.
-	A dedicated PC5 link associated with an emergency RSC is only used for emergency service.
Editor's note:	Whether a dedicated PC5 link to be established for an emergency service and also how the release of PC5 link and the associated timer would work when the PC5 link is shared between emergency and non-emergency services is FFS.
For emergency service from a 5G ProSe Remote UE, it is assumed that the national regulations and associated operator policy of the Relay UE's serving PLMN will apply to the Remote UE as well, e.g..
-	iIf the Relay UE's serving a PLMN does not allow emergency service from a UE without a SIM/USIM/ISIM, then the emergency request from such UE is also rejected by the PLMN by the Relay. If the Remote UE includes SUCI or PRUK ID in PC5 link establishment (see clause 6.3.3 of TS 33.503 [24]), then the Relay UE knows that the Remote UE may have a SIM.
-	if authentication is optional in Relay UE's serving PLMN, then tThe authentication security procedures as specified in clause 5.1.4.3 of TS 23.304 [3], for the Remote UE are skipped during PC5 link establishment for emergency service can be skipped.
NOTE: 	If national regulation and associated operator policy allows emergency calls without the SIM/USIM/ISIM, the IMSI check can be skipped.
[bookmark: _Toc113266053]6.42.2	Procedures
This clause captures the changes to the following (existing) procedures in TS 23.304 [3]:
-	clause 5.1.4.1	Policy/Parameter provisioning for 5G ProSe UE-to-Network Relay
-	The A dedicated Relay Service Code is used to support and identify emergency services over a UE-to-Network Relay. ProSe Relay Discovery policy/parameters for 5G ProSe UE-to-Network Relay includes the a dedicated emergency Relay Service Code and any associated parameters.
-	clause 5.4.3	Mobility Restrictions for 5G ProSe UE-to-Network Relaying
-	Reflect the support of emergency service.For a Forbidden Area, the mechanisms defined in clause 5.4.3 of TS 23.304 [3] apply to 5G ProSe Remote UE and 5G ProSe UE-to-Network Relay.
-	Service Area Restrictions are not applicable to 5G ProSe Layer-3 Remote UE. The mechanism defined in clause 5.16.4.3 of TS 23.501 [4] apply to a 5G ProSe Layer-2 Remote UE and a 5G ProSe Layer-3 UE-to-Network Relay, where a 5G ProSe Layer-2 Remote UE and a Layer-3 UE-to-Network Relay could receive Emergency Services in a Non-Allowed Area. A 5G ProSe Layer-2 UE-to-Network Relay can perform the Relay operation for the emergency service in a Non-Allowed Area.
Editor's note:	The details of the description are FFS.
-	clause 6.3.2.3	5G ProSe UE-to-Network Relay Discovery
-	The A dedicated emergency RSC is included in the UE-to-Network Relay Discovery messages including Model A and Model B discovery, if the Relay Discovery is for emergency service. The 5G ProSe UE-to-Network Relay and the 5G ProSe Remote UE can recognise the discovery and the subsequent procedure (e.g. PC5 connection setup or management) which are for emergency service based on the a dedicated emergency RSC.
-	A 5G ProSe Layer-3 UE-to-Network rRelay only includes or responds to the a dedicated emergency RSC in discovery when it receives the Emergency Services Support indication from its AMF in the Registration Accept message and has not established a PDU Session for emergency access. Emergency Services Support indication indicates that the 5G ProSe UE-to-Network Relay can setup emergency PDU Session to obtain emergency services. For 
-	A 5G ProSe Layer-2 UE-to-Network Relay case, a UE-to-Network relay only includes or responds to a the dedicated emergency RSC only includes dedicated emergency RSC when the serving NG-RAN indicates the support of emergency services, such as ims-EmergencySupport in SIB1 message as defined in TS 38.331 [14].
-	For 5G ProSe UE-to-Network Discovery with Model B, 5G ProSe Remote UE requests for emergency service for relaying.
-	clause  6.4.3.6	 Layer-2 link management over PC5 reference point for 5G ProSe UE-to-Network Relay.
-	When the Remote UE sets up the PC5 link for emergency service towards the Relay UE, the Relay UE checks the network support of emergency service for Remote UE.
-	During PC5 Layer-2 link establishment, the Relay UE will check the AMF provided network support of remote UE emergency service to and determines whether to reject the link establishment or to continue the link establishment. 
[bookmark: MCCTEMPBM_00000031]-	When the Relay UE determine to continue the link establishment, whether the security procedure should be performed or can will be skipped for 5G ProSe Communication via 5G ProSe UE-to-Network Relay (see clause 5.1.4.3 of TS 23.304 [3] for the security procedure) is based on Relay UE's serving AMF indication in registration procedure (as described below for updates to clause 6.6.2).
-	clause 6.5.1.1	5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay without N3IWF
-	The 5G ProSe Layer-3 UE to Network Relay always provides the 5G ProSe Layer-3 Remote UE with emergency access numbers, including the case when the PC5 layer 2 link is not established for emergency access.
-	For Layer-3 UE-to-Network Relay case, tThe connection establishment defined in clause 6.5.1.1 and clause 6.5.1.2 of TS 23.304 [3] is reused. When the Remote UE sends the Direct Communication Request message including the a dedicated emergency RSC, the UE-to-Network Relay sets up the emergency PDU session for relaying or modifies the emergency PDU session for support of Remote UE's emergency service. The emergency PDU Session of 5G ProSe Layer-3 Relay UE is used to transmit the 5G ProSe Layer-3 Remote UE’s emergency service.
Editor’s Note: It if FFS whether the emergency PDU Session of Layer-3 Relay UE can be used to transmit the Layer-3 Remote UE’s emergency service and the Layer-3 Relay UE’s emergency service simultaneously or whether a Remote UEs emergency session should be terminated in favour of an emergency session from the Relay UE.

-	If the 5G ProSe UE-to-Network Relay UE's state is in RRC_IDLE, then the Relay UE set RRC establishment cause to "emergency" when establishing a Uu connection to RAN.
-	clause 6.5.1.2	5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay with N3IWF support
-	A 5G ProSe Layer-3 Remote UE shall attempt to use 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay without N3IWF procedures before attempting to establish an emergency PDU Session via 5G ProSe Layer-3 UE-to-Network Relay with N3IWF support.
-	If 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay without N3IWF can’t be used then 5G ProSe Layer-3 UE-to-Network Relay with N3IWF support can be used however there is no enhancement to the 5G ProSe Layer-3 Relay UE to support this, i.e. Iif the 5G ProSe UE-to-Network Relay UE's state is in RRC_IDLE, then the Relay UE does not set RRC establishment cause to "emergency" when establishing a Uu connection to RAN and PC5 security procedures will be performed.
Editor's note:	Whether the 5G ProSe Layer-3 UE-to-Network Relay needs to establish an Emergency PDU Session to prioritize 5G ProSe Layer-3 UE-to-Network Remote UE's emergency service is FFS.
Editor's note:	The details of the description are FFS.
-	clause 6.5.2	5G ProSe Communication via 5G ProSe Layer-2 UE-to-Network Relay
-	The following addition is to be added:
-	If the 5G ProSe UE-to-Network Relay UE's state is in RRC_IDLE, then the Relay UE set RRC establishment cause to "emergency".
-	If the 5G ProSe UE-to-Network Relay UE's state is in RRC_CONNECTED, the 5G ProSe UE-to-Network Relay needs to inform its CN over NAS that the UE is involved in emergency service for a 5G ProSe UE-to-Network Remote UE, so that the 5G ProSe UE-to-Network Relay UE can be exempted from e.g. overload control.
-	Connection establishment defined in clause 6.5.2.2 of TS 23.304 [3] is reused. If the Layer-2 Remote UE does not receive the Emergency Services Support indication from AMF in the relayed Registration Accept message, the Layer-2 Remote UE may release the PC5 connection associated with Emergency RSC with the Layer-2 UE-to-Network Relay.
-	The security procedure will be skipped for 5G ProSe Communication via 5G ProSe UE-to-Network Relay (see clause 5.1.4.3 of TS 23.304 [3] for the security procedure) for emergency access.
-	Similar to the existing behaviour, when NG-RAN receives an emergency RRC establishment cause from a Remote UE it may need to direct the initial UE message towards a PLMN that supports emergency access and 5G ProSe operation if the Remote UEs PLMN is not recognised.
-	6.6.2	Registration procedure
-	To apply the local regulation and operator policy of the Relay UE's serving PLMN to the Remote UE as well, the following addition is needed:
	During Registration from a 5G ProSe enabled UE, if the UE is authorized to act as a Relay, the AMF provides the network support of emergency service for Remote UE based on behaviours defined in clause 4.3.12.1 of 23.401 [25]:
NOTE: 	The above network support indications are used by the Relay UE to accept or reject the PC5 link establishment from the Remote UE for emergency service, and to determine whether security procedure can be skipped during PC5 link establishment from the Remote UE for emergency service.
[bookmark: _Toc113266054]6.42.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.
UE:
-	5G ProSe-enabled UE that is capable of 5G ProSe Layer-3 UE-to-Network Relay receives information from AMF the network support of remote UE's emergency service.
-	A 5G ProSe Layer-2 UE-to-Network Relay receives information from NG-RAN about support whether any PLMN access via the RAN node the relay is using supports emergency access.
-	During PC5 Layer-2 link establishment for emergency access, the Relay UE will check the AMF provided network support of remote UE emergency service to determine whether to reject the link establishment or to continue the link establishment. When the Relay UE determine to continue the link establishment, whether the security procedures should be performed or can be will be skipped for 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay.
AMF:
-	Receive an indication from a Provide the network support of remote UE's emergency service to a 5G ProSe-enabled UE that is capable of Layer-2 UE-to-Network Relay it is relaying an emergency service for a Remote UE.
RAN:
-	Take into account whether a PLMN supports emergency service and ProSe when having to choose a PLMN to route an emergency call to for a 5G ProSe Layer-2 Remote UE.
* * * * End of changes * * * *
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