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Abstract: This paper proposes a further evaluation and conclusion to the KI#1.
1. Introduction/Discussion
[bookmark: _Hlk110889942]This contribution proposes a further evaluation and conclusion of KI#1, especially on the following two issue: 
1) UPF discovery related to KI#1 in FS_UPEAS.
2) Direct/indirect subscription support indication. There is an EN related to whether the NF profile need include the direct or indirect subscription support indication. The intention of the NF profile registered to the NRF is to let NF consumer per the registered NF profile information can communicate with the NF producer directly. If the UPF do not support the direct event subscription, it is not need to be register to the NRF, i.e. if it is registered to NRF, it supports the direct subscription. Hence this EN can be removed.  
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-62.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc97307780][bookmark: _Toc100835721][bookmark: _Toc101415552][bookmark: _Toc104549707]7	Overall Evaluation
Editor's note:	This clause provides evaluations of different solutions.
[bookmark: _Toc112754006][bookmark: _Toc113014249]7.1	Overall Evaluation of solutions for Key Issue #1
For KI#1:
-	How to support UPF event exposure service(s) registration/deregistration on NRF, and what parameters to be registered in the NF profile of UPF.
-	How to support UPF service discovery via the NRF, and what parameters that can be used for discovery.
Solution #1 (clauses 6.1.2.1-6.1.2.4) can be seen as the basis to solve these aspects of KI#1. It is also considered and enhanced by Solution #12 and Solution #1 (clause 6.1.2.5.3) further.
Solution #12 proposes direct subscription and indirect subscription for NWDAF collecting data from UPF. The impact of Solution #12 on KI #1 is that it proposes to include direct indication and/or indirect indication in UPF NF profile when UPF registers to NRF.
For KI#1:
-	How to support UPF selection for a UPF event exposure service request targeting a specific UE or a specific PDU session.
Solution #1 (clauses 6.1.2.5.1 and 6.1.2.5.2) can also be considered to solve that aspect of KI#1:
-	It can be used for UPF selection with information of UE IP address, as described in clause 6.1.2.5.1.
-	It can be used for UPF selection with information of SUPI, S-NSSAI and DNN, as in clause 6.1.2.5.2.
-	It can be used also for UPF selection with information of UE IP address, by first applying existing functionality for IP address translation into SUPI using BSF service.
-	It can be used for UPF selection with information of Group Identifier by first applying existing functionality for Group Identifier translation into SUPI list using UDM service.
By specifying in normative phase the enhancements proposed in clause 6.1.2.1-6.1.2.5 from solution #1 and clause 6.12.3.2 from solution #12, the following issues from KI#1 are covered:
-	How to support UPF event exposure service(s) registration/deregistration on NRF, and what parameters to be registered in the NF profile of UPF.
-	How to support UPF service discovery via the NRF, and what parameters that can be used for discovery.
The following issue from KI#1 is not covered:
-	How to support UPF selection for a UPF event exposure service request targeting a specific UE or a specific PDU session.

[bookmark: _Hlk110892411]UPF discovery for data collection
For UPF event exposure the UPF discovery is the necessary step to be considered. The UPF discovery can categorized as following option: 
· Option 1: NRF based discovery (sol#1). The UPF registered its NF profile to the NRF. The NF consumer query the NRF, per the related query information, the NRF return the related UPF meet the query request. 
· Option 2: SMF based discovery. There are further two option: 
· Option 2.1: Only SMF is discovered (Sol#8/9/10). NF consumer get the serving SMF of the UE from the UDM per SUPI or IP address (via BSF). After that, the data collection from NF consumer is subscribed to the SMF only and SMF help to identity the related UPF. 
· Option 2.2: the UPF is discovered via the assistance from SMF (Sol#1/2/7/11). NF consumer get the serving SMF for the UE from the UDM. Then it obtains the UPF information from the serving SMF. This option requires the SMF event exposure function enhancement to return a list of the UPF ID.
· Option 3: UDM/BSF based discovery (Sol#5/15). NF directly obtains the UPF information of the UE from the UDM (or BSF) if the serving SMF has registered the UPF information for the UE into the UDM (or BSF via the PCF). This option requires the SMF/UDM (or SMF/PCF/BSF) enhancement to register the UPF ID to the UDM (or BSF) and UDM (or BSF) send the required UPF ID to the NF consumer. 
Option 2 and Option 3 target for the same case, i.e. the data collection is related to a specific UE or QoS flow. 
For option 1, the NF profile of UPF can be used for discovery directly. This is suitable for the UPF direct subscription, e.g. UPF load analytics.
For option 2, option 2.2 need enhancement on the SMF. The SMF need not only expose the UPF ID but also the UPF role. In case of the UPF change, the SMF also need notify the UPF change to the NF consumer, i.e. the SMF need maintain an additional UPF information subscription context. Option 2.1 only the SMF is to be discovered. The data collection can be subscribed via the SMF. If there are UPF role change or UPF reallocation, it can be handled by the SMF directly and not need notify the NF consumer.
For option 3, it needs SMF register the related information to the UDM or BSF (via PCF). Also for each UPF role, e.g. PSA, I-UPF, the information need be registered to the UDM or BSF. Hence if the UPF role change or reallocation, the SMF also need update the related information at the UDM or BSF. 
Option 2.1 is suitable for UPF event exposure service indirect subscription as it does not require the SMF enhancement. And also the UPF role exposure and change notification can be avoided. 
* * * * Second change * * * *
[bookmark: _Toc97307781][bookmark: _Toc100835722][bookmark: _Toc101415553][bookmark: _Toc112754008][bookmark: _Toc113014251]8	Conclusions
[bookmark: _Toc112754009][bookmark: _Toc113014252]8.1	Conclusions for Key Issue #1
UPF(s) register their Event Exposure service(s), supported event ID(s) onto NRF. Procedures defined in the present TR, clauses 6.1.2.1 to 6.1.2.4 are endorsed as a baseline for normative specifications.
Editor's note: If the NF profile for UPF shall have an indirect/direct support indication as per solution 12 for the event exposure service is FFS.
The conclusion for the not covered issue in KI#1 will be concluded as part of KI#2.
To collect the data from the related UPF, the related UPF need be discovered. It is done as following: 
-	Option 1: NRF based discovery. The UPF registered its NF profile to the NRF. The NF consumer query the NRF, per the related query information, the NRF return the UPF meet the query request. 
-	Option 2: SMF based discovery. The NF consumer gets the serving SMF of the UE from the UDM per SUPI or IP address (via BSF). After that, the data collection from NF consumer is subscribed to the SMF only and SMF help to identity the related UPF.
* * * * End of changes * * * *
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