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Abstract of the contribution: Update of conclusions for KI#4: Influencing UPF and EAS (re)location for collections of UEs
1 Discussion
Selection of common EAS or common DNAI for dynamic ad-hoc group is under study of KI#4, and it is covered by a list of solutions: sol#14, sol#15, sol#16, sol#17, sol#18, sol#19, sol#34, sol#35, sol#36, sol#37, sol#54.
Based on KI#4 conclusion from SA2-152e, some further aspects need to be clarified:
1. UE collection definition
1) The EN for group management
According to TR 23.700-074, FS_GMEC KI#1 conclusions on enhancing group attribute management, existing parameter provisioning services can be reused for any type of groups. The following EN under KI#4 conclusions is proposed to be resolved if the UE collection is identified with group ID that the group is set with service area.
Editor' Note: It is FFS if existing Nnef_ParameterProvision service for 5G VN group management or a new service is needed for group management.
Proposal#1: The above EN is removed and one related NOTE as following is added:
NOTE 1: If the UE collection is identified with group ID that the group is set with service area, the related mechanism concluded for KI#1 in FS_GMEC can be followed.

2. 5GC selection and enforcement of common EAS/DNAI
For the 5GC selection and enforcement of common EAS/DNAI, the related functionalities include:
- the selection of common DNAI/EAS.
- the maintenance of common DNAI/EAS including the storage of common DNAI/EAS and the updating of common DNAI/EAS.
- the using of common DNAI/EAS.
Proposal#2: It is proposed to conclude the above 3 aspects for 5GC selection and enforcement of common EAS/DNAI
1) Whether the selection of common DNAI/EAS needs to take all UEs in the UE collection into consideration.
For 5GC based common DNAI/EAS selection, there are different solutions based on different selection criteria:
Sol#15: the common DNAI is determined by considering all UEs’ location, and it aims at selecting an optimal common DNAI for all UEs; besides, the common DNAI could be reselected in case new PDU session of UE belong to the same group is initiated. In this solution, the common DNAI is determined by a new NF, which is Session Collection Management Function (SCMF) entity.
Sol#16, sol#18, sol#34, sol#37: the common DNAI/EAS is determined based on single UE, i.e. when a UE from the collection triggers EAS discovery, the DNAI/EAS selected for the UE will be used as common DNAI/EAS for the UE collection.
Sol#54: the common DNAI is determined by the SMF having most of the PDU sessions that should be correlated.
Basically, the reason why taking more UEs into consideration for determining common DNAI/EAS is try to find out a much more optimal DNAI/EAS for all UEs in the collection. But since the UEs dynamically join/leave the collection, so if it sticks to the criteria that all UEs need to be taken into consideration for determining the common DNAI/EAS, then the selected common DNAI/EAS could change very dynamically with the joining/leaving of UE. Besides, the EAS rediscovery procedure, defined in TS23.548, causes the DNS cache flushed, but it doesn’t impact the on-going service connection, so in case the common DNAI/EAS is changed, it only impacts the new service connection, but not the on-going connection, which leads the UEs in collection connect to different DNAI/EAS.
In solutions Sol#16, sol#18, sol#34, sol#37 and Sol#54, the common DNAI is determined by reusing SMF functionality.
Multiple SMF is also considered for both the solution using SCMF for common DNAI selection and the solutions reusing SMF for common DNAI selection.
Proposal#3: The common DNAI is determined by reusing SMF functionality and the multiple SMFs is considered. 
It is FFS to take all UEs into consideration for selecting common DNAI/EAS considering multiple SMFs.

2). How the common DNAI/EAS is stored in UDM/UDR
In KI#4 conclusion from SA2-152e, it is agreed that UDM/UDR is used for storing the common EAS/DNAI, but how exactly the common DNAI/EAS is stored in UDM/UDR needs to be further clarified.
Sol#16, Sol#18, Sol#35: propose the common DNAI/EAS is stored as part of AF traffic influence data in UDR.
Sol#19: proposes the common EAS is stored as part of group data.
Sol#34, Sol#36: propose the common DNAI/EAS is stored as part of EAS deployment information in UDR.
There are cases that the UEs in UE collection are identified by a UE list, group ID or any UE with Spatial Validity Condition, the binding of common DNAI/EAS with dynamic group management only could apply to the group ID case, but not apply to other case, so it is recommend not store to the common DNAI/EAS as part of group data.
Proposal#4: Do not store the common DNAI/EAS as part of group data but as part of AF traffic influence data in UDR.
3). How the common DNAI/EAS is used in SMF 
Based on the description of KI#4, the common DNAI/EAS is used by the SMF for the following:
a) Traffic routing handling to reconfigure the User plane of the PDU Sessions for the UE collection, the SMF decides the UPF relocation based on the common DNAI. 
If IP replacement is applied, the common EAS can be used as the target EAS within IP replacement information.
Therefore, the Traffic Description should identify the traffic to be routed using the common DNAI.
b) [bookmark: _Hlk114678172]EAS (re)discovery
· For EAS (Re-)discovery over Session Breakout Connectivity Model using EASDF, the common DNAI can be used as input for DNS handling rule construction, the common EAS can be replied to the UE within the DNS response.
· For EAS (Re-)discovery over Distributed Anchor Connectivity Model without using EASDF, the common DNAI can be used to decide the DNS server to be configured to the UE during the PDU session lifetime.
Based on using common DNAI/EAS for EAS (re)discovery, the FQDN(s) included in the DNS message should be associated with the common DNAI. This is also related with question 3, if the common DNAI/EAS is stored as part of AF traffic influence data in UDR, the related Traffic Description should identify the FQDN(s) for the application(s) using the same DNAI.
Proposal#5: The common DNAI/EAS is used for Traffic routing handling and EAS (re)discovery for the PDU Sessions for the UE collection.

3. AF selection of common EAS/DNAI
For the AF selection of common EAS/DNAI, the related functionalities are similar as that for 5GC selection and enforcement of common EAS/DNAI, so it is better to use same mechanism for the same functionality but with the following points to be discussed: 
1) the selection of common DNAI/EAS.
Sol#17 propose application layer EAS selection executed by the AF based on the candidate DNAI(s)for each UE of a list of UEs.
Other related solutions sol#34, sol#35, sol#36 don’t touch this can leave this to the application implementation. For example, the common EAS can be decided based on the service agreement and/or application server performance.
[bookmark: _Hlk115457806]Proposal#6: AF can determine the common EAS/DNAI. It is FFS for the information the AF determination of common EAS/DNAI based on.
2) the delivery of common DNAI/EAS to the 5GC and maintenance of common DNAI/EAS including the storage of common DNAI/EAS and the updating of common DNAI/EAS.
In sol#16, sol#18 and sol#35, the common DNAI/EAS is proposed to be delivered and stored as part of AF traffic influence data.
In sol#34 and sol#36, the common DNAI/EAS is proposed to be delivered and stored as part of EDI data.
Proposal#7: It is proposed to keep aligned with the related mechanism used for 5GC selection and enforcement of common EAS/DNAI.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23700-48 as follows.
*** Start change ***
[bookmark: _Toc106121050]8	Conclusions
Editor's note:	This clause will capture the conclusions of the study.
8.x	Conclusions for KI#4: Influencing UPF and EAS (re)location for collections of UEs
[bookmark: _Toc50467045][bookmark: _Toc50468389][bookmark: _Toc50468659][bookmark: _Toc50468930][bookmark: _Toc50630905][bookmark: _Toc50631407]8.x	Conclusions of Key Issue #4
KI#4 shall be concluded by the three aspects: UE collection definition, 5GC selection of common EAS/DNAI, AF selection of common EAS/DNAI.

UE collection definition.
The selection of a common DNAI/EAS applies to a collection of PDU Sessions that are accessing the same application and are using the same DNN, and are established by UEs in the UE collection. 
The UEs in the UE collection are identified by a UE list, group ID or any UE may be used. Optionally, Spatial Validity Condition, may be used to limit the UEs in the UE collection to a specific area. 
For group ID case, the group management is used to identify the UEs in the UE collection, re-using existing Nnef_ParameterProvision service for 5G VN group management for the group management. 
NOTE 1: If the UE collection is identified with group ID that the group is set with service area, the related mechanism concluded for KI#1 in FS_GMEC can be followed.
[bookmark: _Hlk112862020][bookmark: _Hlk112144657]Editor' Note: It is FFS if existing Nnef_ParameterProvision service for 5G VN group management or a new service is needed for group management.
Indication for traffic correlation, and optionally with Correlation ID, for using common DNAI/EAS as part of the Traffic influence information is provided to indicating the UE collection using common DNAI/EAS. The related information is stored in the UDR as part traffic routing information and sent to the SMF via PCC Rule.

The SMF determines the UE belongs to collection of traffic influence information of UEs accessing the application based on the following:
· the indication for traffic correlation in the PCC Rule with eas_correlation indication/dnai_correlation indication and Correlation ID, and
1) the FQDN in the DNS Query reported to the SMF matched with FQDN(s) as indicated in the EAS Deployment Information and the Service data flow template of the PCC Rule with the indication for traffic correlation. or
2) the traffic to be routed matched with the Service data flow template of the PCC Rule with the indication for traffic correlation

[bookmark: _Hlk112191627]5GC selection and enforcement of common EAS/DNAI 
For solutions using 5GC NFs to manage the common EAS/DNAI. , it is proposed concluded that:
-	5GC selection of the common DNAI for UE collection shall be supported. 
-	5GC selection of a common EAS for a collection of UEs shall be supported.

For the common EAS/DNAI selection, it is concluded that:
-	SMF selects the common EAS/DNAI considering both multiple SMFs and single SMF cases.
[bookmark: OLE_LINK11]Editor's note: It is FFS to take all UEs into consideration for selecting common DNAI/EAS considering multiple SMFs.
For the common EAS/DNAI maintenance within 5GC, it is concluded that:
-	UDM/UDR is used for storing the common EAS/DNAI and Common EAS/DNAI is stored as part of AF traffic influence data in UDR.
-	SMF synchronizes with UDR and receives EAS IP or DNAI for the UE collection.

Editor's note: It is FFS if UDM shall be used for storing a common EAS/DNAI.
Editor's note: It is FFS whether multiple SMFs or single SMF cases should be considered, and the mechanism of selection of common EAS/DNAI is FFS.
For the using of common DNAI/EAS, it is concluded that:
-	For using common DNAI for Traffic routing handling, the SMF determines if the current UPF (PSA) of the PDU Session can be used to connect to the common DNAI. In case the current PSA cannot connect to the common DNAI:
-	In case of Distributed Anchor connectivity model, the SMF uses the EAS discovery procedure with the UE as described in clause 6.2.2 in TS 23.548 [x] to change the PSA of the PDU Session to a PSA that provides connectivity to the common DNAI. 
-	In case of Session Breakout connectivity model, the SMF triggers UL CL/BP and L-PSA insertion as specified in clause 6.2.3.2.2 in TS 23.548 [x]. 
-	For using common DNAI/EAS for EAS (re)discovery,
-  For EAS (Re-)discovery over Session Breakout Connectivity Model using EASDF, the common DNAI can be used as input for DNS handling rule construction. 
· For Option A, the SMF configures the EASDF to insert an EDNS Client Subnet option to the DNS Query. The EDNS Client Subnet option refers to a location that is topologically close to the common DNAI.
· For Option B, the SMF configures the EASF to forward the DNS Query to a Local DNS server related to the common DNAI.
· -  If a common EAS IP address is required by the application, if the SMF has determined the IP address of the common EAS, the SMF may configures the EASDF with DNS handling rules for the collection of UEs to directly respond with the IP address of the common EAS to the DNS Query.

AF selection of common EAS/DNAI.
As an option, AF could determine the common EAS/DNAI for the UE collection and provide the common EAS/DNAI to 5GS. For this aspect, it is proposed that:
-	AF selection of the common EAS/DNAI for UE collection shall be supported by 5GC.
-	AF can determine the common EAS/DNAI.
[bookmark: _Hlk112145239]-	AF provided common DNAI/EAS for the UE collection is stored in the UDM/UDR as part of AF traffic influence data. 
Editor's note: It is FFS if UDM shall be used for storing a common EAS/DNAI when AF provides a common DNAI/EAS to 5GC for a collection of UEs.
[bookmark: OLE_LINK12]Editor's note: It is FFS for the information the AF determination of common EAS/DNAI based on.

*** End of change ***
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