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1. Discussion
[bookmark: _Toc352077766]This pCR is proposed to update solution#19.
Based on the following description in clause 4.3.3 in TS 23.273, GMLC is responsible to perform privacy check based on the target UE privacy information from the UDM. GMLC also sends the result of the privacy check to AMF using Namf interface.
“The GMLC may request routing information and/or target UE privacy information from the UDM via the Nudm interface. After performing authorization of an external LCS Client or AF and verifying target UE privacy, a GMLC forwards a location request to either a serving AMF using Namf interface or to a GMLC in another PLMN using the Ngmlc interface in the case of a roaming UE.
The "Home GMLC" (HGMLC) is the GMLC residing in the target UE's home PLMN, which is responsible for the control of privacy checking of the target UE.”
Based on the following description in clause 5.4.2.2.3 in TS 23.273, for value added LCS Client or service type described in clause 7.1 in TS 23.273, the privacy profile maybe positioning allowed without notifying the UE user, positioning allowed with notification to the UE user. If the result of the privacy check indicates that UE must either be notified or notified with privacy verification, GMLC sends the result to the AMF. The AMF further checks whether the UE supports LCS notification (according to the UE capability information), if yes, the AMF sends a notification invoke message to the target UE. To sum up, notification and verification by the UE user may not always needed.
“The call/session unrelated class defined in clause 9.5.3.3 of TS 23.271 [4] is supported for a 5GC-MT-LR. The subscription options for the Call/Session unrelated Class may be assigned to an identified value added LCS Client, AF, value added LCS Client group or service type as described in clause 7.1 and comprise one of the following alternatives:
-	positioning allowed without notifying the UE user (default case);
-	positioning allowed with notification to the UE user;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.
NOTE:	LCS service types are defined in TS 22.071 [2] and numeric values for LCS service types are listed in clause 17.7.8 of TS 29.002 [29].
	A default subscription as described in TS 23.271 [4] clause 9.5.3.3 is included in the UE LCS privacy profile for any value added LCS client or AF not otherwise identified for the Call/Session unrelated Class and defines one of the following alternatives:
-	positioning not allowed (default case);
-	positioning allowed with notification to the UE user;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.”
Based on the status above, this pCR is proposed to update sol#19 and to solve the FFS in the solution.
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]It is proposed to update solution #19.
[bookmark: OLE_LINK9][bookmark: OLE_LINK10]* First change * 
[bookmark: _Toc112738603][bookmark: _Toc43819957][bookmark: _Toc43882472][bookmark: _Toc43882646][bookmark: _Toc43882633][bookmark: _Toc43882459][bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc23254042]6.19	Solution #19: Solution for location privacy check for Mobile Base Station Relay
[bookmark: _Toc112738604]6.19.1	General
This solution address KI#5, Support of location services for UEs accessing via a mobile base station relay.
According to the existing 5GC-MT-LR Procedure (Figure 6.1.2-1) in TS 23.273 [4], steps 2, 7, 8, 9, 16, 17, 18, 19, 20, 21, 22, and 23 are related to the UE LCS privacy check. Based on the subscription data obtained in step 2, GMLC performs privacy check for the target UE, only if the result of the privacy check indicates that the UE must either be notified or notified with privacy verification, the GMLC sends the indication to AMF. and Based on the indication and if the UE supports LCS notification (according to the UE capability information), the AMF interact with the UE/User for UE/User LCS notification, which requires LCS related UE 5GMM signalling.
As described, the result of UE LCS privacy check may requires the interaction with UE/User, because for the commercial location services which triggers this 5GC-MT-LR Procedure mainly target the end users.  Supposing that the existing location service framework and procedures are basically applied to the MBSR because the MBSR is also considered as a UE for the positioning, the UE privacy check procedure for the MBSR needs to be performed.
Thus, in case the positioning of the MBSR is additionally performed for the UE served by an MBSR as described in the solutions #7, #8, #14 and #15, the UE LCS privacy check procedures for MBSR obviously should not be invoked for every UEs' positioning procedure, as it causes delay.
This solution addresses the issue and avoids the unnecessary privacy check for the MBSR if MT-LR procedure is triggered by the UE-LMF to obtain the MBSR location.
If UE-LMF triggers MT-LR procedure via the MBSR-AMF, because the GMLC is not involved in the procedure, based on the current mechanism above, the privacy check is skipped and thus it is impossible for AMF to receive the indication that UE must either be notified or notified with privacy verification. So the AMF will not check the whether the UE supports LCS notification and will not interact with the UE/User for UE/User LCS notification. Thus in this case, no enhancement is needed to avoid the interaction above.
Editor's note:	It is FFS how the privacy check is handled if UE-LMF triggers MT-LR procedure via the MBSR-AMF.
[bookmark: _Toc112738605]6.19.2	Functional descriptions
In order to avoid interact with the UE/User for UE/User LCS notificationsolve the issue, there are several possible options:
1) 	MBRS-centric option:
- 	In this option, based on provisioning information, the MBSR is set to not indicate its LCS notification capability to AMF during registration procedure.
-	AMF does not invoke the UE LCS privacy check during 5GC-MT-LR Procedure accordingly.
2)	AMF/5GC and subscription data-centric option:
-	In this option, the AMF/5GC determines whether to keep or discard the LCS notification capability transferred from the UE based on the subscription data.
-	The subscription data includes the information that the UE is an MBSR.
-	The MBSR as a normal UE indicates its LCS notification capability to the AMF during e.g., registration procedure.
-	When the UE indicates its UE LCS notification capability, but the subscription data indicates that this UE is a MBSR, the AMF/5GC discards the UE LCS notification capability. The AMF/5GC does not invoke the UE LCS privacy check during 5GC-MT-LR Procedure accordingly.
3)	GLMC and subscription data (UE LCS privacy profile data)-centric option:
-	In this option, a new type of UE LCS privacy profile data is utilized to determine whether to proceed with the UE LCS privacy check by AMF/CN.
-	Existing UE LCS privacy profile data has the information on the location service requestor only. In this option, a new type of privacy profile data e.g., Target UE type has the information on the UE LCS privacy check (e.g. UE/user is/is not involved for privacy check).
-	The Target UE type in the UE LCS privacy profile data for MBSR includes the information that the UE does not require UE LCS privacy check.
-	The GMLC obtains the UE LCS privacy profile data of the MBSR from UDM during the 5GC-MT-LR Procedure as described in TS 23.273 [4]. The GMLC includes the information that UE LCS privacy check is not required for this UE to the location request message to AMF.
-	Based on the obtained information, the AMF/5GC does not invoke the UE LCS privacy check during 5GC-MT-LR Procedure accordingly.
[bookmark: _Toc112738606]6.19.3	Procedures
The registration request procedure in clause 4.2 of TS 23.502 [5] in Rel-17 can be used by the MBSR to access the 5GS. In addition, the location service procedure in clause 6.1.1 and 6.1.2 excepting for privacy check procedure in Rel-17 can be used for the location service.
In order to support the operation, information on MBSR needs to be defined in the subscription data, and a new type of UE LCS privacy profile data also needs to be defined in the clause 7 of TS 23.273 [4].
[bookmark: _Toc112738607]6.19.4	Impacts on services, entities, and interfaces
Impacts on existing entities
-	AMF: support to determine whether to invoke the UE LCS privacy check.
-	GMLC: support to include the information on UE LCS privacy check related information to location request message
Functions required at new entities
-	MBSR: To support change indication of LCS notification capability based on provisioned configuration.
* End of change * 
