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1. Introduction
This pCR includes miscellaneous editorial changes to TR23.700-48.
The focus is on the removal of stale editor's notes. As part of the revision process, it could be decided to replace some of these editor's notes by explanatory text, e.g. regular notes.

None of the conclusion editor's notes have been removed, as these are expected to be addressed as part of regular contributions.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-48.
* * * * First change * * * *

5.6.1
Description

This key issue investigates the potential need and solutions to avoid the UE to switch the EC traffic away from the EC PDU Session and 5GS altogether, due to conflicting connectivity preferences in the device (e.g. via means outside of 3GPP connectivity, e.g. non-integrated Wi-Fi).

In particular, this key issue will address:

-
how to determine what traffic is using the 5G System to access edge computing resources, and specifically in what granularity the traffic can be identified (e.g. Flow and/or PDU Session);

-
what actions might be taken when some application traffic is currently using the 5G System to access edge computing resources and connectivity outside of 5GS becomes available.


* * * * Next change * * * *

6.0
Solution-Key issue matrix

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.


Table 6.0-1: Solution-Key issue matrix

	Solution
	Key issues

	Title
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: EAS discovery in Home Routed roaming scenario
	X
	
	
	
	
	
	

	02: Session Breakout in Visited PLMN
	X
	
	
	
	
	
	

	03: EAS (re)discovery procedure in roaming scenario
	X
	
	
	
	
	
	

	04: Support EAS (re-)discovery in VPLMN via HR PDU Session
	X
	
	
	
	
	
	

	05: Accessing V-EHE via HR PDU Session
	X
	
	
	
	
	
	

	06: URSP solution to support roamers access to EHE in a VPLMN
	X
	
	
	
	
	
	

	07: Using URSP Rules to Establish an LBO PDU Session
	X
	
	
	
	
	
	

	08: V-ECS Discovery during Steering of Roaming
	X
	
	
	
	
	
	

	09: PDU Session configuration from EASDF
	X
	
	
	
	
	
	

	10: LBO PDU Session establishment using PLMN criteria in RSD
	X
	
	
	
	
	
	

	11: Exposure of Network Congestion
	
	X
	
	
	
	
	

	12: Efficient exposure of RAN information
	
	X
	
	
	
	
	

	13: Fast and efficient network exposure improvements
	
	X
	
	
	
	
	

	14: Group Management
	
	
	
	X
	
	
	

	15: Selection of common DNAI
	
	
	
	X
	
	
	

	16: Selecting the same EAS/DNAI for collection of UEs
	
	
	
	X
	
	
	

	17: Application layer EAS selection for collections of UEs
	
	
	
	X
	
	
	

	18: Discovery of the same EAS for collections of UEs
	
	
	
	X
	
	
	

	19: Influencing UPF and EAS (re)location for collections of UEs
	
	
	
	X
	
	
	

	20: Global EASDF
	
	
	
	
	X
	
	

	21: EAS Deployment information differentiated by PLMN ID
	
	
	
	
	X
	
	

	22: EAS discovery Edge Node Sharing
	
	
	
	
	X
	
	

	23: Improvements for EHE operated by separate party
	
	
	
	
	X
	
	

	24: Reuse Option D after UL-CL insertion
	X
	
	
	
	
	
	

	25: EAS discovery in VPLMN via V-EASDF for a HR PDU Session
	X
	
	
	
	
	
	

	26: SM Policy for HR Session Breakout in VPLMN
	X
	
	
	
	
	
	

	27: EAS discovery with dynamic setup of a LBO PDU Session
	X
	
	
	
	
	
	

	28: Support edge computing in Roaming
	X
	
	
	
	
	
	

	29: Use of Internal Group ID and constraints in EDI
	
	
	X
	
	
	
	

	30: Policies referring to "Allowed services" and/or "Subscriber categories"
	
	
	X
	
	
	
	

	31: Providing traffic offload policy for a set of UEs with service information
	
	
	X
	
	
	
	

	32: Offload policy for finer granular set of UEs
	
	
	X
	
	
	
	

	33: AF requests offload policy for sets of UEs
	
	
	X
	
	
	
	

	34: Selecting the same EAS/DNAI for collection of UEs
	
	
	
	X
	
	
	

	35: Providing dedicated (re)location information as traffic routing information
	
	
	
	X
	
	
	

	36: Providing dedicated (re)location information as EAS Deployment information
	
	
	
	X
	
	
	

	37: (Re)location of same EAS and coordination across UEs
	
	
	
	X
	
	
	

	38: EAS Discovery for EHE shared with other PLMN
	
	
	
	
	X
	
	

	39: Support EAS relocation of inter-PLMN
	X
	
	
	
	X
	
	

	40: EAS discovery for shared EHE
	
	
	
	
	X
	
	

	41: Controlling non-3GPP access of EC traffic via URSP and ATSSS
	
	
	
	
	
	X
	

	42: Network-guided EC traffic switching
	
	
	
	
	
	X
	

	43: Network-based solution for keeping EC traffic on 3GPP Access
	
	
	
	
	
	X
	

	44: EAS traffic switching avoidance
	
	
	
	
	
	X
	

	45: Application selected PDU Session
	X
	
	
	
	
	X
	

	46: Avoid UE switching on-going EC traffic away from 3GPP access
	
	
	
	
	
	X
	

	47: Avoiding Switch Away Based on an SMF Indication
	
	
	
	
	
	X
	

	48: Avoiding Switch Away Based on an Indication in the URSP
	
	
	
	
	
	X
	

	49: URSP based solution to avoid UE to switch away from Edge PDU Session
	
	
	
	
	
	X
	

	50: Obtain and maintain mapping table between IP address/IP range with DNAI
	
	
	
	
	
	
	X

	51: EDI holding the IP address to DNAI mapping
	
	
	
	
	
	
	X

	52: AF obtaining target DNAI provided by NEF
	
	
	
	
	
	
	X

	53: EDC-based EAS discovery for HR PDU Session with Session Breakout
	X
	
	
	
	
	
	

	54: PCF controlling common DNAI
	
	
	
	X
	
	
	

	55: Access the shared EAS via N9 tunnel
	
	
	
	
	X
	
	


* * * * Next change * * * *

6.9.1
Description

This solution addresses KI#1: Accessing EHE in a VPLMN when roaming.

In this solution, the UE uses a predefined FQDN to the EASDF that is shared between operators. For example, GSMA could host the root entry for this Global EASDF. This solution is based on that the Global EASDF supports either configuration for a local EASDF or configuration for the UE to set up a new PDU Session.

For a specific VPLMN, if the HPLMN requires the UE to use a new (LBO) PDU Session to access the V-PLMN's EHE, then the HPLMN will configure the Global EASDF with configuration for the UE to use to set up a new PDU Session. When the UE initiates the new PDU Session, then the UE will receive all needed configuration from the V-SMF for EAS discovery in the V-PLMN's network. If the HPLMN instead uses HR PDU Session, then it will configure the Global EASDF with the IP address of the EASDF in the V-PLMNs network. The UE will then use that one to discover EAS(s) in the V-PLMN. This allows the V-PLMN to utilize local traffic routing to the V-PLMNs EHE according to the agreement between them.

The Global EASDF acts as a DNS server to provide the UE with either the IP address of the EASDF that the UE should use in the V-PLMN or the S-NSSAI/DNN combination that the UE will use to set up a PDU Session.

This solution does not utilize URSP rules for the UE to retrieve and set up new PDU Session.


* * * * Next change * * * *

6.9.2.2
DNS structure

The DNS structure uses the following format:

easdf.cmnc<CMNC>.cmcc<CMCC>.mnc<MNC>.mcc<MCC>.<root FQDN>

The <MNC> is replaced by the UE with the Mobile Network Code from the subscription.

The <MCC> is replaced by the UE with the Mobile Country Code from the subscription.

The <CMNC> is replaced by the UE with the (Current) Mobile Network Code the UE is roaming into.

The <CMCC> is replaced by the UE with the (Current) Mobile Country Code the UE is roaming into.

The MNC/MCC pair represents the H-PLMN

The CMNC/CMCC pair represents the V-PLMN

With this structure, each H-PLMN decides and manages what configuration should be included for each roaming partner since all configuration for each V-PLMN is encoded as sub-domain for the H-PLMN.


The following DNS record types is used:

CNAME OR A Record:


This type is used by the operator to configure which local EASDF the UE should use when the H-PLMN utilises HR PDU Session with local traffic routing in that specific V-PLMN.

SRV Record:


This type should be used by the operator to configure the UE with the PDU Session configuration to set up a local PDU Session that terminates in V-PLMN. The following syntax is used for the SRV record:

"_dnn._tcp.<operators domain name>."


The <operators domain name> is replaced with any domain name that the operator owns. The SRV Record target syntax is <Slice Differentiator>.<DNN>. The SD (Slice Differentiator) should always be included and according to clause 28.4.2 of TS 23.003 [16] a reserved value is defined ("FFFFFF") when no SD is defined. The SST shall be set as port number.

* * * * Next change * * * *

6.11.0
General

This solution corresponds to KI#2 on Fast and efficient network exposure improvements.

Based on the use cases and scenarios in clause 5.2.2, the following network congestion information needs to be exposed to AF via local UPF/NEF:

-
QoS Notification Control. For GBR QoS Flow, RAN exposes "GFBR can no longer be guaranteed" (or "GFBR can be guaranteed"), as well as the reference to the matching Alternative QoS Profile to AF via local UPF/NEF.

-
Network Congestion indication. For non-GBR QoS Flow, RAN exposes network congestion indication that indicates network congestion occurrence or recovery to AF via local UPF/NEF.

-
Network Congestion Level. This indicates the degree of RAN congestion. RAN exposes network congestion level to AF via local UPF/NEF.

NOTE 1:
How to determine the network congestion level of a RAN node is up to RAN implementation.


NOTE 2:
This solution targets services with user plane packet transmission.

* * * * Next change * * * *

6.13.1
Introduction

This solution addresses the KI#2: Fast and efficient network exposure improvements. This solution reuses mechanism defined to establish QoS Monitoring as specified in clause 5.33.3 of TS 23.501 [2], clause 4.3.3 of TS 23.502 [9] and support of network exposure with low latency to local AF as specified in clause 6.4.2 of TS 23.548 [3].


The solution is based on following principles:

-
The local AF subscribes the low latency exposure of cell ID, etc. from the PCF via a local NEF.

-
NG-RAN provides information such as cell ID(s) as requested by the SMF.

-
UPF exposes received information as defined in clause 5.2.26 of TS 23.502 [9] and further enhanced in FS_UPEAS to local NEF/AF.

-
The local AF may use received information about the cell(s) currently serving a UE to retrieve current and predicted UE and cell radio conditions from RAN. Such information may be used by local AF and applications, for instance, to trigger video codec rate adaption and prevent user experience degradation.


* * * * Next change * * * *

6.13.2
Functional Description

This solution addresses KI#2 and the following principles are used:

1.
The local AF subscribes using Nnef_AFSessionWithQoS / Npcf_PolicyAuthorization_Subscribe service the low latency exposure of cell ID(s), etc. from the PCF via a local NEF as defined in clause 6.4.2.1 of TS 23.548 [3]. The local AF may also subscribe direct event notification from the UPF to the local AF as defined in clause 6.4.2.1 of TS 23.548 [3].

2.
PCF sends this subscription to SMF as defined in clause 6.4.2.1 of TS 23.548 [3], together with requested information.

3.
The SMF configures NG-RAN via AMF, and the UPF over N4 for the UPF, with the requested to notify AF.

4.
NG-RAN node sends the requested information e.g. cell ID(s) in NG-RAN UL (Uplink) over GTP-u to UPF. Requested information may be sent, e.g. using UL PDU Session Information as defined in TS 38.415 [14] for QoS Monitoring information.


NOTE:
AF may use e.g. Cell ID to obtain additional information e.g. using APIs defined by ETSI MEC, etc. but these are outside the scope of this solution.

5.
This SMF provided configuration is transferred to the new/target NG-RAN node when the UE has been handed over to a the new/target NG-RAN node.

6.
If the serving cell Id(s) has changed (and upon receiving the SMF request), the NG-RAN provides the latest/new serving cell Id(s).

7.
The UPF exposes received information to local NEF/AF as defined in clause 5.2.26 of TS 23.502 [9] and further enhanced in FS_UPEAS.

* * * * Next change * * * *

6.20.2.1
Global EASDF
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Figure 6.20.2-1: Global EASDF

0.
Pre-requisites: HPLMN has configured the Global EASDF with appropriate entries for all separate party's EASDF and/or their EAS they want to enable in their network.

1.
Existing PDU Session establishment procedure according to step 1 in clause 6.2.3.2.2 of TS 23.548 [3].

2.
For Option A, the UE performs a DNS query to the Global EASDF. Since this is a public FQDN to the Global EASDF, the UE may use any locally configured DNS Server that in turn will use next DNS server in the DNS hierarchy until it goes to the Global EASDF.


NOTE 1:
The unique identifier to use for querying another EASDF will be specified during the normative phase.

NOTE 2:
The structure of the DNS Query is the same as defined in solution#09 in clause 6.9.
3.
The Global EASDF responds with the IP address of the EASDF that the UE should use in next step.

4.
The UE performs EAS Discovery, as specified in step 7 in clause 6.2.3.2.2 of TS 23.548 [3] except that it uses the IP address received in step 3 as DNS server for the DNS query instead of the one received during PDU Session establishment procedure.

5.
EASDF sends the DNS Response to the UE, as specified in step 19 in clause 6.2.3.2.2 of TS 23.548 [3].

6.
For Option B, The UE performs EAS Discovery, as specified in step 7 in clause 6.2.3.2.2 of TS 23.548 [3] and uses the IP address of the Global EASDF instead of the one received during PDU Session establishment procedure.

7.
EASDF sends the DNS Response to the UE, as specified in step 19 in clause 6.2.3.2.2 of TS 23.548 [3].

8.
The UE application starts to utilize the provided EAS.

* * * * Next change * * * *

6.22.2.1
Option 1: Shared EASDF

This option is based on the concept of shared EAS Discovery Function (shared EASDF), which is a new network entity shared among multiple operators and used to support the discovery of EAS for shared Edge Nodes.
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Figure 6.22.2.1-1: Architecture with deployed Shared EASDF

The Shared EASDF is a new network entity deployed in the core network and shared among the PLMNs of the MNOs that support Edge Node Sharing. The shared EASDF is hosted by one PLMN. The PLMN hosting the shared EASDF is the anchor PLMN. The communication between other PLMNs and the shared EASDF takes place via the serving EASDF (sEASDF) and the serving SMF (sSMF), that is via the EASDF and the SMF of the PLMN serving the UE. The sSMF handles the DNS context on the shared EASDF in a similar way as for the sEASDF, i.e. via the Neasdf_DNSContext_Create service.


The shared EASDF stores EAS deployment information such as EAS address hosted by other PLMNs. An operator needs to update its EAS information in the shared EASDF any time a change is applied (e.g. an EAS is added/modified/removed, or an MNO joins or leaves sharing of Edge Node).

* * * * Next change * * * *

6.33.1
Description

The following solution corresponds to the key issue #3 on Policies for finer granular sets of UEs as specified in clause 5.3.

It is using the AF influence traffic mechanism to route the traffic for a collection of UEs. The AF provides the Category information in AF request to indicate which information elements (e.g. Spatial Validity Condition, Application Identifier, FQDN range, Temporal Validity Condition, Target UE Identifier) are used to determine the collection of UEs for traffic offload.


The information elements defined in clause 5.6.7 in TS 23.501 [2] can be reused, the categories include:

-
Category 1: Spatial Validity Condition (Area of Interest, geographical area etc.), e.g. the traffic routing mechanism is applied to the UEs located in the same Area of Interest.

-
Category 2: Application Identifier/FQDN range, e.g. the traffic routing mechanism is applied to the UEs that are using the same application.

-
Category 3: Temporal Validity Condition, e.g. the traffic routing mechanism is applied to the UEs that use the same application during the specific time interval.

-
Category 4: Target UE Identifier(s), e.g. the traffic routing mechanism is applied to the UEs that are associated with a specific External Group Identifier.

Other categories: combinations of category 1-4, it may include:

-
Category 5: Spatial Validity Condition AND Application Identifier/FQDN range, e.g. the traffic routing mechanism is applied to the UEs located in the same Area of Interest and using the same application.

-
Category 6: Combination of different groups, e.g. UEs that are associated with both External Group Identifier A and External Group Identifier B.

-
etc.

Based on the Category information in AF request, the PCF generates PCC rule(s) and sends it to the SMF. The SMF determines that the UE belongs to the collection of UEs for traffic offload, and reconfigures the UP per PCC rule(s).

* * * * Next change * * * *

6.43.2.2
UE decides PDU Session handover according to NWDAF analytics


In study of Rel-18 FS_AIMLsys, the UE obtaining the NWDAF analytics is discussed and the UE can acquire the analytics from NWDAF via DCAF or NAS messages.

In Rel-17, the NWDAF can provide the analytics of service experience in both 3GPP Access and non-3GPP Access according to the table 6.4.3-1 of TS 23.288 [19].

Table 6.43.2.2-1: Service Experience statistics (Referred to table 6.4.3-1 of TS 23.288 [19])
	Information
	Description

	Application service experiences (0..max)
	List of observed service experience information for each Application.

	> S-NSSAI
	Identifies the Network Slice used to access the Application.

	> Application ID
	Identification of the Application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	> UE location
	Indicating the UE location information (e.g. TAI list, gNB ID, etc) when the UE service is delivered.

	> UPF Info
	Indicating UPF serving the UE.

	> DNN
	DNN for the PDU Session which contains the QoS flow.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server.

	> Service Experience
	Service Experience over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax)
	List of SUPI(s) with the same application service experience.

	> Ratio
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity
	Area where the Application service experience analytics applies.

	> Validity period
	Validity period for the Application service experience analytics as defined in clause 6.1.3 of TS 23.288 [19].

	> RAT Type
	Indicating the list of RAT type(s) for which the application service experience analytics applies.

	> Frequency
	Indicating the list of carrier frequency value(s) of UE's serving cell(s) where the application service experience analytics applies.


Also, the NWDAF can provide WLAN performance in certain area or under certain SSID as indicated in table 6.11.3-1 of TS 23.288 [19].
The performance of different Access mode includes: QoS flow Bit Rate, QoS flow Packet Delay, Packet retransmission, UL/DL data rate, etc.

When UE obtains the analytics above from NWDAF in certain UE location and time range, the UE can decide whether to handover the EC-PDU Session from 5GC to non-3GPP access according to the performance. For example, if in the certain UE location and time, the EC-PDU Session in 3GPP Access has better performance than the non-3GPP Access, for example, the lower packet loss and higher UL/DL data rate, the UE can decide to not handover the EC-PDU Session to non-3GPP Access, and vice versa.
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Figure 6.43.2.2-1: NWDAF based solutions for keeping EC traffic not handover to non-3GPP Access

1.
If the UE is not registered via non-3GPP access, the UE shall initiate Registration procedure as defined in clause 4.12.2 (untrusted non-3GPP access) of TS 23.502 [9] or as defined in clause 4.12a.2.2 of TS 23.502 [9].

2.
UE obtains the analytics from NWDAF. The Analytic ID includes Service Experience, WLAN Performance. After UE obtains the analytics from NWDAF, the UE can receive both of the performance under 3GPP Access and non-3GPP Access in certain UE location and time range, for example, the QoS flow Bit Rate, QoS flow Packet Delay, Packet retransmission, UL/DL data rate, etc.


3.
UE compares the performance between 3GPP Access and non-3GPP Access of a certain EC PDU Session.

4.
If the UE decides that an EC PDU Session established in 3GPP Access has better performance than non-3GPP Access, the UE decides to not handover this PDU Session from 3GPP Access (for example, 5GS) to non-3GPP Access. If the PDU Session established in 3GPP Access has worse performance than non-3GPP Access, the PDU Session ID which the PDU Session referred to should be selected out, and to be used in step 5, to handover to non-3GPP Access to acquire better performance.

5.
The UE performs PDU Session Establishment procedure in non-3GPP Access with the PDU Session ID selected by UE in step 4 of the PDU Session to be moved as specified from step 1 to step 2a in clause 4.12.5 of TS 23.502 [9] or in clause 4.12a.5 of TS 23.502 [9].


At this stage, the PDU Session which has worse performance in non-3GPP Access should not be included in the PDU Session Establishment procedure.
* * * * Next change * * * *

6.44.2
Procedures
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Figure 6.44.2-1: EAS traffic switching information provisioning during PDU Session Establishment

1-2.
During the PDU Session Establishment procedure, UE may indicate to the SMF its capability to support the EDC functionality and to control application traffic switching via PCO.

3.
The SMF invokes Nudm_SDM_Get to retrieve the UE subscription information from the UDM.

4.
The UDM provides the SMF with the UE subscription information that may include an indication on UE authorization for EAS discovery via EASDF and EAS traffic switching information. The EAS traffic switching information indicates that the traffic for EAS discovered via 5GC assistance (e.g. with EASDF) shall be delivered over 5GS access without being switched away from the PDU Session to other session associated to the access that is not integrated with 5GS (e.g. non-integrated Wi-Fi) even if the non-integrated connectivity becomes available for the UE.

5.
The SMF selects an EASDF and perform DNS context creation at the selected EASDF.

6-7.
The SMF may decide to indicate to the UE either that the use of the EDC functionality is allowed for this PDU Session or that the use of the EDC functionality is required for this PDU Session. If the UE subscription information retrieved in step 4 includes EAS traffic switching information, the SMF indicates to UE that EAS traffic switching control is required via AMF (by invoking Namf_Communication_N1N2MessageTransfer service) as follows:

-
If the SMF decides to indicate that EDC functionality is allowed, the SMF indicates that EAS traffic switching control is required for the traffic of the application(s) that is mapped onto the PDU Session and explicitly requests the use of the EDC functionality.

-
If the SMF decides the use of EDC functionality is required for the PDU Session, the SMF indicates to UE that EAS traffic switching control is required for all the traffic of the application mapped onto the PDU Session.

-
If the UE does not indicate its capability to support EDC functionality (i.e. does not support EDC functionality), the SMF indicates to UE that EAS traffic switching control is required for all the traffic of applications that are mapped onto the PDU Session and whose DNS resolution is performed via EASDF.



8.
After the successful PDU Session Establishment, the UE informs upper layer with the EAS traffic switching information indicated by the SMF in step 6-7.


The UE performs EAS traffic switching avoidance for the application traffic associated to the PDU Session and indicated by the SMF as follows:

-
When the connectivity that is not integrated with 5GS becomes available, the UE keeps the 5GS connectivity for the established PDU Session and does not perform the switching the traffic away from the PDU Session for the following application(s):

-
application(s) that explicitly requests the use of the EDC functionality if the SMF indicates that EDC functionality is allowed and that EAS traffic switching control is required for the traffic of the application(s) that is mapped onto the PDU Session;

-
all the applications that are mapped onto the PDU Session and of which traffic is transmitted over the PDU Session if the SMF indicates the use of EDC functionality is required for the PDU Session;
-
application(s) that are mapped onto the PDU Session and of which DNS resolution is performed via EASDF if the UE does not support EDC functionality and if the SMF indicates that EAS traffic switching control is required.


* * * * Next change * * * *

6.53.2
Procedures

Figure 6.53.2-1 represents a simplified signalling flow for discovering the EAS in case of HR PDU Session with Session Breakout in the VPLMN.
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8 . PDU Session Establishment Accept   ( ePCO  includes (H - EASDF/H - DNS resolver’ address; V - EASDF’ address,  preference) )  

V - EASDF  

7 . Neasdf_DNSContext_Create Request/Response  

6. Insert UL CL/BP and local PSA  

1 1A .  Steps  8 - 18   from TS 23.548, clause 6.2.3.2.2,  ( optional,  insertion of UL CL and L - PSA   in  VPLMN )  

1 2A . DNS Response     DN.  

UDM  

     0. UE Registration with AMF receiving “HR - S BO allowed”  indication  

9A. Based on HPLMN’s  preference and local  logic, EDC selects V - EASDF  

9B. Based on HPLMN’s  preference and local  logic, EDC selects  H - EASDF /H - DNS resolver  

10B . DNS Query     DN.  

11B.  Steps  8 - 18   from TS 23.548, clause 6.2.3.2.2,  (no UL - CL/L - PSA insertion   needed )  

1 2B . DNS Response     DN.  


Figure 6.53.2-1: EAS discovery in in case of HR PDU Session with Session Breakout in the VPLMN

0.
The UE registers to the network and the AMF in the V-PLMN receives an "HR-SBO allowed" indication.

1-2.
At PDU Session establishment request, the V-PLMN CN decides to establish a Session Breakout for the HR PDU Session. This is possible because the H-PLMN previously sent the "HR-SBO allowed" indication. The V-SMF sends to the H-SMF the address of the V-EASDF.

NOTE 1:
If the V-SMF does not include the V-EASDF's IP address in step 2, it means that the V-PLMN does not want to establish a Session Breakout for the HR PDU session and the following steps do not apply.

3-4.
The H-SMF retrieves the subscription/policy information from the UDM and create the DNS context in the H-EASDF.

5.
The H-SMF sends Nsmf_PDUSession_Create Response to the V-SMF. H-SMF provides H-EASDF reachability/IP address to VPLMN. The DNS server information in the ePCO includes both the:

a.
H-EASDF/H-DNS resolver's IP address; and

b.
V-EASDF's IP address.


The H-SMF may include in the ePCO an indication of which DNS resolver the HPLMN prefers the UE to use for resolving the DNS query. If no preference indication is included in the ePCO, it means that the HPLMN has no preference. The preference indication may be:

-
preference to use the H-EASDF/H-DNS resolver,

-
preference to use the V-EASDF.

NOTE 2:
For backward compatibility, if the H-SMF includes only one IP address in the ePCO (i.e. the one of the H-EASDF/-HDNS resolver), then the UE behaves as per Rel-17 (see EDC functionality in TS 23.548 [3] clauses 5.2.1 and 6.2.4). In that case the H-SMF will not include in the preference indication in the ePCO.

6-8.
The V-SMF inserts the UL-CL/BP and local PSA, creates the DNS context in the V-EASDF and forwards the PDU Session Establishment Accept message to the UE including the addresses of both V- and H-EASDF and the preference indication from the H-PLMN.

Option A

9A.
The EDC functionality in the UE takes the optional preference indication from the H-SMF into account and, based on local logic, it selects to use the V-EASDF as resolver for the DNS queries.

10A.
The UE sends the DNS query to the V-EASDF.

11.A
The DNS query triggers steps 8-18 of TS 23.548 [3] clause 6.2.3.2.2 executed in the in V-PLMN. If UL-CL/local PSA have been inserted in step 6, then it is not executed now.


12.A
The V-EASDF resolves the DNS query and sends the DNS response to the UE.

Option B

9B.
The EDC functionality in the UE takes the optional preference indication from the H-SMF into account and, based on local logic, it selects to use the H-EASDF/H-DNS resolver (i.e. the address indicated as per Rel-17) as resolver for the DNS queries.

10B.
The UE sends the DNS query to the H-EASDF/H-DNS resolver.

11B.
The DNS query triggers steps 8-18 of TS 23.548 [3] clause 6.2.3.2.2 executed in the in H-PLMN.

12B.
The H-EASDF/H-DNS resolver resolves the DNS query and sends the DNS response to the UE.

* * * * Next change * * * *

6.54.2
Procedure

The AF will request a common DNAI from 5GC in AF influence on routing by indicating correlation of traffic for a group of UEs. The group is identified by the External Group ID, which is translated by 5GC (UDM via NEF) to an Internal Group ID.

The request for influencing traffic ends up in PCF, via UDR, see TS 23.502 [9] clause 4.3.6.2. Once PCF has received the request for the group of UEs, it will need to send PCC rules to the concerned PDU sessions. PCF starts with sending the PCC rule via Npcf_SMPolicyControl_UpdateNotify including indication of traffic correlation and the related Internal Group ID to the SMF having most of the PDU Sessions that should be correlated. SMF determines the common DNAI for the Internal Group and responds with the selected DNAI to the PCF. PCF then sends Npcf_SMPolicyControl_UpdateNotify with indication of traffic correlation, the related Internal Group and selected DNAI to the rest of the PDU Sessions for the UEs identified by the Internal Group ID.


* * * * End of changes * * * *[image: image6.png]
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