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[bookmark: OLE_LINK9][bookmark: OLE_LINK10]Abstract of the contribution: This paper aims to update evaluation of solutions for KI#3.
[bookmark: _Toc352077766][bookmark: OLE_LINK1][bookmark: OLE_LINK2]1. Discussion
The new solution#41 referring to KI#3 has been approved and added in TR 23.700-08 since last SA2#152 e-meeting, and the solution#13 isn’t related to KI#3, so the evaluation of solutions for KI#3 should be update accordingly.
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]It is proposed to adopt the following proposal into TR 23.700-08.

*** BEGIN CHANGES ***
[bookmark: _Toc113020899][bookmark: _Toc43819957][bookmark: _Toc43882472][bookmark: _Toc43882646][bookmark: _Toc43882633][bookmark: _Toc43882459]7.3	Key Issue #3: Enabling NPN as hosting network for providing access to localized services
Table 7.3-1: Evaluation of solutions for Key Issue 3
	Solution#7
High level flow for localized service support

	The service provider (can be network operators or 3rd party application providers) of the localized service needs to establish localized service agreement with the operator of a hosting network.
A service agreement between hosting network operator and UE's home network operator is needed to enable, e.g.: UE to receive and use configuration provided by a 3rd party service provider, etc.
This solution proposes to re-use traditional OAM mechanisms and existing SA5 specified mechanisms to handle the configuration aspect of hosting network.

	Solution#12
Discovering services offered by SNPN while camping in a serving network

	Current serving network (PLMN or SNPN) may assist UE in discovering hosting network for localized services in specific conditions, such as when serving network determines that UE moves into area where localized services are available.
Some level of co-operation between current serving network and hosting network is needed.
The service agreement between serving network and hosting network is assumed in place by means outside of 3GPP.

	Solution#13
Exposure enhancements to support providing access to localized services

	Provides a network-exposure based solution to handle interaction related to how hosting network based on a request from localized service provider to fulfil localized service e.g. the QoS requirements. The AF at the localized service provider sends a request to the NEF (and then PCF) of the hosting network, and the PCF updates the parameters of AMF/SMF in hosting network to enforce the network rules for localized services.
Editor's note: A complete evaluation of solution #13 for KI#3 is FFS.

	Solution#22
Hosting network to provide localized service based on default credentials
	It is assumed that UE has default credentials that can be used in the hosting network. Hosting network broadcasts a dedicated Hosting networking service indication to show that this NPN can provide hosting networking for localized services.
[bookmark: _PERM_MCCTEMPBM_CRPT12560002___2]-	In case there is some service agreement between hosting network and home network, the UE can be successfully authenticated by the hosting network by using credentials of home network
-	In case there is no service agreement between hosting network and home network, the hosting network performs authentication by using the UE's default credentials.
The localized services information are pre-configured in AMF of hosting network.
NOTE:	Further impacts to address key issue#3 aspects are to be evaluated when additional details/clarifications are available.

	Solution#41
Provisioning of Credentials via Hosting Network PDU Session
	The solution mainly resolves how the Hosting network can perform “on boarding” of UE for a particular localized service. For KI#3, it only focuses on what kind of information needs to be exchanged between the Localized service provider and the Hosting network.
The Localized service provider may provide captive portal information, and as per the agreement between Localized service provider and hosting network, hosting PCF may configure captive portal information/redirection information to hosting SMF (SMF may provide it to UPF in form of FAR rules).
The AMF can decide to generate a restricted PDU session in terms of time and the destination traffic, for the UE based on the chosen localized service.
The solution has an impact on UE/AMF/SMF/PCF.
NOTE: The security impacts shall be involved and evaluated by SA WG3.




*** END CHANGES ***
