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[bookmark: _GoBack]1. Introduction/Discussion
In the evaluation for KI#2, the TR currently lists the following Cons for Solution #4 and Solution #8:
1. Carry the same concern as Solution#2 w.r.t. DCAF related issues.
2. Impact the NAS signalling. The analytics information exposure to UE during PDU Session Modification procedure.
3. Massive network analytics notification may cause control plane congestion.
4. It requires to define new interaction between UE NAS and UE Application Client for data exposure.
While those Cons may be applicable to Solution #4, they are not applicable to Solution #8 for the following reasons:
1. For the first point, the same concern for Solution #2 w.r.t. DCAF related issues is detailed as follows “DCAF cannot expose any analytics to the UE as also confirmed by SA4.”. Such item is not applicable to Solution #8 because DCAF is not mentioned in Solution #8.
2. For the second point, the impact on NAS signalling may be considerable in case NAS would be used generically used to expose several analytics to the UE in the same way they may be exposed to the AF. In Solution #8, option A, when NAS signalling is used to notify about AF Session/PDU Session related information, such as notifications about potential QoS changes, the impact can be considered neglectable with respect to the benefit introduced to the application. Policy or AF-triggered configuration can be used to limit the amount of notifications that can be sent to the UE within a PDU Session/AF Session. Specifically for the potential QoS change notification, Solution #8 proposes to use NAS signalling in the same way as the NAS is used today to notify about a QoS change, therefore not only impact is neglectable but also it is consistent with architectural principles agreed in clause 7.0. For non-AF Session/PDU Session specific information, payload and number of notification limitations can be applied to limit the impact on NAS signalling. Even larger data amount can travel using option B (user plane).  
3. This is not applicable as described in point 2.
4. The same interaction that is used to expose existing QoS change information to the UE Application Client is proposed to be used to expose AF Session/PDU Session related analytics, as in cl. 10.1.19 of TS 27.007.
Therefore this contribution proposes to remove those concerns and update the evaluation for Solution #8. Finally some principles are proposed for the conclusion of KI#2, based on the current evaluation.
In the evaluation for KI#3, the evaluation for Solution #8 is completed as the current text does not consider how the solution addresses AF Session/PDU Session specific information. Finally, it proposes some principles for the conclusion of KI#3, based on the current evaluation.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-80.
[bookmark: _Toc519004414]
* * * * First change * * * *

[bookmark: _Toc113178235]7.2	Key Issue #2: 5GC information exposure to UE
Table 7.2-1: Evaluated based on the NAS based solution vs DCAF/AF based solution
	Evaluation Criteria
	Suggest to use NAS based solution to subscribe/request to network information and expose network information to UE
	Suggest to use DCAF/AF based solution to subscribe/request to network information and expose network information to UE
	Suggest to use NAS based solution to subscribe/request to network information and DCAF/AF based solution to expose network information to UE
	Suggest to use DCAF/AF based solution to subscribe/request to network information and NAS based solution to expose network information to UE
	Pros:
	Cons:

	Solution#2
	Not mentioned.
	The UE Application Client can Subscribe/Request to NWDAF via DCAF to request the information from 5GC, and the analytics result of NWDAF can be delivered to the UE Application via DCAF.
	Only mentioned DCAF based solution.
	Only mentioned DCAF based solution.
	No need for 5GS to translate UE's request as the request is between the UE and the AF communicated at the application layer and hence less complexity for UE to request the information via the AF.
Reuse the existing DCAF capability as much as possible to support network exposure to UE.
Due to the analytic information from NWDAF are all user plane data, not control signal, so it is more prefer to use the user plane to deliver the data.
If the analytic is consumed by application itself, it can directly receive the analytic from DCAF and without any UE enhancement.
	DCAF cannot expose any analytics to the UE as also confirmed by SA4.


	Solution#3
	Proposed to leverage the SMF serving the PDU Session for AI/ML based services/applications provides analytics information obtained from the NWDAF to the UE. The UE can enable analytics information exposure to UE during PDU Session Establishment procedure and PDU Session Modification procedure which will impact these two procedures.
	Not mentioned.
	Only mentioned NAS based solution.
	Only mentioned NAS based solution.
	Solution#3 leverages existing NAS signalling and SM procedures to enable network communication with the UE with built-in NAS security.

	Impact the NAS signalling. The UE can enable analytics information exposure to UE during PDU Session Establishment procedure and PDU Session Modification procedure which will impact these two procedures.
The SMF should understand or recognize the newly introduced parameters in UE request,
Massive network analytics notification may cause control plane congestion.
It requires to define new interaction between UE NAS and UE Application Client for data exposure.

	Solution#4
	Only mentioned that network information exposure to UE via NAS.
	For the request phase, the AF subscribes to the NWDAF on behalf of UE including UE identifier, Analytics ID, Area of Interest, Notification Target Address (+ callback URI), Target UE IP Address, UE's subscription correlation ID, and the analytics data of NWDAF can be delivered by the AF to the UE over application layer.
	Only mentioned that network information exposure to UE via NAS.
	The request is based on AF and the notification is based on NAS.
	No need for 5GC to translate UE's request as in Solution#2 and hence less complexity for UE to request the information via the AF.
The network information exposure to UE via NAS may have relatively low notification delay.
	Carry the same concern as Solution#2 w.r.t. DCAF related issues.
Impact the NAS signalling. The analytics information exposure to UE during PDU Session Modification procedure.
Massive network analytics notification may cause control plane congestion.
It requires to define new interaction between UE NAS and UE Application Client for data exposure.

	Solution#5
	Proposed to let SMF on behalf of the UE to subscribe specific Analytics to the NWDAF. The UE provides the input parameter required for these Analytics during the PDU Session Establishment Request or it may provide the input parameters using UL NAS TRANSPORT message, through the AMF. The SMF sends PDU Session Establishment accept including the analytics results or the AMF send the DL NAS transport including the analytics results.
	If the information delivery mode indicates the UE may use only "UP" or "Both", the UE may request a PDU Session Establishment to enable connectivity toward an AF (e.g. DCAF) and request Analytics and/or Event Notification and have those Analytics and Event Notification delivered over the UP, using the DCAF or other AF as an anchor.
	Based on policy or access to Network Analytics, e.g. showing high CP load, the SMF may route Analytics of Network Exposure notification through the UP, either directly through the UPF (via N4) or through and AF such as DCAF.
	Both NAS based solution and DCAF/AF based solution are mentioned. The UE may provide its capability (NAS/DCAF) upon registration. AMF checks if the UE is allowed to request and get Network Exposure information, and whether notifications/responses can be sent over the CP, UP or both.
	Similar considerations as the Solution#2 and Solution#3 for the pros.
	Supporting both UP and CP solutions may bring higher complexity to the network and the UE over proposals addressing UP or CP only solutions. It needs negotiation of the UE capability support for network exposure.
Existing NAS procedures are extended to enable authorization for delivery of Network analytics and to determine delivery mechanism, either CP or UP.
Similar concern as the Solution#2 and Solution#3 for the cons.

	Solution#8
	Partially applicable as the solution uses NAS to expose network information to UE in option A. Only mentioned that network information exposure to UE via NAS.
	Partially applicable.
For 5GC information that relate to an AF Session/PDU Session, the AF on behalf of UE subscribes via the PCF. The SMF sends an AF Session/PDU Session specific notification to the AF via the PCF. For other info, the AF directly subscribes the info to the NF/NWDAF for the UE, and the NF/NWDAF notifies the AF directly.
The AF may inform the UE, via application layer communication, about the assistance information based on the received information from 5GS and local configuration for option B.
	Only mentioned that network information exposure to UE via NAS. Partially applicable. The AF can notify the UE in option B for 5GC information.
	The request/subscription is based on AF and the notification to the UE is based on NAS in option A and via AF in option B.
	Same benefit as Solution#4.
Limited impact on NAS signalling for AF Session/PDU Session specific information, while reusing existing NFs and procedures for QoS change notification. The network information exposure to UE via NAS may have relatively low notification delay.
	Carry the same concern as Solution#4.

	Solution#29
	Not mentioned.
	Not mentioned.
	Not mentioned.
	UE and AI/ML application servers negotiate the AI/ML task to be performed and the task related parameters, AF provides the subscription data of the AI/ML task to UDM via NEF. When the subscription data of the AI/ML task is changed, the UDM notify SMF. SMF determines the recommended service transmission time duration and exposes such parameter to UE via NAS.
	The network information exposure to UE via NAS may have relatively low notification delay.
	The request is not from UE directly, instead it is from UDM when the subscription data of the AI/ML task is changed. This solution only mentioned how to send the information to the UE, and hence it is only a partial solution. 

	Solution#30
	Not mentioned.
	The UE Application Client can Subscribe/Request to NWDAF via DCAF to request the information from 5GC.
	Not mentioned.
	Only mentioned DCAF based solution.
	Sub-set of the solution#2 with similar considerations
	Carry the same concern as Solution#2.

	Solution#31
	Proposed to leverage the AMF for provisioning of AI/ML assistance information to UE based on the analytics from the NWDAF. UE requests AI/ML assistance information in the registration procedure. AMF subscribes to NWDAF for a UE and support a NAS message to deliver results to UE.
	Not mentioned.
	Not mentioned.
	Only mentioned NAS based solution.
	Same advantage as solution #3 except using AM NAS. The solution leverages existing NAS signalling to enable network communication with the UE with built-in NAS security.
	NAS signalling is extended to support the new parameters for delivery of AI/ML assistance information.
Massive network analytics notification may cause control plane congestion.
It requires to define new interaction between UE NAS and UE Application Client for data exposure.




Table 7.2-2: Evaluated based on other specific criteria
	Evaluation Criteria
	The authorization control or network consent for network information or data analytics exposure to the UE
	The discovery and negotiation of the UE capability support for network exposure.
	Support for Multiple DCAFs

	Support the AI/ML translator (AIML-T)
	Pros:
	Cons:

	Solution#2
	The NWDAF/NEF determines the authorization information for the UE based on local policy and the network consent as a UE subscription data from the UDM about whether the UE has subscribed to the service that obtaining some specific analytics ID from network.
	Not mentioned.
	There could be more than one DCAF to support the given application at different service areas. The NWDAF can use the NRF to discover the DCAF serving the UE currently.
	Not mentioned.
	Solution #2 suggest to support the authorization control or network consent for network information or data analytics exposure to the UE. The network can prevent the UE from the information which is not related to the UE itself.
	Dependency on SA3 to finalize the secured user plane based approach to expose network info to UE.
Need further discussions to understand the necessity to support multiple DCAFs. 

	Solution#3
	Not mentioned.The authorization control and network consent are performed by the SMF based on subscription data.
	Not mentioned.The SMF provides 5GC info to the UE only when the UE requests it. (Enabling request for analytics information exposure from the UE can be considered as UE capability)
	Not mentioned.
	Not mentioned.
	Solution #3 supports the authorization control or network consent for data analytics exposure to the UE. The network can prevent the UE from the information which is not related to the UE itself.
	

	Solution#4
	Not mentioned.
	Not mentioned.
	Not mentioned.
	Not mentioned.
	
	

	Solution#5
	There should be a Network controlled mechanism to enable the UE access to data collection as a whole or more specific data collection, through data collection policies, that pertains to certain Network capabilities/services, Operator policies may be used to determine which analytics a UE is allowed to collect.
	The UE may indicate its capability during the Registration procedure by including a new IE, e.g. "Network Exposure capability. The UE may also indicate whether it is capable of receiving Network Exposure Capability Notifications and or Analytics over the CP, UP or both". The UE capability may be used by the AMF/UDM to determine whether to check if the UE is allowed to request and get Network Exposure information, and whether notifications/responses can be sent over the CP, UP or both.
	Not mentioned.
	Not mentioned.
	Solution #5 suggest to support the authorization control or network consent for network information or data analytics exposure to the UE. The network can prevent the UE from the information which is not related to the UE itself.
It provides a flexible mechanism that allows both CP and UP alternatives.

	In order to support both CP and UP solution, negotiate the UE capability with the network to support the AIML service is needed.

	Solution#8
	Not mentioned.
	UE and AF make some negotiations in the application layer to determine that 5GC information is required for the UE's local decision on application AI/ML operations and UE allows AF to subscribe the 5GC information on behalf of itself.
	Not mentioned.
	Not mentioned.
	The negotiation happens in the app layer which will have less complexity.
Applications in the UE may reuse the same mechanism to trigger adaptation to potential QoS change and to QoS change notifications. This may simplify application layer implementation e.g. implement procedures to prepare adaptation when QoS change is predicted and finally execute adaptation when QoS actually change.
It uses built-in NAS security mechanism.
	TBD

	Solution#29
	Not mentioned.
	If UE has ability to perform AI/ML service, it will indicate to request AI/ML service notification.
	Not mentioned.
	Not mentioned.
	TBD
	Unclear the benefit for the new indicator and need further discussion.

	Solution#30
	Not mentioned.
	Not mentioned.
	Not mentioned.
	The AIML-T is responsible for translating (mapping) the Application layer AI/ML related requests received from UE(s) to the requests for 5GC and converting the information or analytics produced at 5GC to AI/ML assistance information for UE(s). The AI/ML translator could be integrated into DCAF/AF or NEF.
	The translator can effectively ensure that the core network understands the UE's request and also the raw analysis ID will not directly exposure to the UE.
	If the AIML-T resides at the 3rd party domain, it may introduce more signalling overhead because the 5GC cannot apply any filtering before information is sent to the AF.


	Solution#31
	Not mentioned. 
	Not mentioned. The UE may indicate its capability during the Registration procedure by including request for AI/ML assistance information. The AMF can check the inclusion of such parameters to determine UE's capability.
	Not mentioned.
	Not mentioned.
	
	



NOTE:	Based on the incoming LS from SA4 in S2-2205451 regarding the possible use of DCAF to enable network exposure to UE, SA4 confirmed that the DCAF should not be extended, but rather a new entity can be considered, therefore, the DCAF based solution is excluded from normative.
Editor's note:	Whether it should be the UE itself or the application on the UE which requests and consumes the analytics from UE/5GC is FFS.
Editor's note:	Evaluation would need to be updated after SA2#152E based on approved solutions updates and based on the LS response from SA1 about whether and for which purpose there is a need for 5GC to expose network information or data analytics to the UE to assist the local AI/ML operation.
* * * * Second change * * * *
[bookmark: _Toc113178236]8.7	7.3	Key Issue #3: 5GC Information Exposure to authorized 3rd party for Application Layer AI/ML Operation
There are 7 solutions which have been proposed to address KI#3, i.e. Solution#6, Solution#7, Solution#8, Solution#28, Solution#32, Solution#33, and Solution#34. Among them, there are 4 solutions (solutions #6, #8, #32, #34) using NWDAF to analyze Application AI/ML traffic transmission and expose analytic results to the AF. Among these solutions, Solution#28 is proposed as the overall architecture framework and will only be further considered when all the KIs are getting close to be concluded.
Solution #6 proposes that 5GC NWDAF provides new FL analytics on expected latency for candidate FL members, with input parameters (e.g. Candidate FL members, Local model size, Aggregated model size, etc.) provided by AI/ML application server. It is consumed by AI/ML application server to do FL members selection. User consent checking for each member from UDM should be done by NWDAF before exposing the analytics.
Solution #7 proposes that 5GS provide the supported UL/DL data rate to AI/ML application server to make the decision on AI/ML operation, e.g. to determine the splitting point for AI/ML model splitting, or to determine the AI/ML model and the size of parameter for AI/ML model downloading. It requires the RAN node to estimate the supported UL/DL data rate based on the channel condition between RAN node and UE, the bandwidth available for the UE and other factors, and then the RAN sends data rate monitoring results to UPF over user plane, which will be exposed to AI/ML application server by UPF via SMF or exposed to local AF directly/via NEF.
Solution #8 addresses both KI#2 and KI#3, it proposes that 5G NF/NWDAF provides 5GC information or analytics to UE(KI#2) or AF(KI#3) for the purpose of triggering decisions on AI/ML operation or application adaptation. For KI#3, AF subscribes for network information or data analytics from 5GC for the UE, and NF/NWDAF notifies AF about the non-AF Session/PDU Session specific network information or data analytics. For AF_Session/PDU Session specific network information or data analytics, AF subscribes and receives notifications via the PCF.
Solution #32 proposes that 5GC NWDAF provides enhanced "DN Performance", "Observed Service Experience" analytics to assist AF to make AI/ML decisions for split inference. New inputs and new outputs for these existing analytics IDs are defined in this solution, for example, Statistics/predictions on traffic rate for UL, on packet delay for UL and on packet loss rate for UL.
Solution #33 proposes a mechanism to enable the network operator to have the control for which UE is allowed for participation in the Application layer AI/ML operation. The 5G system can expose the network authorization status of the UE to the AF for the UE participation in the corresponding Application AI/ML operation. Such awareness of the network authorization status for the UE can assist the AF's decision for the UE selection for the corresponding Application AI/ML operation. Network authorization status for the UE is newly defined and stored as subscription information of UE in the UDM.
Solution #34 proposes that AF requests the NWDAF to provide the analytics (e.g."User Data Congestion", "Service Experience", "NF load information") to obtain the prediction/statistics for the Application AI/ML traffic transmission status. Then, the analytics results (e.g. NF resource usage, NF load, QoS flow level data for the Application AI/ML traffic) can be exposed to the AF to assist the Application AI/ML traffic transmission.
* * * * Third change * * * *
[bookmark: _Toc113178246]8.2	Key Issue #2: 5GC information exposure to UE
Proposal for the interim conclusions for KI#2:
-	Minimize 5GS signalling and processing overheads when exposing 5GC information or analytics to UE.
- 	NAS is a viable option for sharing analytics and network information to the UE, since NAS may have a relatively low notification delay. However NAS should only be used when the payload is minimal, such as in case of sharing QoS Sustainability analytics, e.g. the notification on potential QoS change, since the payload is almost identical to the notification for PDU Session Modification, with the addition of an additional information element to indicate that the potential QoS change is only predicted. NAS should not be used to share analytics requiring a large payload. For larger payload user plane is to be preferred.
-	Use AF-triggered subscriptions on behalf of the UE, as this will avoid congesting control plane. UE and AF may use user plane to negotiate subscription details and which analytics are required by the UE.
- 	AF may request how often such notifications can be sent to the UE. 5GC (e.g. PCF) should be able to set limits on how often those notifications can be sent per unit of time.  

Editor's note:    Placeholder for conclusions for KI#2.

* * * * Fourth change * * * *
[bookmark: _Toc113178247]8.3	Key Issue #3: 5GC Information Exposure to authorized 3rd party for Application Layer AI/ML Operation
Proposal for the interim conclusions for KI#3:
-	Minimize 5GS signalling and processing overheads when exposing 5GC information to AF.
-	The user consent checking is also required before the UE related information or data analytics are exposed to the 3rd party.
-	Available UL/DL data rate exposure to AF based on AF request for data rate monitoring with solution without RAN impact.
- 	For what concerns AF Session/ PDU Session related information (such as potential QoS change notification) to be exposed to the AF, AF should subscribe via the PCF for the specific AF Session, in order to reuse the existing notification and subscription mechanism on the AF Session, according to Principle#10.

Editor's note:	Whether the enhancement of user consent checking is required is FFS.
Editor's note:	It is FFS whether any RAN impact is needed for 5GC to support data rate exposure to the AF.

* * * * End of changes * * * *
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