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1 Discussion
This contribution is prepared based on what was discussed in the previous meeting. But this paper especially proposes to support the optional metadata that provides some useful use cases like following:
· The Service Functions may apply different levels of service to different users based on the information about contract with the Application Provider that could be identified by the provided metadata. For example, the AF may provide a metadata (“class = prestige”) for user A and different metadata (“class = standard”) for user B to 5GC. Then these metadata can be transparently forwarded by 5GC (via PCF, SMF and UPF) to the N6 Service Functions. Then the Service Functions can use the metadata to apply differentiated handling for each user even though there is only a single SFC/SFP used to carry the traffic of both user A and user B. 

This allows not to have to configure Service Functions with per user information (and with the relationship between the IP address and the user Id). Such configuration of Service Functions on a per user basis is not desirable because it would spread per user configuration. It is also not possible to envisage the metadata to be passed via application (protocol) means, as Service Functions deployment should not require changes to the applications and also this would be prone to user cheating, for example every user would be able to claim it is of the highest user category.
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-18 as follows.

Start of change
[bookmark: _Toc22214914][bookmark: _Toc23254047][bookmark: _Toc96691334][bookmark: _Toc96691422][bookmark: _Toc96691575][bookmark: _Toc97305810][bookmark: _Toc100839787][bookmark: _Toc100839852][bookmark: _Toc100839984][bookmark: _Toc100840061][bookmark: _Toc104782334]8	Conclusions
8.1   Key Issue #1: Traffic Steering Policy and SFC Enhancements
The following conclusions are agreed for the principles and procedures as the basis for the normative work. 
-	5GC may as described in conclusions for KI#2, receive from the AF policies associating for one UE, a group of UE(s) or all UE(s) some traffic (filter) with SFC policy identifiers together with optional metadata.
-	The PCF checks whether the indicated SFC policy identifiers correspond to an authorized SFC policy for the AF. 
-	Based on AF policies, the PCF determines a policy per SDF/application for the purpose of steering the subscriber's traffic to appropriated N6 service functions. The policy is expressed in a Traffic Steering Policy (TSP) IDs that may be different in UL and DL directions. 
-	The PCF maps the SFC IDs into a TSP ID(s) (possibly one per direction) that refers to a traffic steering behaviour that is configured in the SMF/UPF. The SMF/UPF do not need to be aware of SFC IDs.
-	The PCF provides the TSP ID(s) and the metadata (if available) in the PCC rules to SMF. The TSP ID refers to a traffic steering behaviour that is configured in the SMF/UPF.
-	The SMF provisions corresponding PDRs, FARs, QERs, etc. to support SFC. 
-	The SMF creates a FAR with the Forwarding Policy parameters set to the TSP ID, and the FAR includes the metadata (if available). 
-	The UPF serving as PSA uses the TSP ID to steer traffic over N6. In this case, the TSP ID identifies a specific Service Function Path in the SFC. The UPF provides the metadata (if available) together with the traffic sent to the N6 service functions. 
NOTE 1:	How the UPF transforms the metadata into actual information sent with the traffic (e.g., NSH header, etc.) is based on local policies related with the TSP ID and not specified.
NOTE 2:	The NEF, PCF and SMF do not need to understand the metadata.
· It is assumed that all UPFs in the operator network serving as PSA for the DNN/S-NSSAI/DNAI subject to SFC control need to be configured with the same traffic steering information for SFC processing. 

NEXT CHANGE (2)
8.2   Key Issue #2: Exposure to enable AF to request predefined SFC for traffic flow(s) related with target UE(s)
Interim conclusions for KI#2 are as follows:
1.	To enable the AF to request pre-defined SFC for traffic flow(s) related with target UEs.
a)	The Nnef_TrafficInluence API is enhanced to include additionally an SFC policy identifier corresponding to a pre-defined Service Function Chain policy. The request may include separate SFC policy identifiers for Uplink and Downlink traffic of the subscriber traffic.
b)	Only following information of Nnef_TrafficInfluence API are reused with N6 Traffic Routing requirements containing the SFC related additions described in this clause.
Table 8-1
	Information Name

	Traffic Description

	Target UE Identifier(s)

	Spatial Validity Condition

	AF transaction identifier



c)	The AF is aware of SFC policy identifiers based on SLA agreements.
d)	The PCF maps the SFC policy identifier to a corresponding identifier within the PCC rule. This mapping is defined in the conclusions of KI1.
g)	Support the N6-LAN traffic steering control and AF-influenced traffic steering control to be applicable to the same traffic simultaneously.
h)	The procedure for the Nnef_TrafficInluence service in TS 23.502, clause 4.3.6 is re-used, for example, in case the AF is not providing UE address the NEF stores the AF request information in UDR.
Editor's note:	Support of metadata is optional.

END OF CHANGES
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