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Abstract of the contribution: This contribution proposes to update conclusion for KI#3.
1. Introduction/Discussion
[bookmark: _GoBack]Based on discussion and proposal in S2-2208622, this PCR proposes to update the conclusion of KI#3 by adding the description about extending user consent information for roaming scenarios.
In addition, this paper is to resolve the following EN by clarifying how to discover the central NF using HPLMN/VPLMN ID via NRF.
 Editor's note:	The selection of the central NF (i.e. NWDAF, DCCF, NEF or new NF, e.g. GEF) is FFS.

2. Text Proposal
It is proposed to update the following text proposal in TR 23.700-81.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc113350363][bookmark: _Toc113351221][bookmark: _Hlk115253426]8.3	Key Issue #3: Data and analytics exchange in roaming case
For KI#3, the following architectural principles are agreed as interim conclusions:
-	A central NF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN. It authorizes the request according to operator policies and user consent and it filters the information exposed in reply to the request.
-	Apart from the existing definition, the user consent is extended to include additional aspects, i.e. VPLMN->HPLMN specific user consent and HPLMN->VPLMN specific user consent. The VPLMN->HPLMN specific user consent indicates whether the user authorizes HPLMN to consume its data collected or analytics generated in specific VPLMN; vice versa, the HPLMN->VPLMN specific user consent indicates whether the user authorizes specific VPLMN to consume its data collected or analytics generated in HPLMN.
-	For exchanging analytics from HPLMN to VPLMN, H-NWDAF may check HPLMN->VPLMN specific user consent information from the HPLMN UDM; Vice versa, for exchanging analytics from VPLMN to HPLMN, H-NWDAF may check VPLMN->HPLMN specific user consent information from the HPLMN UDM.
- 	For analytics exchanging from HPLMN to VPLMN, the VPLMN consumer selects a central NF in HPLMN via NRF based on HPLMN ID; Vice versa, for analytics exchanging from VPLMN to HPLMN, the HPLMN consumer selects a central NF in VPLMN via NRF based on VPLMN ID.
[bookmark: _Hlk115257014]Editor's note:	The selection of the central NF (i.e. NWDAF, DCCF, NEF or new NF, e.g. GEF) is FFS.
Editor's note:	It is FFS whether to define new services or reuse existing services.
Editor's note:	For security aspects, coordination with SA WG3 is required.
Editor's note:	Whether to provide raw data from VPLMN to HPLMN, or vice versa is FFS, and whether to provide analytics from VPLMN to HPLMN is FFS.
The interim conclusions for Key Issue #3 "Data and analytics exchange in roaming case" are as follows:
	The following use cases are supported:
-	VPLMN may consume analytics information generated by HPLMN:
-	In home routed roaming scenarios, HPLMN analytics information (i.e. slice load level analytics, NF load analytics, etc.) can be leveraged by the AMF in the VPLMN for Network Slice selection and SMF selection for PDU Session management.
Editor's note:	It is FFS if the analytics information is analytics, analytics profiles or both.
-	UE-related analytics information provided by the HPLMN (e.g.. service experience analytics, etc.) can include statistics or predictions for outbound roaming UEs
Editor's note:	It is FFS whether the HPLMN can consume UE related analytics generated by the VPLMN. It needs to be studied whether the VPLMN can provide any meaningful analytics related to a user, in particular if the VPLMN can have analytics models for a user and whether it has access to raw data from the HPLMN for analytics and predictions. Otherwise the HPLMN will need access to raw data from the VPLMN for analytics statistics or predictions for outbound roaming UEs.
-	In home routed roaming scenarios,  analytics information with statistics or predictions for outbound roaming UEs can be leveraged by the H-PCF for QoS control of the PDU Session.
-	Analytics information (i.e. service experience analytics, slice load level analytics, etc.) can be leveraged by the H-PCF for decision of NSSP in URSP rules provisioned to the UE roaming in the VPLMN.
Editor's note:	The above is FFS and requires coordination with FS_UEPO, key issue 1.
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