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Abstract of the contribution: The paper is proposed to clarify the UE address for different PDU Session type used in PC5 and Uu path switching in Sol#22 for KI#3 in TR 23.700-33.
1. Discussion
The paper is proposed to give some clarification on UE address for non-IP PDU session in PC5 and Uu path switching in Sol#22 for KI#3
In direct communication path switching from PC5 to Uu procedures, for Ethernet traffic, the UE MAC address associated to UE’s PDU session is used as the exchange information between two UEs in Step. 6 and 8; for Unstructured traffic, the UE address and data unit type associated to UE’s PDU session is used as the exchange information between two UEs in Step. 6 and 8.
In direct communication path switching from Uu to PC5 procedures, the description regarding Ethernet and Unstructured data unit type are separated and the address information for these two data unit types are described accordingly.
2. Proposal
It is proposed to capture the following changes into TS 23.700-33.
* * * * Start of Changes * * * * 

6.22.2
Procedures
6.22.2.1
Direct Communication Path switching from PC5 to Uu
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Figure 6.22.2.1-1: Path switching from PC5 to Uu

0.
UE1 and UE2 are provisioned with path switching policies (e.g. enabled/disabled, preferred interface, radio quality thresholds) by using the procedure as defined in clause 6.2 of TS 23.304 [3]. For each ProSe service which is allowed for path switching between PC5 and Uu, the UEs are provided with PC5 QoS parameters which will be allowed for path switching to Uu connection.

1.
UE1 and UE2 establish a PC5 connection. During this procedure, the Path switching parameters (e.g. path switching enabled/disabled) are exchanged.

2.
UE1 informs UE2 about its PDU session status (e.g. available for PDU session establishment) by using the PC5 Keepalive procedure.

3.
UE2 informs UE1 about its PDU session status (e.g. available for PDU session establishment) by using the PC5 Keepalive procedure.

4.
If UE1 determines to switch path from PC5 to Uu e.g. based on PC5 signal level and UE2's PDU session status (i.e. PDU session establishment is available), UE1 sends a PC5 Path Switching Request message to UE2, including the path switching direction (i.e. PC5-to-Uu).

5.
UE2 may establish a PDU session or modify an existing PDU session for switched traffic. In the PDU session establishment request or modification request, UE2 includes a Path Switch indication from PC5 to Uu informing the 5GCN to assign QoS flows for the PC5 QoS flows of ProSe service to be path switched. Based on the Path Switch indication and, requested DNN, the 5GCN may assign QoS flows for the applications allowing path switch.
NOTE:
It is assumed that 5GCN has PCC rules for the applications supported over Uu connection and PC5 connection and allowing path switch between Uu and PC5 connection for each UE.
6.
UE2 sends a PC5 Path Switching Response message to UE1, which includes the IP address associated to UE2's PDU session.

7.
UE1 may establish a PDU session or modify an existing PDU session for switched traffic. In the PDU session establishment request or modification request, UE2 includes a Path Switch indication from PC5 to Uu informing the 5GCN to assign QoS flows for the PC5 QoS flows of ProSe service to be path switched. Based on Path Switch indication and, requested DNN, the 5GCN may assign QoS flows for the applications allowing path switch.

8.
UE1 sends a PC5 Path Switching Ack message to UE2, which includes the IP address associated to UE1's PDU session. UE1 may send a PC5 Path Switching Abort message to abort the path switching procedure e.g. if the PDU session establishment/modification failed.

9.
After the step 8, UE1 and UE2 may release the PC5 connection and use Uu path for communication.


NOTE:
For Ethernet traffic, the IP address associated to UE’s PDU session in Step. 6 and 8 is replaced with MAC address associated to UE’s PDU session; for Unstructured traffic, the IP address associated to UE’s PDU session in Step. 6 and 8 is replaced with UE address and data unit type associated to UE’s PDU session.
6.22.2.2
Direct Communication Path switching from Uu to PC5
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Figure 6.22.2.2-1: Path switching from Uu to PC5
0.
UE1 and UE2 are provisioned with path switching policies (e.g. enabled/disabled, preferred interface, radio quality thresholds) by using the procedure as defined in clause 6.2 of TS 23.304 [3]. UE1 and UE2 use Uu path for communication.

1.
UE1 and UE2 establish a PC5 connection. In order to discover each other during PC5 discovery phase, discovery parameters e.g. Application ID, target User Info ID, may be provided by the application or derived in UE1 and UE2 using the information e.g. application ID, User ID of UE1, User ID of UE2, which are used during step 0. During this procedure, the Path switching parameters (e.g. path switching enabled/disabled) are exchanged. During PC5 connection setup, for ProSe service allowed path switching, UE1 and UE2 negotiate QoS within the provisioned PC5 QoS parameters to be allowed for path switching.

For the case that the data unit type for PDU session in step 0 is IP type, UE1 and UE2 decide to reuse the IP addresses of PDU sessions for PC5 communication, e.g. in case the IP address is public address. During Layer-2 link establishment procedure defined in clause 6.4.3.1 in TS 23.304 [3], UE sends an indication to reuse the addresses of the PDU sessions, e.g. UE may send PROSE DIRECT LINK SECURITY MODE COMMAND message with an indication, followed by a PROSE DIRECT LINK SECURITY MODE COMPLETE message without IP address configuration.

For the case that the data unit type for PDU session in step 0 is Ethernet, UE1 and UE2 reuse the UE MAC addresses of the PDU sessions for PC5 communication with an indication e.g. in PROSE DIRECT LINK SECURITY MODE COMMAND message.

For the case that the data unit type for PDU session in step 0 is Unstructured, UE1 and UE2 reuse the addresses and data unit type of the PDU sessions for PC5 communication with an indication e.g. in PROSE DIRECT LINK SECURITY MODE COMMAND message.
Editor's note:
It is FFS how to avoid conflict between shared IP address in Uu and ones in other PC5 connection when IP address assigned from the network and the ones used by U2U are in the same ranges.
2.
UE1 sends a PC5 Path Switching Request message, including the path switching direction (i.e. Uu-to-PC5) and the address information associated to UE1's PDU session.

3.
UE2 sends a PC5 Path Switching Response message, including the address information associated to UE2's PDU session.

4.
UE1 and UE2 use PC5 path for communication. The addresses used over Uu may be re-used over the PC5 session, if indicated during the PC5 link establishment.
5.
UE1 and UE2 may release/modify their PDU session.

* * * * End of Changes * * * * 
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