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Abstract: This contribution clarifies the 5G-ACIA traffic characteristics in conclusions for KI#3.
1. Discussion
The Key Issue #3 refers to the requirements of traffic profile parameters in 5G-ACIA White Paper (Exposure of 5G Capabilities for Connected Industries and Automation Applications, February 2021) clause 5, and the characteristic parameters of 3GPP TS 22.104 Annex C.2.2 for the study of exposure enhancements.
In 5G-ACIA white paper, the requirement addressing the traffic profile to connections of a group of devices (as quoted below) does not contain the example of Packet error rate.
	[R-4.2.3-06] The exposure reference points must enable the IIoT application to provide a traffic profile applicable to a single connection, to all connections of a device, or to all connections of a group of devices. The 5G NPN may use that information to assess its resource capacity and to optimize resource allocation. The traffic profile may be provided when a new connection is requested, or when an existing connection is modified.
Note 7: Examples of parameters included in traffic profiles are:
• transfer interval and the data volume per cycle time, or 
• average and peak data rates 
• Silence time intervals may also be included to indicate when an established connection will not carry any user payload (e.g. at night or on weekends).


The packet error rate is either not part of the Candidate characteristic parameters for the dependable communication service interface in 3GPP TS 22.104 Table C.2.2-1.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-74 v1.0.0.
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Key Issue #3: NEF exposure framework for provisioning of traffic characteristics and monitoring of performance characteristics
The following principles are concluded for normative work:
-	Either a new NEF service will be introduced or existing AF session with QoS service will be enhanced to support provisioning of traffic characteristics and monitoring of performance characteristics for a group of UEs.
Editor's note:	Whether a new NEF service is to be defined or existing AF session with QoS is enhanced is FFS and can be determined during normative phase.
-	If TSCTSF is used, NEF provides the request for a group of UEs to the TSCTSF and TSCTSF maps the request targeting a group to requests targeting each group member's PDU Session, i.e. TSCTSF provides per-PDU-Session requests to PCF(s). In case TSCTSF is not used, NEF stores the request in UDR and PCF receives the information from UDR.
-	The AF provides 5G QoS parameters to NEF.
NOTE 1:	Some of Tthe traffic characteristics parameters from 5G-ACIA white paper can be provided using 5GS QoS parameters, e.g.:
-	Transfer interval using Periodicity.
-	Data volume per cycle time using Maximum Burst Size.
-	Average/Service and peak data rates using Requested Guaranteed Bitrate and Requested Maximum Bitrate.
-	Maximum end-to-end latency using Requested 5GS Delay.
-	Packet error rate using Requested packet error rate.
NOTE 2:	Requested packet error rate as in Individual QoS parameters as defined in clause 6.1.3.22 of TS 23.503 [4] depends on conclusion of KI#4 of FS_5TRS_URLLC.
-	The QoS and policy framework is re-used for parameter enforcement. QoS Parameter Notification Control or AQP is used formonitoring of specific performance characteristic.
Editor's note:	Whether QNC or QAP is more general to support monitoring of specific QoS can be determined during normative phase.
-	The TSCTSF or PCF (in non-TSCTSF case) is responsible to manage the temporal invalidity/validity condition (start-time, end-time).
-	PDU Session Release COMMAND for re-establishment of the PDU Session and URSP rules for the highest priority PDU Session Type of a group are used to change PDU Session Type of the PDU Session targeting the group for each group member within the group.
-	The AF is responsible to handle request for UE-to-UE traffic . i.e.e.g. initial "QoS division" and updated "QoS division". Editor's note: How to reuse existing QoS division mechanism or other SID conclusion for UE-to-UE traffic can be determined during normative phase.
Editor's note:	Whether and how to support monitoring of communication service availability, communication service reliability is FFS.
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