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Abstract of the contribution: This paper proposes an update to conclusions for Key Issue #2: Support of Non-3GPP access for SNPN.
Discussion

Proposal #1: Remove following EN

Editor's note:
The use of GIN for constructing the N3IWF FQDN is FFS.

Clarify that GIN is not used to construct the N3IWF FQDN used for onboarding via a SNPN.

Rational:

The use of GIN to construct the N3IWF FQDN adds unnecessary configuration complexity, e.g., to maintain correct DNS records, etc., for access to SNPN services via Untrusted non-3GPP access network. It is also not clear which administrative entity is maintaining these DNS records for a potentially huge number of SNPNs and GINs. GIN was introduced in Rel17 to assist the UE in selecting a proper SNPN that allows connection to a certain group of CH(s) or SNPN(s) supporting onboarding. In case of untrusted non-3GPP however, the UE is already connected to a non-3GPP access network before it decides to create the N3IWF FQDN. In addition, it is also not clear why the UE should use a different procedure to access a SNPN via untrusted non-3GPP access or via PLMN as already specified in TS 23.501.

Proposal #2: Add a new NOTE to clarify the case when the UE is rejected by a SNPN where the SNPN ID uses a self-assigned NID.
Rational:
The added Note is according to NOTE 2 in clause 6.3.2 of TR 23.700-08.
Proposal #3: Remove following EN

Editor's note:
Additional conclusions related to the use of new RAT type for Untrusted non-3GPP access over underlay 3GPP access are FFS.
Rational:

Addition of RAT type for Untrusted non-3GPP access over underlay 3GPP access introduces unnecessary complexity for Untrusted non-3GPP access. 
Comment: The EN is based on sol#19 that refers to clause 5.30.2.8 and Annex D.3 of TS 23.501 (how R17 defines simultaneous access to PLMN and SNPN services).
In sol#19 the basic use case/idea seems to be that a SNPN (AMF) is able determine and allow/deny UE access from PLMN via Untrusted non-3GPP access to SNPN services while UE might be allowed/denied to access Untrusted non-3GPP access to SNPN services by using Wi-Fi.

In sol#19 the proposal is that N3IWF determines RAT Type based on (e.g. IP range for specific PLMN in service agreements) and indicates RAT Type to AMF in N3IWF user location information IE in N2. In sol#19, another proposal is that UE also includes access network information (PLMN ID or anything else?) of underlay network in Registration Request sent via N3IWF to AMF. AMF would use this combination to determine access type for non-3GPP access.
Currently, TS 38.413 9.3.1.16 User Location Information includes N3IWF user location information (IP address, Port Number).

Such a solution would require additional configuration and might only work (if at all) for specific PLMN. For example, what happens if the address ranges that are used change and which address ranges are meant in this proposal (note that the UE can access the PLMN at different location via different UPF)? What would N3IWF indicate as IP address range for an unknown PLMN, e.g., in case the UE is roaming outside the home country? Is it necessary that the UE indicates also the non-3GPP access type (Wi-Fi, wireline, etc.)? All these issues were not addressed in the solution description so far and even using the IP address range is just provided as an example solution. In addition, it is also not clear whether there is a use case or service requirement for differentiating between SNPN access via PLMN or non-3GPP access.
Proposal

The following change is proposed to TR 23.700-08.
* * * Start of change * * * 

8.2
Key Issue #2: Support of Non-3GPP access for SNPN
The following conclusions are agreed for normative work:
-
Access to SNPN services via Untrusted non-3GPP access network includes support for Credential Holder, UE Onboarding and Emergency services. Specifically:

-
When UE registers to SNPN with credentials owned by the SNPN, UE uses the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a of TS 23.501 [3].

-
UE initiates N3IWF selection for emergency services when the UE detects a user request for emergency session and determines that Untrusted non-3GPP access is to be used for the emergency access. The UE with SNPN subscription performs the following:

-
If the UE determines that it is located in the same country as the subscribed SNPN, the UE uses the configured N3IWF FQDN for N3IWF selection.

-
Otherwise, the UE follows the N3IWF selection procedure for Emergency services for UE not equipped with UICC, as defined in clause 6.3.6.4.2 of TS 23.501 [3].

-
When the UE is registering to SNPN over Untrusted N3GPP access for UE Onboarding, UE may select a N3IWF in the SNPN which supports UE Onboarding by using the pre-configured N3IWF FQDN used for onboarding.


NOTE W:
The GIN is not used to construct a N3IWF FQDN in case a UE is registering to SNPN over Untrusted N3GPP access.

NOTE X:
The format of FQDN will be specified by CT WG4.

-
If the PVS is reachable from the local Untrusted non-3GPP access network (e.g. via the Internet) using the local IP connectivity, UE may connect directly (i.e. without connected to a N3WIF) with a PVS to obtain the SNPN credentials.

-
Access to SNPN services via Trusted non-3GPP access network is to be specified according to the principles described in Solution #3, including support for credential Holder, Emergency services and UE onboarding. Specifically:

-
ANQP is to be extended to support advertising of:

-
SNPN IDs and GINs corresponding to SNPNs with which 5G connectivity is supported and related parameters as described in clause 6.3.3.1.

-
Support for Emergency services.

-
Onboarding enabled indication.

NOTE Y:
The work on additional parameters in ANQP is to be kept internal to 3GPP.
NOTE Z:
If the UE tries to register with an SNPN via TNAN X in case of SNPN ID with self-assigned NID, and the UE is rejected by the AMF with a cause code that temporarily prevents the UE from registering with this SNPN, the UE does temporarily not attempt to register with the same SNPN, even if the same SNPN ID is advertised via another TNAN Y.
-
When accessing SNPN services via Trusted or Untrusted non-3GPP access the UE needs to be able to construct a prioritized list of WLAN access networks by using enhanced WLAN Selection Policy (WLANSP) rules from ANDSP (currently supported only for PLMN in TS 23.402 [9]) or based on local configuration.
-
N3IWF and TNGF needs to be able to include the "selected NID" in the [NGAP] INITIAL UE MESSAGE, which is up to RAN3 to define.

-
Access to SNPN services via wireline access network and use of Credential Holder is to be supported by defining a new GCI including a "NID"

-
The NSWO procedure is to be extended to support UE authentication using SNPN credentials (applies both to SIM-based and non-SIM based credentials). It is expected that the impact is limited to the use of a SUCI format whose "realm" part enables routing of SWa requests from the WLAN AN to the NSWO in the SNPN's 5GC, which is already supported.

NOTE 3:
Additional conclusions for wireline access related to UE behind 5G-RG depends on the progress on the FS_5WWC_Ph2 study.

Editor's note:
Further enhancements to the NSWO procedure to provide access authorization to the UE (e.g. access restriction to specific IP addresses/prefixes based on subscribed DNNs) resulting from the UE Subscription Data in the SNPN is FFS.

Editor's note:
Additional conclusions related to the use of the same credentials for access to SNPN with NG-RAN and to WLAN Access Network as proposed in Solution #16 can be considered after progress in SA WG3.


* * * End of changes * * * 
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