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Abstract: Evaluation and conclusion for KI#1: Support of Network Slice Service continuity.
1. Discussion
From all 11 solutions proposed for KI#1 (Sol#1, #2, #3, #4, #5, #15, #32, #40, #41, #42, #43), four categories are identified among these solutions depending on the different scenarios to be addressed. 
· Category#1: Congestion of Network Slice in CN during PDU session establishment
· Basic concept: The S-NSSAI used for PDU session establishment is changed into a new S-NSSAI different from the S-NSSAI requested by UE.
· Candidate solutions: Sol#1,Sol#4
· Category#2: Congestion of PDU session’s Network Slice instance in CN
· Basic concept: the S-NSSAI is not changed during PDU Session re-establishment but the network slice instance is re-selected for the same S-NSSAI.
· Candidate solutions: Sol#15
· Category#3: slice change for on-going PDU session
· Basic concept: the S-NSSAI for on-going PDU session is modified by the network, e.g. RAN, AMF, SMF and PCF.
· Candidate solutions: Sol#1, Sol#2, Sol#3, Sol#5, Sol#32, Sol#40, Sol#41, Sol#42(Option 1), Sol#43
· Category#4: provisioning Network Slice reconfiguration to UE
· Basic concept: the AMF provides UE with new S-NSSAI using UE Configuration Update.
· Candidate solutions: Sol#32, Sol#42(Option 2)
It is proposed to evaluate these solutions for KI#1 based on the above categories. 
2. Text Proposal
It is proposed to capture the following changes into TR 23.700-41 V1.0.0.
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7.x	Evaluation for KI#1
7.x.1	Congestion of Network Slice in CN during PDU session establishment
The following solutions mapping to KI#1 is about how to change the S-NSSAI used for PDU session establishment into a new S-NSSAI different from the S-NSSAI requested by UE.
Table 7.x.1-1: High-level descriptions of the solutions
	Solutions
	Scenarios 
	Attribute of PDU session
	Descriptions

	Solution#1

	Scenario 1b)
	New S-NSSAI
	The AMF is notified that the S-NSSAI#1 is under congestion in the CN, the AMF checks if the S-NSSAI#2 is supported in the RAN node. If it is supported the AMF determines to associate the PDU session with additional S-NSSAI#2.

	Solution#4

	Scenario 1b)
	New S-NSSAI
	The UE provides new compatible S-NSSAI parameter in the PDU Session Establishment Request. The AMF decides PDU Session switch to a compatible S-NSSAI.



According to the clause 5.19.7.4 of TS 23.501 (S-NSSAI based congestion control) as defined since Rel-15, the AMF applies the S-NSSAI based congestion control towards the UE for UE-initiated Session Management requests and provides a back-off timer in the NAS Transport Error message if S-NSSAI based congestion control is activated at AMF. Then the UE shall not initiate any Session Management procedures for the congested S-NSSAI. Compared to the existing mechanism of S-NSSAI based congestion control, the above solutions target at how to establish a PDU session within another S-NSSAI when UE intentionally initiates a PDU session establishment for the congested S-NSSAI. After the PDU session using an uncongested S-NSSAI is established, how to address service continuity for this PDU session if the S-NSSAI becomes overloaded is not covered. 
7.x.2	Congestion of PDU session’s Network Slice instance in CN 
The following solutions mapping to KI#1 is about when the selected Network Slice instance is overloaded, how to reselect a new Network Slice instance within the same S-NSSAI. The existing mechanism of Network Slice instance selection since Rel-15 allows the NSSF determines the NSI ID associated with an S-NSSAI during UE’s registration procedure or PDU session establishment procedure. The AMF stores the selected NSI ID associated with an S-NSSAI in the UE context. For the subsequent new PDU session establishment, based on UE context, the AMF uses this selected Network Slice instance to serve PDU session. Because the NSI ID in the UE context is not changed once it is determined, regardless of the number of PDU session associated with this S-NSSAI. This may result in the overload of selected Network Slice instance.
Solution #15 targets at eliminating the restriction of Network Slice resource used for PDU session. When the selected Network Slice instance in CN is overloaded, the on-going PDU session can be migrated into new Network Slice instance of the same S-NSSAI using existing mechanism of SSC mode#2 or SSC mode#3. Solution #15 addresses the service continuity for PDU session and has no impacts on the UE. 
Table 7.x.2-1: High-level descriptions of the solutions
	Solutions
	Scenarios 
	Attribute of new PDU session
	Descriptions

	Solution #15

	Scenario 1b)
Scenario 2d)

	S-NSSAI same as the old PDU session 
	The AMF deletes the NSI ID that identifies the Network Slice instance that is overloaded. A new condition to trigger PDU Session re-establishment by using the mechanism of SSC mode#2 or SSC mode#3. 



7.x.3	Slice remapping for on-going PDU session
The following solutions mapping to KI#1 is about how to modify the S-NSSAI for on-going PDU session by the network, e.g., RAN, AMF, SMF and PCF.
Table 7.x.3-1: High-level descriptions of the solutions
	Solutions
	Scenarios
	Attribute of new PDU session
	Descriptions
	Slice remapping decision

	Solution#1

	Scenario 2d)
	Mapped S-NSSAI
	N2 handover: target AMF checks if the additional S-NSSAI is supported in the T-RAN node.
	The AMF is configured that S-NSSAI#1 and S-NSSAI#2 are associated with one Network Slice instance.

	Solution#2

	Scenario 1b)
Scenario 1c)
	Mapped S-NSSAI
	AMF interacts with PCF to obtain a remapped S-NSSAI for each PDU. 
The PDU Session is re-established by triggering PDU session modification with new S-NSSAI.
	PCF is configured that two slices support the same services with the same DNNs, and same DNAIs, hosting the same services.

	Solution#3

	Scenario 2a)
Scenario 2b)
	Mapped S-NSSAI
	During the HO procedure, the target NG-RAN informs the source NG-RAN node 1 that it accepts the PDU session 1 temporarily due to slice re-mapping. It also indicates the new slice for the PDU session.
The PDU Session is re-established by triggering PDU session modification with new S-NSSAI.
	NG-RAN nodes is configured with slice re-mapping.

	Solution#5

	Scenario 2c)
Scenario 2d)

	Mapped S-NSSAI
	The S-RAN selects a T-RAN supporting the current S-NSSAI and possibly supporting the alternative S-NSSAI. 
PDU Session switches to the alternative S-NSSAI via PDU Session modification.
	Alternative S-NSSAI is another S-NSSAI from the Network Slice selection criteria within the URSP.

	Solution#32

	Scenario 1b)
	Mapped S-NSSAI
	Network Initiated Approach:The PDU sessions are allowed to be migrated from one S-NSSAI to a new S-NSSAI. The new S-NSSAI can be previously included in the Allowed NSSAI or will be added to the Allowed NSSAI. 
The PDU Session is re-established by triggering PDU session modification with new S-NSSAI.
	AMF/PCF

	Solution#40

	Scenario 1b)
Scenario 1c)
	Mapped S-NSSAI
	The PCF determines whether the S-NSSAI associated to an ongoing PDU session needs to be changed.
PDU Session switches to the alternative S-NSSAI via PDU Session modification.
	PCF

	Solution#41

	Scenario 1b)
Scenario 1c)
Scenario 2d)
	Mapped S-NSSAI
	The AMF determines that the S-NSSAI for PDU session need to be changed.
The PDU Session is re-established by triggering PDU session modification with new S-NSSAI.
	AMF

	Solution#42(Option 1)

	Scenario 1b)
Scenario 1c)
Scenario 2d)
	Mapped S-NSSAI
	The AMF determines that the S-NSSAI for PDU session need to be changed.
The PDU Session is re-established by triggering PDU session modification with new S-NSSAI.
	AMF

	Solution#43
	Scenario 1b)
Scenario 1c)
Scenario 2d)
	Mapped S-NSSAI
	The AMF determines that the S-NSSAI for PDU session need to be changed.
PDU Session switches to the alternative S-NSSAI via PDU Session modification.
	AMF



In most solutions for slice remapping, it is assumed that the operator deploys different S-NSSAIs that are available in different TAs of the PLMN but support the same DNN. Based on such kind of deployment assumption, these different S-NSSAIs can be mapped to each other and the attribute of PDU session can be switched from an S-NSSAI to another S-NSSAI when UE moving towards an area that does not support one of UE's ongoing slice. If the UE moves back to the previous area that supports the original slice, the second round of slice mapping has to be performed.
[image: ]             [image: ]
Figure 7.x.3-1                           Figure 7.x.3-2
In Solution#1, it is assumed that different Network Slices share the same Network Slice instance as described in the Figure 7.x.3-1. When the old slice is not available, the SMF and PSA that support multiple S-NSSAIs change the PDU session’s S-NSSAI automatically without new PDU session establishment. In order to address service continuity caused by UE mobility, the proper and realistic way for operator is to deploy an available Network Slice widely (e.g. Slice#X supported in the TA#1 and TA#2 in the Figure 7.x.3-2) instead of identifying multiple S-NSSAIs that share the same Network Slice resources in different TAs.
In addition, these solutions for slice remapping bring the following impacts/issues: 
a) The service continuity via slice remapping depends on the TA where UE is first located. For example, when the UE with an on-going PDU session with Slice#1 moves from the TA#1 to the TA#2 in the Figure 7.x.3-1, the slice remapping is supported as described in the above solutions. However, when the UE is first located at the TA#2, the UE is not allowed to access the Slice#1 due to the unavailability of Slice#1.
b) The UE may need to know the mapped S-NSSAI for current PDU session in order to evaluate the URSP for the subsequent PDU session establishment. 
c) The PDU Session re-establishment by triggering PDU session modification with new S-NSSAI causes some impacts on the existing SSC mode #3, in which the S-NSSAI is not changed for the new PDU session as defined since Rel-15.
d) For the solutions (e.g. Solution #3) allowing the slice remapping decision in the RAN node, it is difficult to make sure the mapped S-NSSAI is compatible the UE’s subscription data, considering RAN node has no knowledge of the Subscribed NSSAI.

7.x.4	Provisioning Network Slice reconfiguration to UE
The following solution mapping to KI#1 is about how to trigger the Network Slice reconfiguration using UE Configuration Update.
Table 7.x.4-1: High-level descriptions of the solution
	Solutions
	Scenarios
	Attribute of new PDU session
	Descriptions

	Solution#32
	Scenario 1b)
	Mapped S-NSSAI
	UE Initiated approach: a new control information element included in the UE Configuration Command, which instructs the UE to transfer the PDU session from the removed Network Slice or to be removed Network Slice in Allowed NSSAI to a new target Network Slice in the Allowed NSSAI.

	Solution#42(Option 2)

	Scenario 1b)
Scenario 1c)
Scenario 2d)
	Mapped S-NSSAI
	When the old S-NSSAI is not available, the AMF triggers the UE Configuration Update procedure including a new Configured NSSAI containing new S-NSSAI and slice mapping information of new S-NSSAI to old S-NSSAI.
UE triggers PDU session establishment and provides slice mapping information. 



Both Solution#32 and Option 2 of Solution#32 use the UE Configuration Procedure to provide UE with the new S-NSSAI. The UE performs PDU Session Transfer based on the new IE proposed in the Solution#32. Option 2 of Solution#42 assumes the new S-NSSAI is not part of the Subscribed S-NSSAIs of the UE. Both the registration to the new S-NSSAI and the PDU session establishment for the new S-NSSAI are permitted based on the slice mapping information of the new S-NSSAI to the old S-NSSAI. Option 2 of solution#42 has no impact on UE. It requires the enhancement of the 5GC to trigger Network Slice mapping reconfiguration for UE when old S-NSSAI is not available. 

* * * * Second change * * * *
[bookmark: _Toc97057182][bookmark: _Toc97266760][bookmark: _Toc104302608]8.X	Conclusions for Key Issue #X
8.X.1	Conclusions for Key Issue #1
The following principles are concluded for the normative work:
· For Scenario 1b) and 2d) where Network Slice instance is overloaded, the following principles of Solution#15 apply:
· When an S-NSSAI is associated with one or more Network Slice instances, and Network Slice instance selected for PDU session is overloaded, the stored NSI ID that identifies the Network Slice instance that is overloaded is deleted by AMF from the UE context. A new condition to trigger PDU Session re-establishment by using the mechanism of SSC mode#2 or SSC mode#3.
· For Scenario 1b) and 2d) where Network Slice is overloaded, the following principles apply:
· When old S-NSSAI is not available, the AMF triggers the UE Configuration Update procedure including a new Configured NSSAI containing new S-NSSAI and slice mapping information of new S-NSSAI to old S-NSSAI. After the UE registers to the new S-NSSAI, the UE triggers PDU session establishment and provides the slice mapping information.


* * * * End of changes * * * *
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