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Abstract of the contribution:  This paper proposes updates to conclusions for key issue 3 to resolve editor´s notes
Discussion
In the conclusions for key issue 3 there are editor´s notes that should be resolved. In the following resolutions for the editor´s notes are proposed:

Editor's note:	The selection of the central NF (i.e. NWDAF, DCCF, NEF or new NF, e.g. GEF) is FFS.
A central NF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN. It authorizes the request according to operator policies and user consent and it filters the information exposed in reply to the request.
The NWDAF is well suited to handle analytics requests as it already performs comparable operations. The NWDAF also performs extensive data collection. The NWDAF also has existing capabilities for user consent checking. Using the NWDAF for data collection also enables subsequent usage of the DCCF. All deployments for network automation will provide NWDAFs.
The DCCF also has capabilities for data collection, aggregation of analytics requests and user consent checking. However, not all deployments will use DCCFs.
The NEF has capabilities to check the authorization of a request but will need to forward request either directly to an NWDAF or to a DCCF. It is does not yet have capabilities for user consent checking and is likely not well suited to filter exposed data or analytics (which are likely transparently forwarded by many implementations). It can be used only in combination with other entities. As several entities handle the request, extra processing effort is likely.
A new NF will likely mean maximum implementation effort as no existing capabilities can be reused. If the new NF forwards required requests to NWDAF or DCCF, extra processing effort will also be required.
It seems appropriate to use the NWDAF as default central entity. In deployments with DCCF and/or NEF, those may be used instead.

Editor's note:	It is FFS whether to define new services or reuse existing services.
It authorizes the request according to operator policies and user consent and it filters the information exposed in reply to the request The authorization framework in the NRF allows to configure per service which PLMNs have access to the service. The NRF will check that condition when providing authorization tokens for the service. It is thus easy to configure in a deployment that only a limited set of new services can be accessed from outside the PLMN.
Those arguments are in favour of defining new services. However, the new services can be defined with much communality to existing services to ease the implementation.

Editor's note:	Whether to provide raw data from VPLMN to HPLMN, or vice versa is FFS, and whether to provide analytics from VPLMN to HPLMN is FFS.
Editor's note:	It is FFS whether the HPLMN can consume UE related analytics generated by the VPLMN. It needs to be studied whether the VPLMN can provide any meaningful analytics related to a user, in particular if the VPLMN can have analytics models for a user and whether it has access to raw data from the HPLMN for analytics and predictions. Otherwise the HPLMN will need access to raw data from the VPLMN for analytics statistics or predictions for outbound roaming UEs. 
Some event subscriptions and exposure between PLMNs e.g., between AMF, SMF and UDM, are part of basic network operations unrelated to network automation and thus exposure of raw data can not be completely forbidden in either direction.
Exchanging analytics may reduce the signalling load compared to raw data.
However, the VPLMN seems hardly capable to provide analytics for inbound roaming UEs. It likely has no analytics models for inbound roaming users and no historical data. When a UE enters a VPLMN network (i.e., it is roaming), the network likely does not have any historical data related to the UE that it can use to create analytics (statistics and/or predictions). It can only start to collect data after the UE has entered the VLPMN, so the initial accuracy of the analytics reports would be rather low. Many analytics require input data from network entities in the HPLMN (e.g., UDM, SMF for home route roaming …) that may not be accessible in the VPLMN to derive analytics. From the perspective of signalling load, it also appears highly undesirable that the VPLMN generates analytics for a consumer in the HPLMN based on input data in the VPLMN. A model where partial analytics are provided from VPLMN to HPLMN are being completed in the HPLMN NWDAF with HPLMN input data has also been suggested but leads to standard questions what such "partial analytics" could be, and extra processing load compared to handling raw data.
It thus appears necessary to allow the HPLMN NWDAF to collect input data from the VPLMN. The benefit and feasibility to retrieve UE related analytics from the VPLMN by the HPLMN is questionable.
However, retrieving UE-related HPLMN analytical information by the VPLMN may help NFs in the VPLMN to optimise for the UE. The HPLMN has historical data of the UE and can have related analytics models that the UE lacks. The use case to provide analytical information from HPLMN to VPLMN has also already been agreed.

Editor's note:	It is FFS if the analytics information is analytics, analytics profiles or both.
This EN relates to the sentence "VPLMN may consume analytics information generated by HPLMN". 
Using an analytics profile has the advantage that it can be pre-computed and that it may contain the condensed information related to several analytics IDs. This filtering of data is simplified compared to full analytics information and essential information about a UE can be provided in response to a single UE.
However, complete analytics IDs offer more flexibility and may contain more complete data (if those are allowed to be shared with the VPLMN).
Both options offer advantages and can be allowed. 
Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-81 as follows
*** Start of changes ***
[bookmark: _Toc22214903][bookmark: _Toc23254036][bookmark: _Hlk92215149][bookmark: _Toc16839386][bookmark: _Toc23236018]8.3	Key Issue #3: Data and analytics exchange in roaming case
For KI#3, the following architectural principles are agreed as interim conclusions:
-	A central NF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN. It authorizes the request according to operator policies and user consent and it filters the information exposed in reply to the request.
-	The NWDAF is the default central NF. In deployments with DCCF and/or NEF, those may be used instead as entry point.
Editor's note:	The selection of the central NF (i.e. NWDAF, DCCF, NEF or new NF, e.g. GEF) is FFS.
-	The central NF offers new services to be accessed by the peer PLMN. This allows the NRF to be configured in such a manner that only access to those services is authorized from outside the PLMN. The new services will be defined with as much communality as possible to existing services to ease the implementation 
Editor's note:	It is FFS whether to define new services or reuse existing services.
Editor's note:	For security aspects, coordination with SA WG3 is required.
Editor's note:	Whether to provide raw data from VPLMN to HPLMN, or vice versa is FFS, and whether to provide analytics from VPLMN to HPLMN is FFS.
-	Some event subscriptions and exposure between PLMNs e.g., between AMF, SMF and UDM, are part of basic network operations unrelated to network automation and thus exposure of raw data is allowed from VPLMN to HPLMN and vice versa. It may be restricted based on operator policy
-	The HPLMN may provide analytics to the VPLMN. The VPLMN may provide non-UE related analytics to the HPLMN.
The interim conclusions for Key Issue #3 "Data and analytics exchange in roaming case" use cases are as follows:
	The following use cases are supported:
-	VPLMN may consume analytics information generated by HPLMN:
-	The analytics information may consist of analytics profiles with predefined analytics information about an inbound roaming UE or of complete analytics IDs, depending on HPLMN operator policy.
-	In home routed roaming scenarios, HPLMN analytics information (i.e., slice load level analytics, NF load analytics, etc.) can be leveraged by the AMF in the VPLMN for Network Slice selection and SMF selection for PDU Session management.
Editor's note:	It is FFS if the analytics information is analytics, analytics profiles or both.
-	UE-related analytics information provided by the HPLMN (e.g.,. service experience analytics, etc.) can include statistics or predictions for outbound roaming UEs.
Editor's note:	It is FFS whether the HPLMN can consume UE related analytics generated by the VPLMN. It needs to be studied whether the VPLMN can provide any meaningful analytics related to a user, in particular if the VPLMN can have analytics models for a user and whether it has access to raw data from the HPLMN for analytics and predictions. Otherwise the HPLMN will need access to raw data from the VPLMN for analytics statistics or predictions for outbound roaming UEs.
-	The VPLMN does not provide UE-related analytics for inbound roaming UEs towards the HPLMN, but may expose input data for such analytics
-	In home routed roaming scenarios,  analytics information with statistics or predictions for outbound roaming UEs can be leveraged by the H-PCF for QoS control of the PDU Session.
-	Analytics information (i.e.i.e., service experience analytics, slice load level analytics, etc.) can be leveraged by the H-PCF for decision of NSSP in URSP rules provisioned to the UE roaming in the VPLMN.
Editor's note:	The above is FFS and requires coordination with FS_UEPO, key issue 1.
-	The VPLMN may provide non-UE-related analytics information towards the HPLMN
*** End of changes ***
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