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	Reason for change:
	LS C1-225230 / S2-2208123 asks for clarity on the SMF processing requirements when the UE is attempting to set up multiple emergency PDU sessions. The UE shall not request multiple emergency PDU sessions over any Access Type.

TS 23.501 CR 3659 specifies that the UE shall have only one emergency PDU session at any time. The network is required to enforce this limitation. The UE is expected to request handover when it is transferring an existing emergency PDU session from one Access Type to the other. 

TS 23.501 requirement for the network to enforce the above requirement by rejecting the second emergency PDU session establishment request from the same UE differs from the PDU Session collision control in stage 3 specifications. TS 29.502 specifies that PDU Session establishment from the same UE on the same PDU session ID shall override the old PDU session. The SMF shall proceed with the new request and abandon the old PDU session locally. TS 24.501 also specifies that the SMF may override the existing PDU session. 

Over-writing the existing emergency PDU session is a fail-safe approach as it enforces the maximum limitation efficiently but it does not prevent setting up emergency PDU Session in any possible SM context state mismatch between the UE and the SMF as rejecting would do if the SMF believes there is an active emergency PDU Session and the UE believes there is not. 

CT1 and CT4 need SA2 guidance on how to handle the emergency PDU session enforcement.

	
	

	Summary of change:
	
UE restriction against setting up more than one emergency PDU Session applies on any Access Type but an existing emergency PDU session can be moved between Access Types by requesting handover. 

The SMF error handling of duplicate PDU session establishment request on the same PDU Session ID (TS 29.502 clause 5.2.2.2.1) is re-used for emergency PDU session but with the exception that emergency PDU session establishment with any PDU Session ID shall override any possibly existing emergency PDU session. 

	
	

	Consequences if not approved:
	CT1 cannot specify correct error handling to police the maximum number of emergency PDU sessions. SMF might reject a valid emergency PDU session establishment request. 
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FIRST CHANGE
[bookmark: _Toc114665348][bookmark: _Toc20149961][bookmark: _Toc27846760][bookmark: _Toc36187891][bookmark: _Toc45183795][bookmark: _Toc47342637][bookmark: _Toc51769338][bookmark: _Toc106188068]5.16.4.9	Handling of PDU Sessions for Emergency Services
The QoS Flows of a PDU Session associated with the emergency DNN shall be dedicated for IMS emergency sessions and shall not allow any other type of traffic. The emergency contexts shall not be changed to non-emergency contexts and vice versa. The UPF shall block any traffic that is not from or to addresses of network functions (e.g. P-CSCF) providing Emergency Services. 
If there is already an emergency PDU Session over a given Access Type (3GPP access or non-3GPP access), the UE shall not request another emergency PDU Session over the otherany Access Type. If the UE needs to transfer an existing emergency PDU Session between 3GPP and non-3GPP Access Types, it should request except for handing over the existing emergency PDU Session to this other Access Type. 
The network shall reject any emergency PDU Session requests over a given Access Type (3GPP access or non-3GPP access) if If the SMF receives an emergency PDU session establishment request and it knows the UE already has an emergency PDU Session over the otherany Access Type, the SMF shall remove the existing SM context locally and clear the associated resources in the network and proceed with the new request. 
[bookmark: _Hlk115445430]NOTE:	If the UE releases emergency PDU session locally and requests for establishment of a new one before the SMF has released the emergency PDU session due to PDU session inactivity as specified in clause 4.3.4.2 of TS 23.502 [3], the above duplicate emergency PDU session handling in the network removes the old emergency PDU session as part of establishing a new one. This releases all emergency call back resources related with the old emergency PDU Session.
The ARP reserved for emergency service shall only be assigned to QoS Flows associated with an emergency PDU Session. If the UE is Emergency Registered over a given access, it shall not request a PDU Session to any other DNN over this access.
