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Abstract: This DP is triggered by the LS S2-220xxxx/C3-222419 and discusses how and what PCF can influence EAS discovery procedure based on AF influence traffic.
1	Discussion
LS S2-2205396/C3-222419 indicates that there are some unclarity about how PCF can provide policies and control related to Edge computing procedures. 
When FQDN was introduced in PCF for in AF influence on traffic, the intention was for some sort of control. The only control that was thought of at time was trigger for SMF to get EDI. Not for actually influencing traffic in the user plane, which seem to be indicated by the question 1 in the referred LS:
Question 1: Is the FQDN range only used as a trigger to initiate the retrieval of EAS Deployment Information from NEF or is it also used to identify the traffic for influencing SMF routing decisions?   
Observation 1: It is not clear for what FQDN range shall be used for in AF traffic influence of routing
It is further not clear why SMF needs to get a trigger to read EDI. This could be done as a SMF starts up, or by configuration in SMF of a certain DNN/S-NSSAI.
Observation 2: SMF does not need FQDN in PCC rule for triggering retrieval of EDI.
EAS Deployment Information (via SMF local Configuration or EDI procedures) provides SMF with the information needed for procedure “EAS Discovery with EASDF”. The system can be configured so that, for all users whose subscription allows to use an EASDF, SMF only considers the PDU Session DNN,S-NSSAI and Internal Group ID in the decision of whether selecting an EASDF for the PDU Session. All FQDNs in EDI for the DNN,S-NSSAI and (if present) Internal Group ID need be considered for the DNS handling rules for the PDU Session. No PCC AF influenced Traffic Steering Enforcement Control (see TS 23.503 6.3 Policy and charging control rule) is required. This also is highlighted by the question 2 of referred LS:
Question 2: If it is used to identify the traffic for influencing SMF routing decisions, can SA2 clarify how it works? Is the FQDN range(s) used to identify the sessions/users for which the EDIs apply, and if yes, how is this applicability exactly determined?
Observation 3: PCF cannot influence which of the EDI shall be used in the per session DNS handling rules

2	Proposal
It is proposed to remove FQDN range in from the traffic descriptors, to make it clear that the FQDN range shall not be used for traffic steering. The trigger for EDI retrieval is to be considered as an implementation issue.
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