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1. Discussion
[bookmark: _Toc519004414]This contribution provides a scope clarification and an evaluation of the solutions for KI#6. 
This key issue investigates the potential need and solutions to avoid the UE to switch the EC traffic away from the EC PDU Session and 5GS altogether, due to conflicting connectivity preferences in the device (e.g. via means outside of 3GPP connectivity, e.g. non-integrated Wi-Fi).
Observation 1: A solution is needed to ensure the mechanisms for Edge Computing work as expected
Clause 5.6.2 lists some problematic scenarios that should be covered:
-	non-integrated access, where re-connecting to the 5GS is not possible, e.g. because lack of UE support or an N3IWF could not be discovered or connected to and these Edge Computing enablers can only be reached via the 5GS;
-	re-connecting to the 5GS is possible but results in long UP paths because of e.g. a centralized N3IWF;
-	session breakout scenarios where an UL-CL and L-PSA is used to obtain EC connectivity and switching to an access that is not integrated with 5GS would therefore break the EC connectivity.
In the first case, connecting to non-integrated WIFI access should be avoided if the 5GS applies Edge Computing enablers. This could be achieved, as different solutions propose e.g., by an indication from the 5GC to the UE to avoid switching away to non-integrated WIFI access.
[bookmark: _Hlk107741224]Whether the application may still get access to application server via non-integrated access may depend also on the factors outside of 5GC control, such as the IP latency form the WIFI POP to the EHE, the EHE connectivity configuration or transport protocol used between the UE applications and local application server (e.g., QUIC may provide service continuity during access change, but TCP cannot). It may depend on application functionality (e.g., RTT measurements over the different accesses) whether the application could leverage on using non-integrated WIFI. The application may, however, still benefit from an indication whether the 5GC currently applies EC treatment: this may trigger the application logic to control its traffic over different accesses, e.g., based on latency monitoring as proposed in Solution #42. 
In the second and third cases above, even (re-)connecting to 5GC via non-3GPP access should be avoided. In these cases, the 5GC has the information to decide whether this is needed or not so the 5GS may again send indication to the UE to avoid switching to non-3GPP access. 
There have been a few concerns formulated related to potential benefits for keeping the traffic on 5GC:
	#1: There is no performance comparation between 5GS and non-integrated WiFi. As an example, at some of the location, for example, at home, at tall building or country, the 5GS coverage may not be good enough to provide better QoS performance for edge service. So, why we still enforce the UE to not select a better access for better service experience? If the 5GS at UE location has worse throughput of UL/DL traffic or high time delay, why not to switch the traffic to better WiFi (certainly, in tall building, the WiFi has better signal power and coverage) ?
Indication to avoid non-integrated WIFI should be decided on a per-need basis. This will be likely based on a service SLAs. If 5GS is configured to provide service guarantees, then even a worse overall 5GS coverage could result in better quality of experience for the application because of the QoS mechanisms provided by the MNO (if non-integrated WIFI is not configured to provide QoS, this could result in sudden temporal changes, like latency peaks). Other examples are when are EC enablers are only provided by the 5GS, e.g., secure connectivity to the LDN, or when the connection would break due to access switch, etc.
-	#2: When UE access to non-integrated WiFi, the MNO may also deploy the EAS in wireline access network. As everybody knows, that the application server can also be deployed at the edge of wireline access network. So, even UE switches the traffic to WiFi, the DNS procedure can also provide an EAS IP address in wireline access network to UE, and accomplishes the EAS relocation. So, there is no need to keep the traffic always on 5GS, because in wireline network there still has the deployment of EAS. 
	To handle the scenario with MNO deploying EASes also at the border of certain fixed access networks coupled with mechanism that support relocation requires that the indication whether WIFI access is allowed, depends based on specific WIFI accesses. This is doable in case of WIFI accesses that provide UE authentication to 5GS.
-	#3: Keep the traffic on 5GS has the conflict of user preference. Due to the traffic on 5GS may cost more fee to user, so the users want save the money and choose to use WiFi for substitute. But the solutions in KI#6, they enforce the UE to stay on 5GS with no any user agreement or user choices. If there is no user agreement or permission, and directly to enforce the traffic on 5GS, the user will complain about MNO and terminal companies. At last, the users will change the SIM card to another MNO and change the terminal. Maybe the user at last, will switch the 5GS and not use 5G. This has very negative effects to marketing. Users has the choice to use any access mode.
	Prioritizing network indication over user or application preferences has not been proposed in any of the solutions for KI#6 so far and how to solve the conflict with user preferences is left for further study. 
The current way of solving the conflict with application preferences regarding non-seamless WIFI offload is that the application preference is given higher priority, see TS 24.526 [24526] : “When the upper layers request information of the PDU session via which to send a PDU of an application;
-		information on the non-3GPP access outside of a PDU session shall be provided to the upper layers, without evaluating the URSP rules, if due to UE local configuration non-seamless non-3GPP offload is requested; or”
-	#4: How to deal with the situation of handover from 5GS to EPS is also not clear. Due to the UE may has the situation to handover from 5GS to EPS, if we have the design to keep the traffic on 5GS and not to 4G, it means the EPS handover may failure. So, what the design in all of the solutions didn’t solve the problem that how to deal with the conflict when UE handover to another 3GPP access, for example, 3G or 4G. 
	The solutions in this TR define the functionality for 5GS in R18 in the same way as EC enhancements in TS 23.548 are defined.

Observation 2: It is not contradicting to have a solution impacting non-integrated WIFI access in 3GPP
[bookmark: _Hlk113383299]One concern that has been raised was that some of the solutions, i.e., those related to non-integrated WIFI access, are not within the 3GPP scope. Non-integrated WIFI access does not have a definition in 3GPP, however, according to the scenario description above, it describes a WIFI access that does not provide authentication to 5GS. Traffic through such a WIFI access is transparent to the 5GC and thus no interaction (and related standardization) is possible. It should be, however, emphasized, that the intention with the proposed solutions is NOT to define any such interaction or mechanisms, but only to provide indication to the UE, as described above, if Edge Computing enablers are applied by 5GC and thus using non-integrated WIFI access could be avoided. This is similar to how the EDC functionality has been defined in TS 23.548 for the UE to ensure that DNS requests from applications are sent to the DNS Server's (e.g. EASDF/DNS resolver) IP address received from the SMF in the ePCO and thus to ensure the usage of the EAS discovery and re-discovery functionalities when the SMF indicates that the use of the EDC functionality is required for the PDU Session for the specific DNN.
Another concern that was raised was that URSP rules do not discuss or study the non-integrated WIFI situation. But the specifications for the “Non-Seamless Offload indication” in the URSP route selection descriptor make no distinction between non-3GPP accesses that provide or not provide authentication to 5GS so they are equally valid for both. In fact, the “Non-Seamless Offload indication” attribute has been already standardized in R15, while the 5G version of authentication for “Non-Seamless Offload” was only defined in R17. 

[bookmark: _Toc517082226]* * * * 1st change (all new)* * * *
7.X	Evaluation of KI#6: Avoiding UE to switch away from EC PDU Session
There are 9 solutions provided for this key issue: Solution #41 to #49.
There are different alternatives proposed to send an indication from 5GS to avoid switching away to non-integrated WIFI access: 
1.	via existing URSP rules. Solution #41 proposes to apply the existing URSP rules to control non-seamless WIFI offload. As stated in Clause 6.1.2.2.1 of TS 23.503: “If the UE has an URSP rule (except the URSP rule with the "match all" Traffic descriptor) that matches the application as defined in clause 6.6.2.3, the UE shall perform the association of the application to the corresponding PDU Session or to Non-Seamless Offload or ProSe Layer-3 UE-to-Network Relay Offload according to this rule”. That is, if 5GC defines policy rules for non-seamless offload form some traffic in the RSD then the UE should apply these rules for that traffic in the corresponding PDU session. For session break-out, if update of traffic descriptors in URSP rules are required, the resulting rule may not be acted upon by the UE immediately. The ATSSS rules can be configured for more refined control of traffic steering if the conflicting non-3GPP access is integrated. The solution can achieve this outcome without any impacts to the specifications. However, in this solution, the UE is not made aware whether any of the edge enablers are configured for the 3GPP access.
2.	via new attribute in URSP rules. Solution #48 proposes an “edge-anchored” indication in URSP RSD(s). The principle of Solution #48 is that an indication may be added to the URSP Rules to indicate that any PDU Session that is associated with the RSD may be using a PSA UPF that is in a local site. Solution #48 only applies to the scenario where it is known that a PDU Session that is associated with certain Traffic Descriptors or DNN/S-NSSAI combinations will always access edge computing resources that cannot be accessed if the UE switches to an access that is not integrated with the 5GS. The solution makes no reference whether the URSP can be updated based on the AF guidance at run time. Solution #49 proposes to dynamically indicate “ongoing traffic offload” in the RSD. This is based on AF provisioning as part of Application Guidance for URSP determination as described in clause 4.15.6.10 of TS 23.502 [9], and/or based on PCF decision due to an offloading of EC traffic to a local Data Network. With received indication in the URSP, and considering its user preferences, the UE may accordingly decide to continue using the ongoing PDU Session for EC traffic. 
3.	as a new indication via PCO. The principle of Solution #47 is that the SMF is aware of whether the PDU Session uses a PSA UPF in local site and the SMF can send an "edge-anchored" indication to the UE that indicates that the PDU Session uses a PSA UPF that is in a local site and also a "5GC-preference" indication that indicates that the network prefers to keep the traffic in the 5GC. The indications can be per Flow Descriptor(s). 
4.	as a new indication coupled to EDC attributes. Solution #44 proposes that the ability for network to control UE’s traffic offloading decision is dependent on UE capability and UE’s subscription. UE may indicate to the SMF its capability to support the EDC functionality and to control application traffic switching via ePCO. If the UE subscription information includes EAS traffic switching information, the SMF indicates to UE that EAS traffic switching control is required. The solution proposes this capability to be linked to the EDC functionality, but EDC which is handling DNS queries from the UE may not have visibility of the actual application traffic and cannot enforce traffic routing rules.
NOTE 1:	Solution #44 is similar to Solution #47; Solution#46 also proposes indication to the UE that the PDU Session is using edge computing functionality of the network, but it is not explicitly stated how this indication is conveyed. The UE decision of traffic switching cannot be enforced as stated in the solution since it may happen in upper layers.
There are two potential alternatives to send the indication to UE whether the 5GC currently applies EC treatment for some traffic
1.	as a new indication via PCO. Solution#47 proposes an "Edge-anchored" indication.
2.	via new attribute in URSP rules. See point 2 above.
Providing indication to the UE to avoid switching to non-3GPP access has been proposed in two solutions. Solution#41 proposes to apply the existing URSP rules for this, i.e., setting the Access Type Preference to "3GPP" for the given EC traffic. Besides, for MA PDU sessions, it proposes to use the ATSSS rules to avoid going to non-3GPP access. 
Solution #47 proposes that this type of indication could be also sent via PCO. This could be needed in the cases when a dynamic update needed for an existing PDU session where URSP rules would be difficult to update.  
Other solutions include:
-	Solution#42 proposes a new “WLAN Offload Guidance" indication in the Route Selection Descriptor to indicate to the UE that offloading edge computing traffic matching the Traffic Descriptor for this URSP rule to integrated non-3GPP access is conditional to the evaluation of conditions informed by the network.  The UE may then perform RTT measurements on the non-3GPP path and use the measurements to help decide if integrated non-3GPP access should be used. It is not clear what the benefit of this approach is compared to when the application measures RTT directly to EAS over the different accesses. This solution requires that Application Server also supports the best path selection in the UE by configuring performance measurement parameters to compute RTT over 3GPP and non-3GPP paths.
-	Solution#43 provides two approaches:
	1.	SMF rejects PDU session establishment from non-3GPP access if EC traffic handling. This requires multi-PDU session capable UEs. Also, if it is not the same SMF, SMF cannot know if the given traffic is EC or not in all connectivity models.
	2.	UE decides PDU Session handover according to NWDAF analytics. This requires UE registration to non-3GPP while still using 3GPP access for its sessions. It also requires real-time analytics. Besides, it is not disclosed how the UE would know which traffic belongs to an EC session. Also, the UE is not aware of whether the network has used any of the edge enablers for the PDU Session over 3GPP access and whether it has to perform additional analytics comparisons before deciding on traffic steering for this PDU Session.
-	Solution#45 proposes an application-based solution to select/bind to a proper network interface for communication. This solution does not require SA2 standardization. Note that it assumes that the application is aware that it uses an EC service, which also calls for an indication to the UE (conveyed by the UE to the Application) that the 5GC currently applies EC treatment. It should also be noted that for operator deployed services, application clients can be designed to use this mechanism.
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