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1 Discussion
In 5GS, we already have internal group ID, this ID is virtually unlimited since the number of possible internal group ids is greater than the number of IMSIs within the same MCC and MNC. See below excerpt from 23.003:

[bookmark: _MON_1093416498]
Figure 1: Structure of IMSI


Figure 2: Structure of IMSI-Group Identifier
Note:	An Internal-Group ID is composed the same way as IMSI-Group ID.
Thus, with the internal group ID, we get as granular as ever wanted. Also, a UE may be associated with several internal group IDs. There is not limit for how many internal group IDs that can associated with a UE from a specification point of view.
TS 23.503 [13] Table 6.2-2: “PDU Session policy control subscription information” defines following subscription data in UDR (information already defined for PCF usage).
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber
	Optional



"Allowed Services" is defined as: "The Allowed services may comprise any number of service identifiers allowed for the subscriber in the PDU Session". By that it is not suitable as an identifier that can be used by an AF. A more natural identifier is service information proposed in solution 31, which then PCF may have policies configured matched against the "allowed services" and possibly "subscriber categories"
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23700-48 as follows 
FIRST CHANGE all text is new

7.3	Evaluation for KI#3: Policies for finer granular sets of UEs
Following solutions address KI#3
	29: Use of Internal Group ID and constraints in EDI
	107
	
	
	X

	30: Policies referring to "Allowed services" and/or "Subscriber categories"
	108
	
	
	X

	[bookmark: _Hlk109989370]31: Providing traffic offload policy for a set of UEs with service information
	111
	
	
	X

	32: Offload policy for finer granular set of UEs
	114
	
	
	X

	33: AF requests offload policy for sets of UEs
	115
	
	
	X



Rules to control which PDU sessions of which users are subject to Edge computing are carried via Nnef_TrafficInfluence service and target the PCF.
-	Solution 30 uses "allowed services" and "subscribed services" as a means for addressing a finer granularity of UEs. 
-	Solution 31 A "service information" is added as a mean for selecting a finer granularity of UEs
-	Solution 32 introduces subscribes service which is a logical combination of criteria, e.g. group1 AND group2
-	Solution 33 introduce category information to indicate which information elements (e.g. spatial validity condition, application id...) which determines the collection of UEs. Also logical combinations are possible.
Solution 31 and part of solution 30 and/or use of External/Internal group IDs should sufficiently support the KI:
-	how to identify set of UEs at a finer granularity that are associated with a dedicated offload policy, and how to express the set of UE in the offload policy;
By Externa/Interna group ID or by use of "service information" as solution 31 and potentially "subscriber categories" as per solution 30
Solution 31 and part of solution 30 and External/Internal Group ID support the different scenarios a-c in clause 5.3.2 in the following way
a	AF influence on Traffic routing with use of spatial validity conditions, and use of "service information" as per solution 31, or by having a group id associated with a service (by O&M or 5G VN group management).
b	Use of "service information" per solution 31 and potentially "Subscriber categories" as per solution 30 or the combination of services can be associated with an External/internal group ID 
c	can be solved by a combination of solutions for case a and b
d	can be solved by use of solution b and use of Temporal Validity Condition
e  Use of "Service information" as per solution 30 and potentially "Subscriber categories" as per solution 30 or by creating a third group (by O&M or 5G VN group management). The third group is associated with UEs belonging to group A and B and having a specific service.
By this, it is concluded that 5GC has already the necessary tools to fulfil the KI, but also that solution 31 and part of solution 30 can provide some benefit.

NEXT CHANGE all text is new
8.3	Conclusions for KI#3: Policies for finer granular sets of UEs
Solution 31 to be used as baseline for normative work.
"subscriber categories" as per solution 30 is also to be included in normative work, but if 5GC actually exposes the internal representation of "subscriber categories" or some external representation is to be used, will be decided in normative phase.

END CHANGES
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