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Abstract: This paper proposes to update Sol#5.6 to clarify when the UE and UPF perform path switching.
1. Introduction/Discussion
This paper addresses the following EN.
Editor's note:	Whether the UE and UPF perform path switching in step 10 (right after the establishment of UP resources on the trusted non-3GPP access), on in step 14 (right after the release of UP resources on the untrusted non-3GPP access) needs further consideration.
Before decide when the UPF performs path switching, it would like to discuss when and how the tunnel info of source non-3GPP access path in UPF can be deleted. From the step 13b in current solution, it could be assumed that deleting old tunnel info in UPF is a part of releasing UP resources on the source non-3GPP access, which is included in AN release procedure that triggered by AMF. As there exist two non-3GPP access tunnel info in UPF before AMF triggers AN release procedure and after UP resources on target non-3GPP access is successfully established, AMF is required to include additional indication to inform SMF that which non-3GPP access is to be released. Otherwise, SMF may release all UP resources on non-3GPP access. Alternative way is deleting old tunnel info right after the establishment of UP resources on the target non-3GPP access. In this case, there will be always only one N3 tunnel available on non-3GPP access, thus UPF will switch all downlink traffic right after establishment of UP resources on the target non-3GPP access. From 5GC perspective, the UP establishment procedure seems more likely to be PDU Session Modification procedure rather than PDU Session Establishment procedure, thus it is required to update existing N4 rules on non-3GPP access due to change on N3 tunnel info. The author prefers to choose latter method, which resulting UPF performing path switching right after the establishment of UP resources on the target non-3GPP access. Another option is also acceptable but it needs further clarification about how AMF/SMF trigger the UPF to delete old tunnel info during AN release procedure. 
[bookmark: OLE_LINK2]Proposal 1: It is proposed that the UPF switches the downlink traffic right after receiving the update N4 rules on non-3GPP access.
For uplink traffic, there are also two options: 1) UE switches the traffic when all IPsec Child SA(s) are established 2) UE switches the traffic when AN connection over old non-3GPP access is released. Technically, both two options can be supported. However, in order to align with the above proposal, the author prefers to choose option 1), while another option is also accepted.
Proposal 2: It is proposed that the UE switches the uplink traffic to target non-3GPP access right after all IPsec Child SA(s) are established over target non-3GPP access.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-53 v1.0.0.
[bookmark: _Toc519004414]* * * * First change * * * *
[bookmark: _Toc112854208]6.17	Solution #5.6: Consolidated solution for traffic switching between two non-3GPP access paths
[bookmark: _Toc112854209]6.17.1	Introduction
The solution in clause 6.17 addresses the objective of KI#5, i.e. it specifies how the data traffic of an MA PDU Session can be switched between two non-3GPP access paths, both of them using the same PLMN. The solution borrows several aspects from solutions #5.2, #5.3 and #5.4.
[bookmark: _Toc112854210]6.17.2	High-level Description
The key principles of the solutions are listed below and are further detailed in the next clause.
a.	The UE applies the existing procedures to register to 5GC via a non-3GPP access network. Optionally, the UE may also register to 5GC via a 3GPP access network (e.g. via NG-RAN).
b.	An MA PDU Session is established based on the existing procedures specified in TS 23.502 [3], clause 4.22.2. In addition, during the MA PDU Session establishment, the UE and the network indicate whether they support "Non-3GPP path switch", i.e. whether they can switch the traffic of an MA PDU Session from one Non-3GPP access path to another Non-3GPP access path.
c.	If both the UE and the network support "Non-3GPP path switch", then the following steps apply:
i)	When the UE wants to switch the traffic of the MA PDU Session from the existing non-3GPP access path to the new non-3GPP access path, the UE initiates registration over the new non-3GPP access path and indicates that the registration is for "Non-3GPP path switch". Also, the UE includes in the "List Of PDU Sessions To Be Activated" the identity of the existing MA PDU Session.
ii)	A registration procedure (based on TS 23.502 [3], clause 4.2.2.2) takes place over the new non-3GPP access path and the SMF triggers establishment of user-plane resources for the MA PDU Session over the new non-3GPP access path. At this point, the MA PDU Session has user-plane resources over the old non-3GPP access path and over the new non-3GPP access path.
iii)	The AMF updates its registration with the UDM for non-3GPP access and initiates deregistration over the old non-3GPP access path. The deregistration releases the user-plane resources over the old non-3GPP access and the UE and UPF start using the new non-3GPP access for the MA PDU Session.
In order to support "Non-3GPP path switch" in a PLMN, it is assumed that all AMFs supporting ATSSS in the PLMN are enhanced to support "Non-3GPP path switch". This ensures that, if the UE establishes an MA PDU Session when connected to one AMF and receives an indication that "Non-3GPP path switch" is supported, the UE can assume the "Non-3GPP path switch" is still supported after moving into the serving area of another AMF in the same PLMN.
[bookmark: _Toc112854211]6.17.3	Procedures
Figure 6.17.3-1 below depicts the key steps of the solution, which enables the data traffic of an MA PDU Session to be switched from a non-3GPP access path using a N3IWF to a non-3GPP access path using a TNGF. The same steps can be used to switch the data traffic of an MA PDU Session between any non-3GPP access paths (using either N3IWF or TNGF).

[image: ]
Figure 6.17.3-1: Procedure for enabling traffic switching between two non-3GPP access paths
1.	Optionally, the UE performs an initial 5G registration over 3GPP access in a PLMN. The selected AMF registers with UDM for 3GPP access and provides its GUAMI and RAT type = NR.
2.	The UE selects an N3IWF and performs an initial 5G registration over untrusted non-3GPP access in the same PLMN. The same AMF is selected, as the one in the previous step. The AMF registers with UDM for non-3GPP access and provides its GUAMI and RAT type = Untrusted WLAN.
3.	The UE requests an MA PDU Session, as specified in TS 23.502, clause 4.22.2. Since the UE supports Non-3GPP path switch, the UE includes in the UL NAS Transport message a Non-3GPP path switch supported indication. Based on this indication, the AMF selects an SMF that supports Non-3GPP path switch and sends a Create SM Context Request to SMF including a Non-3GPP path switch indication which indicates that the AMF and the UE support Non-3GPP path switch. The SMF registers with the UDM and additional steps are executed to complete the MA PDU Session establishment including the establishment of user-plane resource over 3GPP access and over untrusted non-3GPP access.
	The PDU Session Establishment Accept message sent to UE indicates that Non-3GPP path switch is supported for the MA PDU Session.
4.	The UE detects a trusted non-3GPP access network that supports 5G connectivity to the same PLMN. The UE decides to switch the data traffic transferred over the untrusted non-3GPP access of the MA PDU Session to the detected trusted non-3GPP access network.
5.	For this purpose, the UE initiates a 5G registration over trusted non-3GPP access and sends a Registration Request to the same AMF. The Registration Request contains a Non-3GPP path switch indication (e.g. either a new registration type = "Non-3GPP path switch" or a registration type = "Initial" plus a new IE), which indicates that the registration over trusted non-3GPP access is required for switching the data traffic of an MA PDU Session to another non-3GPP access path. The Non-3GPP path switch indication indicates to AMF that the existing registration via untrusted non-3GPP access should not be released until the path switch is completed.
	In the "List of PDU Sessions To Be Activated" the UE includes the identity of the established MA PDU Session in order to trigger the establishment of user-plane resources over the trusted non-3GPP access.
6.	Optionally, an authentication procedure may be executed.
7.	The normal SMC Request / Response messages are exchanged to setup NAS security between the UE and the AMF over the trusted non-3GPP access.
8.	The AMF sends an Initial Context Setup Request to TNGF including the TNGF key, which triggers the establishment of the NWt connection between the UE and the TNGF.
9.	Since the UE provided a "List of PDU Sessions To Be Activated" including the identity of the established MA PDU Session, the AMF sends an Update SM Context Request to SMF to initiate the establishment of user-plane resources over the trusted non-3GPP access for this MA PDU Session. The Update SM Context Request contains a Non-3GPP path switch indication which indicates that the requested update is for switching the data traffic of an MA PDU Session to the trusted non-3GPP access and that the SMF shall not release the existing user-plane resources over the untrusted non-3GPP access. These resources are released later, in step 13.
[bookmark: OLE_LINK1]10.	The user-plane resources over the trusted non-3GPP access are established. At this point, the MA PDU Session has user-plane resources over the untrusted non-3GPP access path, over the trusted non-3GPP access path, and (optionally) over the 3GPP access path. The SMF initiates an N4 Session Modification procedure with the selected UPF. The UE and the UPF may switch the downlink traffic of the MA PDU Session from the untrusted non-3GPP access path to the trusted non-3GPP access path upon receiving updated N4 rules with new AN tunnel info from the SMF. The updated N4 rules indicate the target non-3GPP access to switch traffic. The UE may switch the uplink traffic of the MA PDU Session from the untrusted non-3GPP access path to the trusted non-3GPP access path upon all IPsec Child SAs for the MA PDU Session over trusted non-3GPP access path are established.Alternatively, this traffic switching can be performed in step 14.
Editor's note:	Whether the UE and UPF perform path switching in step 10 (right after the establishment of UP resources on the trusted non-3GPP access), on in step 14 (right after the release of UP resources on the untrusted non-3GPP access) needs further consideration.
11.	The AMF updates its UDM registration for non-3GPP access by sending a UECM Registration Request to UDM including RAT type = Trusted WLAN.
12.	Based on the current procedures, the UDM accepts the new registration for non-3GPP access and notifies the AMF that the previous registration for non-3GPP access (performed in step 2) is now deregistered.
13.	After updating the UDM, the AMF triggers an AN release procedure towards the N3IWF to release the N2 connection and the user-plane resources over the untrusted non-3GPP access.
14.	After the user-plane resources over the untrusted non-3GPP access are released, and if the UE and UFP have not switched the traffic to the trusted non-3GPP access in step 10, then the UE and the UPF use the trusted non-3GPP access to transfer the MA PDU Session traffic that should be sent over non-3GPP access. This completes the non-3GPP path switching from the untrusted non-3GPP access to the trusted non-3GPP access.
145.	Finally, the registration procedure is completed by sending a Registration Accept message to the UE. When the UE receives the Registration Accept message, it considers that it is deregistered from the untrusted non-3GPP access, and it is registered over the trusted non-3GPP access.
[bookmark: _Toc112854212]6.17.4	Impacts on Existing Nodes and Functionality
UE:
-	During the MA PDU Session Establishment, the UE indicates that it supports non-3GPP path switch.
-	Performs registration by providing a Non-3GPP path switch indication. This indication can be provided either as a new registration type or as a new IE.
-	Temporarily maintains simultaneous user-plane resources over the untrusted 3GPP access and over the trusted non-3GPP access.
-	When the UE receives the Registration Accept message for the new non-3GPP access, the UE considers that it is deregistered from the old non-3GPP access.
AMF:
-	During the Registration procedure, the AMF updates the UDM registration for non-3GPP access after the user-plane resources over the new non-3GPP access are established.
-	Indicates to the SMF that the AMF and the UE support non-3GPP path switch during the MA PDU Session Establishment.
-	Indicates to SMF that the UE requested non-3GPP path switch during the Registration procedure.
-	Performs AN release over old access during the Registration procedure
SMF:
-	Indicates to UE whether the MA PDU Session supports non-3GPP path switch during the MA PDU Session Establishment.
UPF:
-	Temporarily maintains simultaneous user-plane tunnels over untrusted non-3GPP access and over trusted non-3GPP access.
* * * * End of changes * * * *
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