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Abstract of the contribution: This contribution proposes conclusions for KI #6. 
1.
Discussion
As part of KI#4 conclusions the below has been agreed:
6)
A PEGC may establish a Single or multiple PDU Sessions used for PIN communication. One PEGC may serve more than one PIN and in this case, there is at least one PDU session per PIN.

When a UE detects an application traffic, it matches the application traffic to one of the URSP rules provisioned in the UE and then determines how to route the application traffic, i.e. either use an existing PDU session or establish a new PDU session. Traffic Descriptor component in the URSP rule is used to match the application traffic. Currently, the traffic descriptor may have one or more of the components: "Application descriptors", "IP descriptors", "Domain descriptor", " Non-IP descriptors", "Connection capabilities".
Application descriptors: It consists of OSId and OSAppId(s). However, in the case of PIN, since the traffic is generated by a network or a device that is behind the PEGC UE, the application descriptors cannot be used to differentiate the PIN or PINE.

IP descriptors: it contains Destination IP 3 tuple(s). Now in the case of PIN, when a PEGC supports multiple PIN, it is possible that the application traffic from 2 or more PIN(s) behind the PEGC are towards the same destination, but they need to be routed via different PDU sessions. In this case the PEGC UE cannot use "IP descriptors" to route the application traffic from different PIN through different PDU sessions.
Domain descriptors: Same as "IP descriptors", the PEGC UE cannot differentiate the PIN based on destination FQDN as application traffic from 2 or more PIN(s) behind the PEGC may be destined to the same FQDN. So, the PEGC UE cannot use "Domain descriptors" to route the application traffic from different PIN through different PDU sessions.
Similarly, destination DNN cannot be used to uniquely identify the PIN as multiple PIN(s) may use the same DNN.

Non-IP descriptors and Connection capabilities are not relevant for identifying the application traffic from PIN.
Observation 1:
The existing traffic descriptors are not sufficient for PEGC UE to uniquely identify/differentiate traffic originated from a PIN.
It is also possible that there is a requirement to route traffic originated from different PINE within the same PIN using different PDU session. However, as explained above, the existing traffic descriptors may not be sufficient to uniquely differentiate the traffic from the PINE(s). For example the OSAppId or the destination IP or FQDN may not uniquely identify the application traffic from a PINE.
Observation 2:
The existing traffic descriptors are not sufficient for PEGC UE to uniquely identify/differentiate traffic originated from a PINE within a PIN.
Clause 6.7.2.2.4 in the TR 23.700-88 proposes to add a new traffic descriptor component (Source descriptors) to be added into the URSP. This new TD component is used by the PEGC UE to match the PINE that is generating the traffic or the PIN from which the traffic is generated, so that the PEGC UE may route traffic generated from different PINE or PIN using different PDU sessions.
Observation 3:
The solution proposed in Solution #7 of TR 23.700-88 in clause 6.7.2.2.4 exactly addresses the issues observed in Observation 1 and 2 above.
Proposal: It is proposed to take the URSP enhancements as described in 6.7.2.2.4 of TR 23.700-88 into the normative work.

2.
Text proposal
It is proposed to agree the following changes in TS 23.700-88:
>>>>BEGINNING OF CHANGES<<<<
8.6
Conclusion on Key Issue #6

The following principles are concluded for Key Issue #6 "Policy and parameters provisioning for PIN":

1)
The PIN policy and parameter(s) are configured in the PEGC via application layer. The parameters include:

a)
IP address allocation information for allocating IP address to PINE,

b)
PIN connection parameters for a PIN, e.g. SSID, BT ID, password,

c)
PIN discovery parameters for a PIN.

2)
The policy and parameters provisioned to PEGC by 5GC for PIN communication include the following information:

a)
URSP policy where the application and traffic are mapped to DNN, Slice, etc. The traffic related to PIN may be identified by various traffic descriptors.
b)
The URSP rules provided to the PEGC UE may contain a new Traffic Descriptor component "Source descriptor" as proposed in solution #7, clause 6.7.2.2.4. The "Source descriptor" may contain information to uniquely identify the source PIN or source PINE. If a URSP rules contains "Source descriptor", when the PEGC UE detects an application traffic generated from a PIN or a PINE, the PEGC UE shall match the PIN/PINE identity against the information in "Source descriptor" TD component in the URSP rule to determine the PDU session for the application traffic.
b)
The QoS flow mapping for PINE's traffic relay is received via existing procedure from PCF,.

c)
Non-3GPP QoS assistance information.

3)
The existing procedure used by the SMF to provide the UPF with, PDR, FAR, etc are applicable without modification:

a)
Framed Route support will be further considered during normative work.

Editor's note:
It is FFS whether the parameters will originate in the UDM/UDR, PCF, or a new network/application function.

Editor's note:
What procedure (i.e. Registration, UE Configuration Update, or a new procedure) is used to send the parameters to the UE is FFS.

Editor's note:
Whether needs AF or 5GC NF for PIN is dependent on final conclusion of KI#1.

>>>>END OF CHANGES<<<<
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