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Abstract of the contribution: The paper proposes updates to conclusions for KI#4: Enabling UE to discover, select and access NPN as hosting network and receive localized services.
1 Discussion
General 
Observation: The localised services may be hosted by a hosting network that is an SNPN or a PNI-NPN. The TR proposes different solutions for SNPN and PNI-NPN for addressing KI#4. Concluding both SNPN and PNI-NPN related aspects together in a single clause may lead to confusion during the normative work. It is, therefore, proposed to group the conclusions for KI#4 into different sub-clauses, one dedicated for SNPN and another for PNI-NPN.
Proposal #1: For KI#4, it is proposed to make separate conclusions for SNPN (clause 8.4.2) and PNI-NPN (clause 8.4.3) as hosting network
Conclusions for SNPN as hosting network
Content of the hosting network information
Observation: When the localised services are hosted by an SNPN, the UE needs below information for discovery and selection of the hosting network
1.	The SNPN Id(s) that is hosting particular localised service(s). 
[bookmark: _Hlk115264132]A prioritized list of SNPN(s) may be provided to the UE using which the UE performs network discovery and selection. There are some solutions in the TR that propose to include the location and time validity criteria in the list provided to the UE. However, there may be different services available through an SNPN at different times. Also, the same service could be available at different time of the day and different days of the week or month etc. In such a scenario pre-configuring the UE with list of all services available at different times of day/week/month and also considering that there could be many such hosting networks available, the volume of information could become very large. The location criteria is also not needed to be included in the list. This is because, the SNPN would be only available in some areas and the serving network may provide indication to the UE when the UE enters into an area where some hosting networks are available. It is, therefore, proposed that only a prioritized list of hosting networks is sufficient, there is no need to provide additional validity conditions (spatial/temporal) along with the list. 
It is also proposed to reuse and enhance existing SNPN list(s) for hosting network information. Localized services and related information such as service Ids can be handled as implementation specific means or OTT, e.g., in case of entrance ticket including a QR code that provides hosting network information and localized service information and are considered outside scope of 3GPP.
2.	N3IWF address of the hosting network, if the UE is accessing the hosting network using the current serving network as the underlay. This information can be provided to the UE with ANDSP.
Proposal #2: The hosting network information includes a prioritized list of one or more Hosting Network Identifiers (SNPN Id). N3IWF address of hosting network may be provided as part of the ANDSP

Principles for UE to discover, select and access SNPN as hosting network
Observation: The UE may be configured with hosting network information for discovery and selection of hosting network providing localised services. However, the UE may not always keep on looking for accessing localised services. There could be multiple trigger conditions when the UE may start searching for hosting network providing localised services. One may be based on user action i.e. manual trigger to search for hosting network. There is also another case where the UE may want to automatically decide to switch to a hosting network to access localised services. However, when the UE is registered to a PLMN and getting the PLMN services, it may not listen to broadcast from neighbouring cells of an available hosting network. In order to make the UE aware of availability of hosting networks, the serving network may provide some indication to the UE, that may trigger the UE to look for hosting network. Such assistance information could be provided in two different ways. Either via NAS signalling by the serving AMF or the gNB may broadcast such information to all the UEs getting services from the gNB. If the serving network AMF is from a VPLMN, the HPLMN may authorize the VPLMN AMF to provide such assistance information for discovery and selection of hosting network providing localised services.
Proposal #3: The following principles are proposed for UE to discover, select and access SNPN as hosting network.
-	During UE initial registration procedure, the (home network) UDM may request serving network AMF as part of subscription information to provide the UDM list of the available hosting network information known to serving network/AMF and/or authorize AMF to provide UE assistance information for discovery and selection of hosting networks.
-	When authorized by the UDM, AMF may provide UE assistance information for discovery and selection of hosting networks as part of Registration procedure (Mobility Update) or UE Configuration Update procedure. Serving Network/AMF (all AMFs?) 
-	The serving network may broadcast in a SIB an indication that localised service(s) are available in the geographic locality of the cell that is broadcasting. UE may acquire this information also via on-demand SIB. This information may be broadcasted along with the GIN and in which case the broadcasted information may also include an additional indication that the GIN can be used to select a hosting network. The GIN, the hosting network identifier and other information such as HRNN (Human readable network name) may also be displayed on the UE allowing for manual selection by the user.
-	The AMF is aware of availability of hosting network(s) that corresponds to allowed areas (such as tracking area) which represent the current UE location as indicated in the Mobility Registration Update sent by the UE. The AMF may assign Registration Area to the UE in such a way that the UE performs Mobility Registration Update when UE moves to into the Tracking Area (TA) where the hosting network is present. The AMF may be aware of the availability hosting network(s) in the registration area by local configuration or by service agreement with hosting network.
-	UDM may receive list of hosting network information from AF.
-	The home network UDM may determine to update UE with prioritized list of hosting network information using SoR procedure. Following triggers may apply
-	UE location as part of Registration procedure (trigger in Sol #11, #12, #27, #32).
-	UE subscription data change, e.g., via external parameter provisioning (trigger in Sol #14, #23).

How UE applies SoR update and UE assistance information for discovery and selection of hosting networks
Observation: When the UE is registered with a PLMN, to access localised services through a hosting network that is an SNPN, the UE needs to switch to SNPN access mode. The network may only provide prioritized list of hosting networks (SNPN IDs) and some indication about availability of hosting networks in an area. However, how the UE decides to activate/deactivate SNPN access mode can be left to implementation. It could be manually performed by the user or could be automatically triggered based on e.g. some user action. So existing Rel-17 mechanisms shall be re-used.
Proposal #4: The following principles are proposed for how UE applies SoR update and UE assistance information for discovery and selection of hosting networks.
-	When UE that has successfully registered with a PLMN over 3GPP access, SNPN Access Mode in UE is activated/de-activated in implementation specific means as specified in existing Release 17. 
-	The UE may use home network authorized hosting network information and assistance information for discovery and selection of hosting networks acquired from serving network via broadcast on AS layer or information received via NAS layer as input when it determines to active/de-activate SNPN Access Mode.
Conclusions for PNI-NPN as hosting network
Principles for UE to discover, select and access PNI-NPN as hosting network
Observation: The localised services are restricted to specific location and time. When PNI-NPN is used as a hosting network, it inherently supports location validity conditions via the use of Rel-16 Close Access Group (CAG) functionality. The time validity conditions can also be supported or controlled by the operator by broadcasting CAG cell information only when the localised services are available. So, the existing Rel-17 specified mechanisms can be re-used for supporting localised services via PNI-NPN. The operator may reserve a set of DNN/S-NSSAI for particular hosting networks and localised services offered through them and the UE can be pre-provisioned with these values.
Proposal #5: The following principles are proposed for UE to discover, select and access PNI-NPN as hosting network.
-	When hosting network is deployed as PNI-NPN, access control associated with location is fully supported by Release 16 Closed Access Group (CAG) functionality.
-	When hosting network is deployed as PNI-NPN, operator can control when hosting network is available or not by setting broadcast of CAG cell information by NG-RAN node on/off, e.g., via OAM.
-	UE can be pre-configured with S-NSSAI(s) that are used for localized services, i.e. PLMN can reserve values for this purpose and pre-provision the UEs with these S-NSSAI(s). S-NSSAI/DNN for a particular hosting network can be provisioned in the PLMN via operator specific means or by the service provider via NEF.

2 Proposal
[bookmark: _Hlk513714389]It is proposed to update 23.700-08 as follows.


FIRST CHANGE
[bookmark: _Toc113020911]8.4	Key Issue #4: Enabling UE to discover, select and access NPN as hosting network and receive localized services
Editor's note:	Conclusions for Key issue #4 are FFS.
8.4.1	General
Void.
8.4.2	Conclusions for SNPN as hosting network
The following principles are agreed as basis for normative work:
Content of the hosting network information
-	The hosting network information includes a prioritized list of one or more Hosting Network Identifiers (SNPN Id).
-	N3IWF address of hosting network. This can be provided to the UE with ANDSP.
Principles for UE to discover, select and access SNPN as hosting network
-	During UE initial registration procedure, the (home network) UDM may request serving network AMF as part of subscription information to provide the UDM list of the available hosting network information known to serving network/AMF and/or authorize AMF to provide UE assistance information for discovery and selection of hosting networks.
-	When authorized by the UDM, AMF may provide UE assistance information for discovery and selection of hosting networks as part of Registration procedure (Mobility Update) or UE Configuration Update procedure. Serving Network/AMF (all AMFs?) 
-	The serving network may broadcast in a SIB an indication that localised service(s) are available in the geographic locality of the cell that is broadcasting. UE may acquire this information also via on-demand SIB. This information may be broadcasted along with the GIN and in which case the broadcasted information may also include an additional indication that the GIN can be used to select a hosting network. The GIN, the hosting network identifier and other information such as HRNN (Human readable network name) may also be displayed on the UE allowing for manual selection by the user.
-	The AMF is aware of availability of hosting network(s) that corresponds to allowed areas (such as tracking area) which represent the current UE location as indicated in the Mobility Registration Update sent by the UE. The AMF may assign Registration Area to the UE in such a way that the UE performs Mobility Registration Update when UE moves to into the Tracking Area (TA) where the hosting network is present. The AMF may be aware of the availability hosting network(s) in the registration area by local configuration or by service agreement with hosting network.
-	UDM may receive list of hosting network information from SOR-AF.
NOTE:	How SOR-AF acquires hosting network information is outside the scope for 3GPP.
-	The home network UDM may determine to update UE with prioritized list of hosting network information using SoR procedure. Following triggers may apply
-	UE location as part of Registration procedure.
-	UE subscription data change, e.g., via external parameter provisioning.
How UE applies SoR update and UE assistance information for discovery and selection of hosting networks
-	When UE that has successfully registered with a PLMN over 3GPP access, SNPN Access Mode in UE is activated/de-activated in implementation specific means as specified in existing Release 17. 
-	The UE may use home network authorized hosting network information and assistance information for discovery and selection of hosting networks acquired from serving network via broadcast on AS layer or information received via NAS layer as input when it determines to active/de-activate SNPN Access Mode.
8.4.3	Conclusions for PNI-NPN as hosting network
The following principles are agreed as basis for normative work:
Principles for UE to discover, select and access PNI-NPN as hosting network
-	When hosting network is deployed as PNI-NPN, access control associated with location is fully supported by Release 16 Closed Access Group (CAG) functionality.
-	When hosting network is deployed as PNI-NPN, operator can control when hosting network is available or not by setting broadcast of CAG cell information by NG-RAN node on/off, e.g., via OAM.
-	UE can be pre-configured with S-NSSAI(s) that are used for localized services, i.e. PLMN can reserve values for this purpose and pre-provision the UEs with these S-NSSAI(s). S-NSSAI/DNN for a particular hosting network can be provisioned in the PLMN via operator specific means or by the service provider via NEF.
END OF CHANGES
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